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1. Overall Description:

TSG CN5 thanks SA1 for the response to the LS “on enhanced user privacy and the new security requirements for LCS”

During the CN5#20 meeting, 23-26 Sept in Miami, CN5 has looked at the 22.127 v6.1.0 and for the new part related to enhanced user privacy (Access control to location information) we confirm that the requirement for access control does match with our understanding of privacy control.
We believe it especially makes sense that the application can supply an optional requestor identity and an optional codeword when it requests for the location of a user via the OSA User Location API. The optional service identity that is also mentioned in the requirement might already have been supplied when the application has requested for the User Location SCF and signed the so-called Service Agreement on the OSA Framework. Therefore, it needs to be studied in more detail whethere this service identity needs to be supplied for each request the application makes.

Furthermore, CN5 concluded that there is enough information for interested companies to start contributing to the stage 3 work.

2. Actions: None.

3. Date of Next CN5 Meetings:

Meeting
Date
Location
Host

CN5#21
28 Oct - 1 Nov 2002
Dublin, IRELAND
Parlay

TSG#18
3 - 12 Dec 2002 
New Orleans, USA
NA Friends

CN5#22
27-30 Jan 2003
Bangkok, THAILAND
Parlay
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