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This paper is intended to provoke some discussion on the topic of OSA support for Multimedia Messaging Service (MMS). In particular the issue whether the MMS content should pass through the OSA Gateway or not. To date, we have been working under the architectural assumption that only control and signalling information should pass through the OSA Gateway, and not the actual content. This principle makes great sense when thinking about the more traditional Service Capability Features like Call Control, where one certainly would not wish to have the voice path run all the way up to the OSA Application Server. Only the control of the call (i.e. the voice path) passes through the OSA Gateway, and the physical audio path remains routed through the core network elements. Admittedly, there are some exceptions to this principle in our current set of APIs. For instance, in the User Interaction API for the method sendInfoReq, the parameter info, of type TpUIInfo, can contain a string, defining the text message to be sent. When this was being discussed in the OSA Release 99 timeframe, we have had discussion whether an upper bound on the size of the string should be defined.

Some discussions have been ongoing on this architectural principle in relation to OSA support for MMS. There are two options to accommodate for this type of functionality. In both scenarios the OSA Gateway, and in particular the Framework, provide for the controlled access and secure connectivity between the Value Added Service Provider (VASP) and the Network Operator. Of specific relevance is the functionality for Authentication, Authorization, and Integrity Management, but also Content Based Charging. The two options differ in the fact whether the MMS message content passes through the OSA Gateway as well via southbound mappings to the MMS Relay/Server, or is delivered from the VASP to the MMS Relay/Server via a separate interface directly.
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Figure 1 - Option 1 MMS content passes through the Gateway
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Figure 2 - Option 2 MMS content does not pass through the Gateway

The first option, i.e. MMS content passes through the OSA Gateway, would violate the architectural principle of passing control information only.

The second option raises the question why the VASP would use OSA at all, and not some alternative technology.

This paper is intended to provoke some discussion in the meeting. Potentially, any outcome of the discussion could be provided as guidance to the relevant requirements bodies, such as SA1 OSA SWG.
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