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1. Overall Description:

During their meeting in Miami, 23-27/9/02, CN5 have received version 6.1.0 of TS 22.127, approved in the Biarritz plenary, containing OSA requirements for Rel6.

In subclause 13.6, the IP Session Function requirement reads as follows: “The IP session function enables applications to access information (read only) about IP sessions in progress between a UE and IP networks (i.e., the MSISDN and Session Correlation identifier) using the IP address of the UE”.

CN5 have discussed this requirement and have the following observation: the requirement says that the application would use an IP address to obtain e.g. the MSISDN, whereas so far CN5 has been under the assumption it would rather be the other way around. After off-line consultation with various companies’ SA1 OSA SWG delegates it was clarified that the current text in TS 22.127 is actually as intended and thus correct.

After having had some discussion on the functionality of the requirement and potential use cases during their Miami meeting, it seems to CN5 that the other way around would be an interesting and useful requirement as well, i.e. using the MSISDN to obtain the IP address. It is clear that IP addresses and MSISDNs are sensitive information; however there are existing mechanisms in the OSA Framework that prevent unauthorised access by applications to information that the operator may not want to share. Specifically, OSA provides existing functionality to prevent a third party application provider to obtain the IP address for a given user in case the operator does not wish to share this information.

Given the existing OSA mechanisms for preventing unauthorized access to sensitive network information, CN5 would like to ask SA1 to consider whether this requirement for the retrieval of IP address based on the MSISDN would be a useful inclusion for TS 22.127.

In addition, given the initial confusion about the “direction” of the requirement, i.e. which address is used to obtain which information, CN5 would like to kindly request SA1 OSA SWG to present a use case for the original requirement, i.e. using the IP address to obtain the MSISDN. Such as use case is considered a very useful aid in understanding the requirement and to facilitate the progress of the stage 3 work.

2. Actions:

To SA1 group.

ACTION 1:
CN5 asks SA1 to consider whether the variation on the IP Session Function requirement, i.e. retrieval of IP address based on MSISDN, would be a useful new OSA requirement.

ACTION 2:
CN5 asks SA1 to provide a use case for the original IP Session Function requirement, i.e. retrieval of MSISDN based on IP address.
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