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Introduction

The IpAppServiceAgreementManagement and IpServiceAgreementManagement interfaces contain the method signServiceAgreement(). This method is used for signing a service level agreement. One of the return values is the digital signature.

The current description states:

“The digitalSignature is the signed version of a hash of the service token and agreement text given by the client application.
“

The specification does not clearly specify how the hash shall be calculated based on service token and agreement text. Several ways are possible to clarify this in the specification:

· Indicate that first the two strings need to be concatenated before calculating the hash.

· Indicate that first the two strings need to be concatenated with some delimiter inbetween before calculating the hash.

· Only use the agreement text for calculating the hash.

