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This contribution is attempting to update the annex A, B and C based on CN1 and IETF progress.

Proposal

**** FIRST MODIFIED SECTION ****
Annex A (informative):
Introduction to API Mapping for OSA MPCCS

A.1
OSA Service Provision for MPCCS in IMS

The figure below depicts an overall view of how MPCC services can be provided. 
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Figure A-1: Functional architecture for support of MPCCS Service Provision for IP Multimedia subsystem 


The OSA Service Capability Server (OSA SCS) is the “controlling entity” and the Serving-Call Session Control Function (S-CSCF) is the “controlled entity” .The MRF is the Media Resource Function. (MRF).

 ISC: This reference point is the Internal Service Control Interface, used between the S- CSCF and the OSA SCS. 
The ISC interface is based on Session Initiation Protocol (SIP), which is specified in 3GPP TS 24.229[12].

Cx: The Cx reference point supports information transfer between CSCF and HSS.
The protocol used between the S-CSCF and HSS (Cx Interface) is specified in 3GPP TS 29.228[8].

Sh: The Sh reference point supports information transfer between OSA SCS and HSS.
The protocol used between the OSA SCS and HSS (Sh Interface) is defined in 3GPP TS 29.328 [15].
Mr: This reference point allows interaction between an S-CSCF and an MRF ( i.e. the Media Resource Function controller, MRFC). The protocol used for the Mr reference point is based on SIP, which is specified in 3GPP TS 24.229[12].





Filtering is done in the S-CSCF on SIP initial request messages only. It can e.g. be based upon:

-
any initial known or unknown SIP method (e.g. REGISTER, INVITE, SUBSCRIBE, MESSAGE);

· 
-
direction of the request is with respect to the served user – either mobile originated (MO) or mobile terminated (MT) to registered user;  or mobile terminated to unregistered user;

· .

· session description information.
· The present/absent content of a particular SIP header.

Filter Criteria (FC) is the information the S-CSCF receives from the HSS that defines the criteria based on which the S-CSCF shall send the SIP initial request to the application server. Then the application server can decide whether to be in the path of all the subsequent SIP messages of this dialog or not. For more detail on initial filter criteria and triggering mechanism in the S-CSCF, see 3GPP TS 23.218 [6].



Initial Filter Criteria (iFC) are filter criteria that are stored in the HSS as part of the user profile and are downloaded together with addresses of the assigned application servers (e.g., OSA SCS addresses) via the Cx interface to the S-CSCF upon user registration or upon a terminating initial request for an unregistered user if unavailable. They represent a provisioned subscription of a user to an application. Application server specific data is also exchanged between HSS and the OSA SCS during registration via Sh interface.
After downloading the User Profile from the HSS, the S-CSCF accesses the filter criteria. Initial Filter Criteria are valid throughout the registration lifetime of a user or until the User Profile is changed. 




A.2
MPCCS

A.2.1
Introduction

The MPCCS allows an application to establish multi-party calls where several legs can simultaneously be connected.. In fact, the MPCCS as defined, allows application to create a leg and to route it. In SIP, to establish a session it requires at least two SIP endpoints (UAs).
MPCCS which beside 2-party call encompasses application initiated 1 party and multi-party calls can be mapped to SIP implying the OSA SCS behaves as a SIP application server on the ISC interface. 
A.2.2.5
OSA SCS acting as a B2BUA

In this case the controller, i.e. the OSA SCS, takes over the ownership of the call set-up by a different party by acting as a Back-to-Back User Agent (B2BUA). The OSA SCS looks deceptively like a proxy, but it is not. The OSA SCS acts as a UAS for the INVITE received from caller (UAC), and then as a UAC when it initiates a call to the callee (UAS).

[image: image3.wmf] 

 OSA SCS

 

SIP  UA

-

Terminating

 

SIP  UA

-

Origfinating

 

Proxy

 

Proxy

 

S

-

CSCF

 

2. BYE

 

Service logic

 

1. BYE

 

3. 200 OK

 

4. 200 OK

 

5. INVITE

 

6. INVITE

 

7. 200 

OK

 

8. 200 OK

 

 

SIP dialog #1

 

 

SIP dialog #2

 

 

SIP 

Dialog

leg

 #2

 

From: X

 

To: Y

 

Call

-

ID: Z

 

From: X

 

To: Y

 

Call

-

ID: Z

 

From: P

 

To: Q

 

Ca

ll

-

ID: R

 

From: P

 

To: Q

 

Call

-

ID: R

 

 

B2BUA Mode:

 

OSA SIP server 

-

 

 end

-

to

-

end 

session

 

 split into

 

 two SIP 

 

 dialogues by

 

-

 terminating and 

 

  originating  SIP

 

 User Agents. 

 

 

SIP 

dialog 

#1

 

SCF

 

 OSA  AS

 

OSA API

 

User

 

User

 

In this case the incoming SIP Request is proxied by the S-CSCF to the OSA SCS which then generates a new SIP Request for a different SIP dialog which it sends to the S-CSCF which then proxies it towards the destination. 
In this mode the OSA SCS behaves as a B2BUA for the multiple SIP dialogs as specified in [14].


Figure A-5: Example OSA SCS B2BUA Server Mode operation
- Usage:
Service applications that need advanced signalling control, i.e. the capability to intervene on a call.
Some examples may be applications that needs to release a call (e.g. prepaid service)or a single user, or add or replace a user (follow-on call), or needs to generate messages during the call or act on mid-call events from a call party (e.g. re-INVITE). 
Example: Pre-Paid card service runs out of money: the application may generate some message to the user and/or release the user.

- Constrains:
The mode B2BUA is to be determined based on SIP requests messages . It is not allowed in this release that a proxy can change to a B2BUA in the middle of a dialog, unless the purpose of doing this is to release a dialog. Where it cannot be known in advance if the application demands Proxy mode or B2BUA mode, the default should for the OSA SCS be to act as a B2BUA. 

 
NOTE: Notice that the end-to-end call (SIP dialogue) between caller and callee will become divided t into a multitude of different “end-to-end” calls (SIP dialogues) , where the B2BUA concept is applied.

A.2.2.4
OSA SCS acting as UA

· SIP User Agent Terminating (UAt)
In this mode of operation the incoming SIP Request is proxied by the S-CSCF to the OSA SCS which then acts as a terminating UA (UAS) as specified in [14].
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SIP User Agent Originating (UAo) 
In this mode of operation the OSA SCS acts as an originating UA (UAC) as specified in [14] and generates a SIP Request which it sends to the S-CSCF which then proxies it towards the destination.

Figure A-4: Example OSA SCS User Agent Server Mode operation
- Constrains:
NOTE: Any direct control of media resources by the OSA SCS when acting as UA is outside the scope of this specification.

A.2.2.6
OSA SCS acting as a 3rd Party Controller

[image: image5.wmf] 

 OSA SCS

 

SIP  UA

-

Terminating

 

SIP  UA

-

Originating

 

Proxy

 

S

-

CSCF

 

2. BYE

 

Proxy

 

Service logic

 

1. BYE

 

3. 200 OK

 

4. 200 OK

 

SIP  UA

-

Originating

 

Proxy

 

10. INVITE

 

11. 200 OK

 

5. INVITE

 

9. INVITE

 

12. 200 OK

 

6. INVITE

 

7. 200 OK

 

8. 200 OK

 

 

SIP dialog #1

 

 

SIP dialog #3

 

 

SIP dialog #2

 

 

SIP 

dialog 

#2

 

 

SIP 

dialog 

#3

 

From: X

 

To: Y

 

Call

-

ID: Z

 

From: X

 

To: Y

 

Call

-

ID: Z

 

From: P

 

To: Q

 

Call

-

ID: R

 

From: P

 

To: B

 

Call

-

ID: W

 

From: P

 

To: B

 

Call

-

ID: W

 

From: P

 

To: 

Q

 

Call

-

ID: R

 

 

B2BUA

 

 end

-

to

-

end 

session

 

 split into

 

 two SIP 

 

 dialogues

 

-

 terminating and 

 

  originating. 

 

 

UA client

 

-

 originating 3

rd

 party 

SIP dialog

 

 

SIP 

dialog 

#1

 

SCF

 

 OSA   AS

 

 3rd Party Controler Mode:

 

OSA API

 

User

 

Use

r

 

User

 

In this mode the OSA SCS generates a new SIP Request for a different SIP dialog and sends it to the S-CSCF which then proxies it towards the destination. The OSA SCS may generate one or more different SIP dialogues in this way. This may be combined with the OSA SCS behaviour as a B2BUA for the multiple SIP dialogs as specified in RFC3261 [14], i.e. when more than 2 parties are involved in the call.

Figure A-6: Example OSA SCS 3rd Party Controller Server Mode operation
- Usage:
Application initiated one party, two-party and multi-party calls.
It may also be associated with B2BUA mode of operation, e.g. where the application demands to invite a 3rd part into a 2-party.

- Constrains:
The control of media resources for application initiated calls is outside the scope of this specification.

**** END OF DOCUMENT ****
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