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Besides some more changes that are made against the technical report 3G TR 29.998-04-04, some references are added as well. Although these references are still IETF drafts, the official information obtained from the IETF was that those drafts will become RFC’s by the 3rd of June, see http://www.softarmor.com/sipwg/bundles.htm. But the next CN plenary meeting is behind the IETF schedule, therefore those references are shown here as drafts rather than RFCs. After they are approved as RFCs, Lucent Technologies will bring CR to apply those references. Pending that approval, Lucent Technologies would like to kindly request the meeting to approve the modifications proposed in this paper.

Detailed Proposed Changes

**** FIRST MODIFIED SECTION ****
Table 5-39: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller
(Any, except Redirect mode).

If the SCS is acting as a proxy, the only SIP message the SCS can generate after receiving superviseReq() in the call leg is BYE.


 

	Pre-conditions:
	A relationship between the application and the call including associated objects exists.
The superviseReq method must be invoked before the call is confirmed, i.e. before answered.

	1
	The application invokes the superviseReq method. The SCS monitors the call to be capable to collect the requested information.

	2
	The OSA SCS will later on send the corresponding superviseRes() or superviseErr() based on the messages received from the SIP server of the OSA SCS.

	Note: The SIP server of the OSA SCS should use the messages received by the SIP server during the call session in order to sent the corresponding superviseRes() or superviseErr() method. 


**** NEXT MODIFIED SECTION ****
2 References

 [16]
IETF Third party call control draft: “Third Party Call Control in SIP” (draft-rosenberg-sip-3pcc.txt)
**** NEXT MODIFIED SECTION ****
1 Multi Party Call Control Flows

Note: The Call Flows in the following are to be regarded as example flows. They are merely intended to illustrate the
SIP mapping from/to OSA APIs and do not necessary provide complete SIP call/session flows. More detailed SIP call flows are defined in [13]. 

Additional information including the different SIP server modes of operation for OSA SCS in relation to MPCCS mapping is found in Annex A “ Introduction to API Mapping for OSA MPCCS”. 


1) 
2) 
3) 

**** NEXT MODIFIED SECTION ****
5.4.1 createAndRouteCallLegErr

createAndRouteCallLegErr (callSessionID : in TpSessionID, callLegReference : in TpCallLegIdentifier, errorIndication : in TpCallError) : void

This method  is an asynchronous method which indicates that the request to route the call to the destination party was unsuccessful – the call could not be routed to the destination party (for example, parameters were incorrect, invalid address, the request was refused, etc).
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Figure 5‑24 Call Flow for createAndRouteCallLegErr()
Table 5-45: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller
(Any, except Redirect mode.)




	Pre-conditions:
	Application has sent  createAndRouteCallLegReq() , a request to route the call to the destination party.

	1
	The request is refused e.g. the SIP server in the core network detects an error and notifies the SIP server of the SCS.   

	2
	The SCS invokes the createAndRouteCallLegErr method

	Note: The SIP server of the OSA SCS should detect the denial.


Table 5-46: Parameter Mapping

	To: createAndRouteCallLegErr 
	From:  SIP 
	Remark

	callSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-1 to 4-5.
	No direct mapping – a correlation . 

	callLegReference (TpCallLegIdentifier)  
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-1 to 4-5.
	

	errorIndication (TpCallError)
	 See table 6-5:
TpCallError
mapping from SIP
	

	


6.6 TpCallErrorType
Table 6‑6: TpCallErrorType Table mapping

	To: TpCallErrorType

	From: SIP
	Remark

	P_CALL_ERROR_UNDEFINED
	All other 4xx, 5xx and 6xx responses which are not listed in the table
	Undefined; the method failed or was refused, but no specific reason can be given.

	P_CALL_ERROR_INVALID_STATE
	481 Call/
Transaction Does Not Exist
491 Request Pending
	The call was not in a valid state for the requested operation

	P_CALL_ERROR_INVALID_ADDRESS
	
404 Not Found
413 Request Entity Too Large

414 Request URI Too Long
416 Unsupported URI Scheme
484 Address Incomplete

485 Ambigous
488 Not Acceptable Here
604 Does Not Exist Anywhere
	The operation failed because an invalid address was given

	P_CALL_ERROR_RESOURCE_UNAVAILABLE
	503 Service Unavailable
606 Not Acceptable
	There are not enough resources to complete the request successfully


**** NEXT MODIFIED SECTION ****
Table 5-53: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller
(Any, except Redirect mode).

If the SCS is acting as a proxy, the only SIP message the SCS can generate after sending superviseErr() in the call leg is BYE.





	Pre-conditions:
	Call is in progress. The application has requested information associated with a call via the superviseReq method.

	1
	The SCS detects an error that can affect call supervision, e.g  call routing error. 

	2
	The SCS identifies the correct applications that requested the call information and invokes the superviseErr  method.

	Note: 


**** NEXT MODIFIED SECTION ****
5.4.6
superviseRes

superviseRes (callSessionID : in TpSessionID, report : in TpCallSuperviseReport, usedTime : in TpDuration) : void

This is an asynchronous method that reports a call supervision event to the application.
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Figure 5‑29 Call Flow for superviseRes()

Table 5-55: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller
(Any, except Redirect mode).

If the SCS is acting as a proxy, the only SIP message the SCS can generate after sending superviseRes() in the call leg is BYE.





	Pre-conditions:
	Call is in progress. The application has requested information associated with a call via the superviseReq method. The specified call supervision timer expires.

	1
	The OSA SCS detects that the supervision time is expired and acts according to the requested treatment (e.g. release call sending BYE) in superviseReq The OSA SCS identifies the correct application and invokes the superviseRes  method.

	Note: 



 Table 5-56: Parameter Mapping

	To:  superviseRes
	From:  SIP 
	Remark

	callSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-1 to 4-5.
	No direct mapping – a correlation .

 

	report (TpCallSuperviseReport)
	 N/A 
	Defines the response(s) from the call control service for calls that have been supervised, (e.g.  timeout, call-ended, tone-applied, UI-finished). 

	usedTime (TpDuration)
	N/A

 


	No direct mapping to SIP:



	



**** NEXT MODIFIED SECTION ****
5.5.1 routeReq

routeReq (callLegSessionID : in TpSessionID, targetAddess : in TpAddress, originatingAddress : in TpAddress, appInfo : in TpCallAppInfoSet, connectionProperties : in TpCallLegConnectionProperties) : void

This method is an asynchronous method used to request routing of the call leg to the remote party indicated by the target address.
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Figure 5‑30 Call Flow for routeReq(), UA mode 

5.5.1.1
Case 1 UA mode operation

Table 5-57: Normal Operation, UA operation mode 

	SIP Server Mode
for the OSA SCS:
	UA mode 


The generation of a SIP message (INVITE) on request from the application demands the SIP server of the OSA to operate in a UA mode (e.g. UAC, B2BUA, 3rd party controller).



	Pre-conditions:
	A relationship between the application and the call including associated objects exists.
For the routeReq() method, the SCS does not create any new call or call leg objects since the method is called on the existing Terminating Call Leg object


	1
	The application invokes the routeReq method. The SCS enables the call to be setup by issuing an  invitation (INVITE) for the end-user to be called.

	2
	

	Note: The routeReq method is applicable only for the terminating leg in the MPCC call leg STD.
The SIP server of the OSA SCS should sent the INVITE for request thee routing to remote party.

Forking is not supported by the OSA API. 

The call flow for this method is the equivalent to the createCallAndRouteReq() method.

Note: When operation in B2BUA mode the flow is similar to UA mode, but behaviour reflects a specialisation of a proxy server comprising the split of the SIP dialogue between the end-users into two dialogues – one for each call party
enabling the application to gain full session control.  

See also Annex B and the flow examples B2-B5.


Table 5-58: Parameter Mapping, UA mode operation

	From: routeReq 
	To:  SIP INVITE
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-2 to 4-5.
	No direct mapping – a correlation is created.

 

	targetAddress  (TpAddress)
	Request-URI

See Table 6-2:
TpAddress
mapping to SIP.
	

	originatingAddress (TpAddress)
	Remote-Party-ID [12]
See Table 6-2:
TpAddress
mapping to SIP.
	

	appInfo (TpCallAppInfoSet)
	See Table 6-4: 
TpCallAppInfo
mapping to SIP.
	

	ConnectionProperties (TpCallLegConnectionProperties):
	See Table 6-12
TpCallLegConnectionProperties 
mapping to SIP.
	

	Note:  See also Annex B and Annex C.


5.5.1.2 Case 2 Proxy mode operation
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Figure 5‑31 Call Flow for routeReq(), Proxy mode 

Table 5-59: Normal Operation, Proxy operation mode 

	SIP Server Mode
for the OSA SCS:
	Proxy mode


The routeReq is used to forward a call (SIP message (INVITE)) on request from the application: The SIP server of the OSA SCS operates in proxy mode.



	Pre-conditions:
	A relationship between the application and the call including associated objects exists.
For the routeReq() method, the SCS does not create any new call or call leg objects since the method is called on the terminating call leg object


	1
	The application invokes the routeReq method. The SCS enables the call to be setup by proxying the  invitation (INVITE) for the end-user to be called.

	Note: The routeReq method is applicable only for the terminating leg in the MPCC call leg STD.
The SIP server of the OSA SCS should forward sent the INVITE for request the routing to remote party.

Forking is not supported by the OSA API. 

The call flow for this method is equivalent to createCallAndRouteReq() method.


Table 5-60: Parameter Mapping, Proxy mode operation

	From: routeReq 
	To:  SIP INVITE
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-2.
	No direct mapping – a correlation is created .

 

	targetAddress  (TpAddress)
	Request-URI Header:
 or P-Called-Party-ID [19]

See Table 6-2:
TpAddress
mapping to SIP.
	When the SCS receives an INVITE, if the P-Called-Party-ID header is present, then uses this header to identify the target address. If not, then uses the Request-URI instead.


	originatingAddress (TpAddress)
	Remote-Party-ID [12]
	

	appInfo (TpCallAppInfoSet)
	See Table 6-4: 
TpCallAppInfo
mapping to SIP
	

	ConnectionProperties (TpCallLegConnectionProperties):
	See Table 6-12:
TpCallLegConnectionProperties
	

	Note: See also Annex B and Annex C.


**** NEXT MODIFIED SECTION ****
6.4 TpCallAppInfo

Table 6-4 TpCallAppInfo Table mapping

	To: TpCallAppInfo

	From: SIP
	Remark

	
	
	

	CallAppAlertingMechanism (TpCallAlertingMechanism)
	Alert-Info
	Indicates the alerting mechamism or pattern to use

When present in an INVITE request, the Alert-Info header field specifies an alternative ring tone to the UAS. When present in a 180 (Ringing) response, the Alert-Info header field specifies an alternative ringback tone to the UAC.
 

	CallAppNetworkAccessType
(TpCallNetwrkAccessType)
	N/A
	Indicates the network access type (e.g. ISDN) 

Not mapped. No valid value for SIP in this parameter 

	CallAppTeleService
(TpCallTeleService)
	SDP 


	Indicates the tele service (e.g. telephony)

Specifies the type of media indicated in the incoming SDP e.g. data, audio, video, messaging.



	CallAppBearerService
(TpCallBearerService)
	SDP 
	Indicates the bearer services (e.g. 64kbit/s unrestricted data), this information is carried in SDP under each media type e.g.
codec, bandwidth, interleaving….
 



	CallAppPartyCategory
(TpCallPartyCategory)
	N/A
	The category of the calling party.

Not mapped. 
Not defined in SIP 
[

	CallAppPresentationAddress
(TpAddress)
	
Remote-Party-ID [12]
	The address to be presented to other call parties.



	CallAppGenericInfo
(TpString)
	
N/A

	Carries unspecified service-service information

Service related information transferred over ISC from SCS to S-CSCF is not allowed in 3GPP Release 5.


	CallAppAdditionalAddress
(TpAddress)
	N/A
	Indicates an additional address.

No mapping: Not fined in SIP 

	CallAppOriginalDestinationAddress
(TpAddress)
	Request-URI or P-Called-Party-ID
	Contains the original address specified by the originating user when launching the call.
When the SCS receives an INVITE, if the P-Called-Party-ID header is present, then uses this header to identify the target address. If not, then uses the Request-URI instead.


	CallAppRedirectingAddress(
	N/A


	Contains the address of the user from which the call is diverting.

	
	
	


**** NEXT MODIFIED SECTION ****
6.11 TpCallLegInfoType 
Table 6‑11: TpCallLegInfoType Table mapping

	From: TpCallLegInfoType

	From: SIP
	Remark

	P_CALL_LEG_INFO_UNDEFINED
	N/A
	Undefined

	P_CALL_LEG_INFO_TIMES
	N/A
	Relevant call times

	P_CALL_LEG_INFO_RELEASE_CAUSE
	Ssee table 6-17
	Call leg release cause

	P_CALL_LEG_INFO_ADDRESS
	See table 6-2
	Call leg connected address.


	P_CALL_LEG_INFO_APPINFO
	N/A
	Call leg application related information

	NOTE: Defines the type of call leg information requested and reported. The values may be combined by a logical 'OR' function.


**** NEXT MODIFIED SECTION ****
5.5.2 release 

release (callLegSessionID : in TpSessionID, cause : in TpReleaseCause) : void

This method is used to request the release of a single call leg. 
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Figure 5‑18a Call Flow for release, acting as proxy
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Figure 5‑33 Scenario a: Call Flow for release(), participant connected, UA mode
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Figure 5‑34 Scenario b: Call Flow for release(), pending call attempt toward participant, UA mode
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Figure 5‑35 Scenario c: Call Flow for release(), call (invite) to participant not accepted, UA mode.
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Figure 5‑36 Scenario d: Call Flow for release(), call (invite) from participant not accepted

Table 5-63: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy and UA mode


The generation of a SIP message (BYE) on request from the application to release participants in the call demands the SIP server of the OSA to operate in a proxy or UA mode
 (e.g. UAC, B2BUA, 3rd party controller).



	Pre-conditions:
	Call is in progress

	1
	The application or the SCS invokes the release method. The SCS generates the SIP message to release the requested parties (call leg) from the call

	2a
	Scenario 2a: SIP BYE is sent. The SIP server sends the BYE Message toward the participants connected to the call. 

	2b
	Scenario 2b: SIP CANCEL is sent to terminate a pending leg. The SIP server sends the CANCEL message toward the participants associated to the call but not connected yet.
Note: CANCEL secures in case of SIP forking that all with the OSA leg possible associated pending SIP legs will be released. CANCEL can not be sent when SCS is acting as a proxy.

	2c
	Scenario 2c: The invitation to a participant is not accepted. The application sends a Release to terminate its leg.
Note: It could also send a continueProcessing() or deassign() to terminate it logical call leg object representing the connection (SIP leg) in the network. !!

	2d
	

	Note: 
For scenario 2c the application could instead of release() send a continueProcessing() or deassign() to terminate it logical call leg object representing the connection (SIP leg) in the network. !! 
When operating in B2BUA mode the decision whether a release from one participant will cause the release of any other participant can be controlled by the application. 



Table 5-64: Parameter Mapping

	From: release 
	To:  SIP BYE, 4xx, 5xx,
Cancel (if any pending INVITE requests from application) 
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-2 to 4-5.
	A correlation - no direct mapping

	cause (TpReleaseCause)
	See table 6-17: TpReleaseCause for mapping to SIP
	See table for TpReleaseCause for mapping to SIP response codes

	Note:  The release() method may be sent any time from the application e.g. resulting in 
a) the termination of an establishment session (BYE) or 
b) the cancellation of a pending request (CANCEL) after the application has issued an INVITE request.
c) the termination of an unsuccesful call attempt (e.g. meeting busy, not reachable etc.) or
d) creation of a SIP response (e.g. 4xx, 5xx) to an incoming INVITE request.


**** NEXT MODIFIED SECTION ****
5.5.7
attachMediaReq

attachMediaReq (callLegSessionID : in TpSessionID) : void

This asynchronous method used to request that the call leg be attached to its call object. This will allow transmission on all associated bearer connections or media streams to and from other parties in the call. The call leg must be in the connected state for this method to complete successfully. However, the request may be sent as soon as the call leg object exists.
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Figure 5‑40 Scenario a: Call flow for attachMediaReq(), UA/B2BUA mode
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Figure 5‑41 Scenario b: Call flow for attachMediaReq(), UA/B2BUA mode

Table 5-71: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	UA, B2BUA, 3rd. party controller mode


The generation of a SIP message (UPDATE) [12] on request from the application to attach media channels of a single user in the call demands the SIP server of the OSA SCS to operate in a UA mode (e.g. UAC, B2BUA, 3rd party controller).



	Pre-conditions:
	Call is processing. A relationship between the application and the call including associated call leg object(s) exists. The leg is in a connection state and has a media connection established with the others legs in the call.
AttachMedia is not executed until the connected state is reached (200 OK /ACK) , i.e. if received before the SCS should buffer the request until it can be executed..

	1
	The application invokes the attachMediaReq method requesting the media stream(s) for the call leg object to be attached, i.e.  enabling media communication fie the call party. Application request the media attachment for this leg.

	2
	The SCS requests the SIP server of the OSA SCS to attach the media when the call enables this..
The SCS generates a new SIP UPDATE message to be sent to the participant, i.e. in this case the attachMediaReq() method is mapped onto the UPDATE  message.

	Note: 
The new UPDATE sent to the participant does not affect a SIP dialog, it is only updating the previous SIP session since the SIP call-ID will be the same, only the SIP CSEQ will be higher to indicate that the media description has changed. 

The attachMediaReq method can be invoked on any existing call leg object to request the media attachment. If SIP processing is in the call setup phase, the request is buffered until it can be executed, i.e. it is not executed until the phase in call procession where it is applicable to connect media. Note: no error is reported in case media is already attached.

 In SIP, the natural behaviour is to establish the media session once the signalling is established. In OSA a party can be disconnected (detachMediaReq) and re-connected (attachMediaReq) to a call.  A way to map this functionality in SIP is to use the SDP on hold feature enabling putting the media streams on hold (detach media) while the session is established or after the establishment.  When the application will request to attach the media, a new UPDATE will be sent to the participant with the media session description. 

See also Annex B and flow example B6


Table 5-72: Parameter Mapping

	From: continueProcessing 
	To:  SIP 
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-2 to 4-5.
	No direct mapping – a correlation. 


**** NEXT MODIFIED SECTION ****
4.1 Introduction

In SIP, a dialogue is defined as the pairwise signalling relationship between two SIP user agents (see [13]).  It is identified by the Call_ID, the tags in To and From header Fields. The Call-ID identifies the call in the network. It is a global unique identifier. The To header field contains the information regarding the endpoint who will receive the SIP request, e.g. INVITE or BYE message. The From header field represents the originator of the SIP request.  


**** NEXT MODIFIED SECTION ****
6.15
TpCallNotifiationRequest

Table 6‑15: TpCallNotificationRequest Table mapping

	From: TpCallLegInfoType

	To: SIP
	Remark

	CallNotificationScope
(TpCallNotificationScope):
	
	

	  DestinationAddress
(TpAddressRange)
	URL schemes allow in RFC 3261
(see NOTE)
	Parameter specific to filtering criteria (event triggering) of destination address information. Address plan can be any which is allowed in RFC 3261.

	  OriginatingAddress
(TpAddressRange)
	URL schemes allowed in RFC 3261
(see NOTE)
	Parameter specific to filtering criteria (event triggering) of originating address information (like e.g. in From header Field in SIP messaging). Address plan  can be any which is allowed in RFC 3261. .

	CallEventsRequested (set):
(TpCallEventsRequest (set)

Note: A set of TpCallEventRequest 
	See Table 6-8:
TpCallEventRequest
mapping from SIP
	

	NOTE: The SIP server responsible for event filtering (e.g. S-CSCF) is to monitor for SIP events requested to be notified if encountered to the application.


**** NEXT MODIFIED SECTION ****
5.5.8 detachMediaReq

detachMedia (callLegSessionID : in TpSessionID) : void

This asynchronous method is used to detach the call leg from its call, i.e., this will prevent transmission on any associated bearer connections or media streams to and from other parties in the call. The call leg must be in the connected state for this method to complete successfully. 
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Figure 50‑42 Call Flow for detachMediaReq(), UA/B2BUA mode

Table 5-73: Normal Operation 

	SIP Server Mode
for the OSA SCS.
	UA, B2BUA, 3rd. party controller mode


The generation of a SIP message (UPDATE) on request from the application to detach media channels of a single user in the call demands the SIP server of the OSA SCS to operate in a UA mode (e.g. UAC, B2BUA, 3rd party controller).



	Pre-conditions:
	Call is processing. A relationship between the application and the call including associated call leg object(s) exists. The leg is in a connection state and has a media connection established with the others legs in the call.
DetachMedia is not executed until the connected state is reached (200 OK /ACK) , i.e. if received before the SCS should buffer the request until it can be executed..

	1
	The application invokes the detachMediaReq method requesting the media stream(s) for the call leg object to be de-attached, i.e.  enabling to put the media communication on hold for the call party. Application request the media de-attachment for this leg. The application prevents the transmission of media connection to this leg by calling the detachMediaReq().

	2
	The SCS requests the SIP server of the OSA SCS to de-attach the media when the call enables this..
The SCS generates a new UPDATE message to be sent to the participant, i.e. in this case the detachMediaReq() method is mapped onto a SIP UPDATE message with an SDP on hold.

	Note: 
The new UPDATE sent to the participant does not affect a SIP dialog, it is only updating the previous SIP session since the SIP call-ID will be the same, only the SIP CSEQ will be higher to indicate that the media description has changed. 

The detachMediaReq method can be invoked on any existing call leg object to request the media attachment. If SIP processing is in the call setup phase, the request is buffered until it can be executed, i.e. it is not executed until the phase in call procession where it is applicable to connect media. Note: no error is reported in case media is already detached.

 In SIP, the natural behaviour is to establish the media session once the signalling is established. In OSA a party can be disconnected (detachMedia) and re-connected (attachMedia) to a call. 

  A way to map this functionality in SIP is to use the SDP on hold feature enabling putting the media streams on hold (detach media) while the session is established or after the establishment.  When the application will request to attach the media, a new UPDATE will be sent to the participant with the media session description.

See also Annex B and flow example B6.


Table 5-74: Parameter Mapping

	From: continueProcessing 
	To:  SIP 
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-2 to 4-5.
	No direct mapping – a correlation. 


**** NEXT MODIFIED SECTION ****
5.6.1
routeErr

routeErr (callLegSessionID : in TpSessionID, errorIndication : in TpCallError) : void

This method is an asynchronous method which indicates that the request to route the call to the destination party was unsuccessful – the call could not be routed to the destination party (for example, parameters were incorrect, invalid address, the request was refused, etc).
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Figure 50‑45 Call Flow for routeErr()
**** NEXT MODIFIED SECTION ****
5.6.2 eventReportRes

eventReportRes (callLegSessionID : in TpSessionID, eventInfo : in TpCallEventInfo) : void

This asynchronous method is used to report that an event has occurred on the call leg that was requested to be reported (for example , a mid-call event from the party;  the party has requested to disconnect; etc.).
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Figure 0‑46 Call Flow for eventReportRes()

Table 5-81: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller.


	Pre-conditions:
	A relationship between the application and the call including associated call leg object(s) exists. The application requested to be notified of the event with e.g. eventReportReq and this specific event has occurred in the network. 



	1
	The SIP server of the OSA SCS detects a  SIP message (response or request) that corresponds to a requested call event to be reported to the application.

	2
	The OSA SCS invokes the eventReportRes() method.

	


**** NEXT MODIFIED SECTION ****
Table 5-85: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller


	Pre-conditions:
	There is an application monitoring the call in some way.

	1
	The SCS detects that the OSA call leg object connected to the call is destroyed, i.e. the call has been released. 
The SCS invokes the callLegEnded method.

	
	

	Note: The callLegEnd() method is sent to the application when the party associated with the leg has released or the call itself was released to connection to the party . 


**** NEXT MODIFIED SECTION ****
**** NEXT MODIFIED SECTION ****
5.6.5 getInfoRes

getInfoRes (callLegSessionID : in TpSessionID, callLegInfoReport : in TpCallLegInfoReport) : void

This is an asynchronous method that is used to report all the necessary information requested by the application, for example to calculate charging.
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Figure 5‑49 Call Flow for getInfoRes()

Table 5-87: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller, Redirect
(Any)




	Pre-conditions:
	Call is in progress. The application has requested call leg information with the getInfoReq method. 



	1
	The SCS detects that the OSA call leg is terminated. The SCS invokes the getInfoRes() method.
The OSA SCS has via its SIP Server  collected the requested call related information which is reported to the application. 

	
	

	


Table 5-88: Parameter Mapping

	To: getInfoRes
	From:  SIP:  
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-1 to 4-5.
	No direct mapping – a correlation. 

	callLegInfoReport  (TpCallLegInfoReport):
	-
	

	  -CallLegInfoType (TpCallLegInfoType)
	N/A
	Indicates the type of the call leg information being reported.

	 - CallLegStartTime (TpDateAndTime)
	Date header in INVITE
	The time and date when the call leg was started (i.e. the leg was routed).When the SCS received/ sent the SIP INVITE message to  intiate the call, if the Date header is not present, the OSA SCS should make a time stamp to be used as this parameter value.

	- CallLegConnectedToResourceTime
   (TpDateAndTime)

	N/A
	The date and time when the call leg was connected to the resource. If no resource was connected the time is set to an empty string.

Either this element is valid or the CallConnectedToAddressTime is valid, depending on whether the report is sent as a result of user interaction.

	- CallLegConnectedToAddressTime
   (TpDateAndTime)
	ACK message for the INVITE (answer confirmed).
	The date and time when the party received the ACK message for the INVITE (answer confirmed). This information may be provided by the SIP server.

It tells when the call leg was connected to the destination (i.e. when the destination answered the call). If the destination did not answer, the time is set to an empty string.



	- CallLegEndTime
  (TpDateAndTime)
	SIP BYE 

	Date and time when  the call leg was released (e.g. SIP BYE message is sent to participant or received from the participant).

	- ConnectedAddress (TpAddress)
	
Remote-Party-ID [12] (OSA terminating call leg)
or
Request-URI (OSA
originating call leg)
See Table 6-2:
TpAddress
for mapping from SIP
	The address of the party associated with the leg. If during the call the connected address was received from the party  (SIP Contact header ?) then this is returned, otherwise the destination address (for legs connected to a destination) or the originating address (for legs connected to the origination) is returned

	- CallLegReleaseCause (TpReleaseCause)
	See Table 6-18:
TpReleaseCause
for mapping from SIP
	The cause of the termination. May be present with P_CALL_LEG_INFO_RELEASE_CAUSE was specified

	- CallAppInfo (TpCallAppInfoSet)

Note: A set of TpCallAppInfo
	See Table 6-4:
TpCallAppInfo
for mapping from SIP 
	Additional information for the leg. May be present with P_CALL_LEG_INFO_APPINFO was specified.

	


**** NEXT MODIFIED SECTION ****
5.6.6 superviseErr

superviseErr (callLegSessionID : in TpSessionID, errorIndication : in TpCallError) : void

This is an asynchronous method that reports a call leg supervision error to the application.
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Figure 0‑51 Call Flow for superviseErr()

Table 5-91: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller.
(Any, except Redirect mode.)






	Pre-conditions:
	Call is in progress. The application has requested information associated with a call via the superviseReq method.

	1
	The SCS detects an error that can affect call supervision, e.g  call routing error. 

	2
	The SCS identifies the correct applications that requested the call information and invokes the superviseErr  method.

	


Table 5-92: Parameter Mapping

	To: superviseErr 
	From:  SIP 4xx
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-1 to 4-5.
	No direct mapping – a correlation.
 

	errorIndication (TpCallError)
	 See Table 6-5:
 
TpCallError
mapping from SIP
	

	


**** NEXT MODIFIED SECTION ****
5.6.8 superviseRes

superviseRes (callLegSessionID : in TpSessionID, report : in TpCallSuperviseReport, usedTime : in TpDuration) : void

This is an asynchronous method that reports a call leg supervision event to the application.
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Figure ‑52 Call Flow for superviseRes()

Table 5-93: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller.
(Any, except Redirect mode.)






	Pre-conditions:
	Call is in progress. The application has requested information associated with a call leg via the superviseReq method. The specified call leg supervision timer expires.

	1
	The SCS detects that the supervision time is expired and acts according to the requested treatment (e.g. release call sending BYE) in superviseReq .

The SCS identifies the correct application and invokes the superviseRes  method.

	Note: 



 Table 5-94: Parameter Mapping

	To:  superviseRes
	From:  SIP 4xx
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-1 to 4-5.
	No direct mapping – a correlation. 

	report (TpCallSuperviseReport)
	 N/A
	Defines the response(s) from the call control service for calls that have been supervised, (e.g.  timeout, call-ended, tone-applied, UI-finished). 

	usedTime (TpDuration)
	BYE (release call)



	No direct mapping to SIP:
TpCallSuperviseTreatment in superviseReq defines the treatment of the call by the call control service when the call supervision timer expires. It may be a request to release (P_CALL_SUPERVISE_RELEASE ) the call  and /or  a request to send a warning tone (P_CALL_SUPERVISE_TONE_APPLIED) to the caller and/or to notify the application  

The OSA SCS to issue BYE in SIP.

	Note: The  OSA SCS to issue BYE in SIP when the call supervise treatment request is to release the call.


**** NEXT MODIFIED SECTION ****
Table 5-39: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller
(Any, except Redirect mode).




 

	Pre-conditions:
	A relationship between the application and the call including associated objects exists.
The superviseReq method must be invoked before the call is confirmed, i.e. before answered.

	1
	The application invokes the superviseReq method. The SCS monitors the call to be capable to collect the requested information.

	2
	The OSA SCS will later on send the corresponding superviseRes() or superviseErr() based on the messages received from the SIP server of the OSA SCS.

	Note: The SIP server of the OSA SCS should use the messages received by the SIP server during the call session in order to sent the corresponding superviseRes() or superviseErr() method. 


**** NEXT MODIFIED SECTION ****
5.6.9 attachMediaRes

attachMediaRes (callLegSessionID : in TpSessionID) : void

This asynchronous method reports the attachment of a call leg to a call has succeeded.  The media channels or bearer connections to this leg are now available.
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Figure 0‑54 Scenario a: Call flow for attachMediaRes(), UA/B2BUA mode

Table 5-97: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	UA mode


The generation of a SIP message (UPDATE) [12]on request from the application to attach media channels of a single user in the call demands the SIP server of the OSA SCS to operate in a UA mode (e.g. UAC, B2BUA, 3rd party controller).



	Pre-conditions:
	A relationship between the application and the call including associated call leg object(s) exists. The leg is in a connection state and the media communication  is on-hold for the call party in its communication with the other legs in the call.
AttachMedia has bee requested (not executed until the connected state is reached (200 OK /ACK) , i.e. if received before the SCS should buffer the request until it can be executed).



	1
	The OSA SCS has requested the media stream(s) for the call leg object to be attached when the call/session state enables this.
(The SCS generates a new SIP UPDATE message to be sent toward the user, i.e. in this case the attachMediaReq() method is mapped onto a SIP INVITE message with an SDP on hold.)



	2
	The OSA SCS confirms the attach media (200 OK /ACK) and notifies the application about the successful  attachment of the media stream(s) for the user with the attachMediaRes()

	Note: 
The media connection is established when application receives the attachMediaRes() method.

A standard User (SIP user agent) should be controllable in the mechanism described here.
The mechanism relies on the support of UPDATE by user agent servers. 

See also Annex B and flow example B6


Table 5-98: Parameter Mapping

	From: attachMediaRes 
	To:  SIP 
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-2 to 4-5.
	No direct mapping – a correlation. 


**** NEXT MODIFIED SECTION ****
5.6.10
attachMediaRes

attachMediaRes (callLegSessionID : in TpSessionID) : void

This asynchronous method reports the attachment of a call leg to a call has succeeded. The media channels or bearer connections to this leg are now available.
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Figure 0‑54 Scenario a: Call flow for attachMediaRes(), UA/B2BUA mode

Table 5-97: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	UA mode


The generation of a SIP message (UPDATE) [12] on request from the application to attach media channels of a single user in the call demands the SIP server of the OSA SCS to operate in a UA mode (e.g. UAC, B2BUA, 3rd party controller).



	Pre-conditions:
	A relationship between the application and the call including associated call leg object(s) exists. The leg is in a connection state and the media communication is on-hold for the call party in its communication with the other legs in the call.
AttachMedia has bee requested (not executed until the connected state is reached (200 OK /ACK) , i.e. if received before the SCS should buffer the request until it can be executed).



	1
	The OSA SCS has requested the media stream(s) for the call leg object to be attached when the call/session state enables this.
(The SCS generates a new SIP INVITE (UPDATE) message to be sent toward the user, i.e. in this case the attachMediaReq() method is mapped onto a SIP INVITE message with an SDP on hold.)



	2
	The OSA SCS confirms the attach media (200 OK /ACK) and notifies the application about the successful attachment of the media stream(s) for the user with the attachMediaRes()

	Note: 
The media connection is established when application receives the attachMediaRes() method.

A standard User (SIP user agent) should be controllable in the mechanism described here.
The mechanism relies on the support of UPDATE by user agent servers. 

See also Annex B and flow example B6


Table 5-98: Parameter Mapping

	From: attachMediaRes 
	To: SIP 
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-2 to 4-5.
	No direct mapping – a correlation. 


**** NEXT MODIFIED SECTION ****
5.6.12
detachMediaRes

detachMediaRes (callLegSessionID : in TpSessionID) : void

This asynchronous method reports the detachment of a call leg from a call has succeeded. The media channels or bearer connections to this leg are no longer available.




[image: image32.wmf] 

 

Note: The application may in

 

  deachMedia request the media to be 

detached, i.e. to put  the media for the 

participant on hold (disconnected)

 

 

 

 User

 

Application

 

                  ISC: 200  OK

 

 

2.detachMediaRes

 

ISC:   UPDATE (media is set 

to on hold)

 

1

.detachMediaReq 

 

OSA SCS

 

SIP 

server

 

SCF

 


Figure 0‑56 Call Flow for detachMediaReq/Res(), UA/B2BUA mode

Table 5-101: Normal Operation 

	SIP Server Mode
for the OSA SCS.
	UA mode


The generation of a SIP message (UPDATE) [12] on request from the application to detach media channels of a single user in the call demands the SIP server of the OSA SCS to operate in a UA mode (e.g. UAC, B2BUA, 3rd party controller).



	Pre-conditions:
	 A relationship between the application and the call including associated call leg object(s) exists. The leg is in a connection state and has a media connection established with the others legs in the call.
The application has requested to put the media communication on hold for the call party (detach media), by e.g. invoking the detachMediaReq method.

DetachMedia is not executed until the connected state is reached (200 OK /ACK) , i.e. if received before the OSA SCS should buffer the request until it can be executed..

	1
	The OSA SCS has requested the SIP server of the OSA SCS to de-attach the media when the call/session state enables this.
(The SCS generates a new SIP UPDATE message to be sent toward the user, i.e. in this case the detachMediaReq() method is mapped onto a SIP INVITE message with an SDP on hold.)

	2
	The OSA SCS confirms the detach media (200 OK /ACK) and notifies the application about the successful detach media with the detachMediaRes() 

	Note: 
The media on-hold (disconnection) is established when application receives the detachMediaRes() method.

 A way to map this functionality in SIP is to use the SDP on hold feature enabling putting the media streams on hold (detach media) while the session is established or after the establishment. 

A standard User (SIP user agent) should be controllable in the mechanism described here.
The mechanism relies on the support of UPDATE by user agent servers. 

See also Annex B and flow example B6


Table 5-102: Parameter Mapping

	From: continueProcessing 
	To: SIP 
	Remark

	callLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-2 to 4-5.
	No direct mapping – a correlation. 


**** NEXT MODIFIED SECTION ****
5.3.8 setAdviceOfCharge

setAdviceOfCharge (callSessionID : in TpSessionID, aOCInfo : in TpAoCInfo, tariffSwitch : in TpDuration) : void

This method allows the application to determine the charging information that will be send to the end-users terminal.
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Figure 5‑22 Call Flow for setAdviceOfCharge()

Table 5-41: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	UA mode


The generation of a SIP message on request from the application demands the SIP server of the OSA to operate in a UA mode (e.g. UAC, B2BUA, 3rd party controller).

 The SCS’s behaviour on receiving setAdviceOfCharge is not standardized, the diagram above is just shown as an example on how this can be done.  

	Pre-conditions:
	A relationship between the application and the call including associated objects exists.
The setAdviseOfCharge method must be invoked before the call is confirmed, i.e. before answered.

	1
	The application invokes the setAdviceOfCharge method. The SCS enables the call to be capable to send the requested information to the end-user.

	2
	

	Note: How the SIP server of the OSA SCS send the information to the calling party is not standardized in this release.




Table 5-42: Parameter Mapping

	From: setAdviceOfCharge 
	To: SIP 
	Remark

	callSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-2 to 4-5.
	No direct mapping – a correlation .

 

	aOCInfo (TpAoCInfo):

 - ChargeOrder (TpAoCOrder)

 - Currency (TpString) 


	See Table 6-19
TpAoCInfo
mapping to SIP.

 

	Currency unit according to ISO-4217:1995 [8]

	tariffSwitch (TpDuration)
	N/A

	

	


Table 6‑19: TpAoCInfo Table mapping

	From: TpAoCOrder

	To: SIP
	Remark

	ChargeOrder (TpAoCOrder)
	See Table 6-20:
TpAocOrder
	

	Currency (TpString)
	N/A
	Currency unit according to ISO-4217:1995

	Note: Defines the Sequence of Data Elements that specify the Advice Of Charge information to be sent to the terminal


**** NEXT MODIFIED SECTION ****
5.3.9 SetChargePlan

setChargePlan (callSessionID : in TpSessionID, callChargePlan : in TpCallChargePlan) : void

This is a method that allows the application to set an operator specific charge plan for the call enabling to include charging information in network generated CDR. 
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Figure 5‑23 Call Flow for setChargePlan()

Table 5-43: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Any mode

For detail on application server handling IMS charging, see 3GPP TS 23.218 [6].


	Pre-conditions:
	A relationship between the application and the call including associated objects exists.
The setChargePlan method may have to be invoked before the call is confirmed, i.e. before answered .

	1
	The application invokes the setChargePlan method. The SCS enables the call to be capable to be charged according to defined plan .

	2
	

	Note: The SIP server of the OSA SCS should invoke the requested charge plan. Information relevant to application and SCS not to SIP signalling.


Table 5-44: Parameter Mapping

	From: setChargePlan 
	To: SIP
	Remark

	callSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
Table 4-1 to 4-5.
	No direct mapping – a correlation.
 

	callChargePlan (TpCallChargePlan)

	N/A
	Information relevant to application and SCS not to signalling

	Note: 


**** END OF DOCUMENT ****
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