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0. PAM Common Data Definitions

0.1. Entity Address Definitions

TpPAMFQName

This is the same as TpAddress and is used to address entities in presence and availability service.

TpPAMFQNameList

This is a Numbered List of Data Elements of type TpPAMFQName.

0.2. Attribute Data Definitions

TpAttribute

[This data type is defined in the Common Data Definitions and reproduced here for convenience of the reader]

This is a Sequence of Data Elements containing the attribute name, type, and value. The attribute Value is interpreted based on the value of the attribute Type.

	Sequence Element Name
	Sequence Element Type
	Notes

	AttributeName
	TpString
	The name of the attribute.

	AttributeType
	TpString
	Valid values for Type must include at least TpString, TpInt32 and TpFloat.

	AttributeValue
	TpAny
	The values for the Attribute. This model allows multi-valued attributes. Cannot be an empty list.


TpAttributeList

[This data type is defined in the Common Data Definitions and reproduced here for convenience of the reader]

This is a Numbered List of Data Elements of common data type TpAttribute.

TpPAMAttribute

This is a Sequence of Data Elements containing the attribute name, type, expiration time and value. This is derived from the common attribute type TpAttribute to add the expiration value for dynamic attributes. 

	Sequence Element Name
	Sequence Element Type
	Notes

	AttributeName
	TpAttributeName
	The name of the attribute.

	AttributeType
	TpString
	Valid values for Type must include at least TpString, TpStringList, TpInt32 and TpFloat.

	AttributeValue
	TpAny
	The values for the Attribute. This model allows multi-valued attributes. Cannot be an empty list.

	expiresIn
	TpPAMTimeInterval
	The interval in milliseconds in which the attribute values are valid. A time interval of PAM_MAX_LONGINT indicates static attribute values that never expire. A time interval of 0 or negative values indicate an expired value and the time for which it has expired.


TpPAMAttributeList

This is a Numbered List of Data Elements of type TpPAMAttribute.

TpPAMAttributeDef

This is a Sequence of Data Elements containing the definition of an attribute. The default attribute value is interpreted based on the value of  the attribute Type.

	Sequence Element Name
	Sequence Element Type
	Notes

	name
	TpString
	Name of attribute

	type
	TpString
	Type of attribute. Valid values for Type must include at least TpString, TpInt32 and TpFloat

	isStatic
	TpBoolean
	True indicates that the attributes is always static and its values never expire. False indicates that the attribute can be dynamic and may contain values that expire.

	isRevertOnExpiration
	TpBoolean
	True indicates that the attribute reverts to the default value on expiration. False indicates that the attribute will not revert to the default value.

	defaultValues
	TpAny
	An attribute is always initialized with this value. If the isRevertOnExpiration attribute is set to true, a dynamic attribute that has expired while stored in a PAM implementation is reset to this value with the expiresIn interval set to PAM_MAX_LONGINT.


TpPAMAttributeDefList

This is a Numbered List of Data Elements of type TpPAMAttributeDef.

0.3. Presence Data Definitions

TpPAMCapability

This is identical to TpString and is defined as a string of characters that identify a communication capability. Other Network operator specific capability codes may also be used, but should be preceded by the string "S_". The following values are defined
	Character String Value
	Description

	PAM_VOICE
	Capability for voice calls

	PAM_SMS
	Capability for SMS

	PAM_IM
	Capability for Instant Messaging

	PAM_MMS
	Capability for Multi-media messaging


TpPAMCapabilityList

This is a Numbered List of Data Elements of type TpPAMCapability.

TpPAMPresenceData

This is a Sequence of Data Elements  for a specific identity type Presentity pre-defined in PAM. Since multiple presence data records can be associated with an identity, each distinct record is uniquely named.

	Sequence Element Name
	Sequence Element Type
	
Notes

	Name
	TpString
	Name of presence data

	subscriberStatus
	TpString
	Specifies the status of the subscriber



	networkStatus
	TpString
	Specifies the status of the network

	communicationMeans
	TpPAMCapability
	Specifies the means of communication

	contactAddress
	TpAddress
	Address for communication

	subscriberProvidedLocation
	TpString
	Location nformation provided by subscriber. Is optional.

	netWorkProvidedLocation
	TpString
	Location information provided by subscriber. Is optional.

	Priority
	TpInt32
	Priority for communication

	otherInfo
	TpString
	Additional information


TpPAMPresenceDataList

This is a Numbered List of Data Elements of type TpPAMPresenceData.

0.4. Pre-defined Presence type

Presentity

An identity type Presentity is pre-defined for all identities associated with the attribute PresenceProfile defined as: 

	Attribute Definition Field
	Value

	name
	PresenceProfile

	type
	TpPresenceData

	isStatic
	False

	isRevertOnExpiration
	False

	defaultValues
	Null


0.5. Availability Data Definitions

TpPAMAvailabilityProfile

This is a Sequence of Data Elements containing the list of attribute values as determined by the definition of the context for which the availability is provided.

	Sequence Element Name
	Sequence Element Type
	Notes

	privacyCode
	TpPAMPrivacyCode
	Contains the privacy codes 



	availabilityData
	TpPAMAttributeList
	Contains a list of presence attributes


TpPAMAvailabilityProfileList

This is a Numbered List of Data Elements of type TpPAMAvailabilityProfile.

TpPAMPrivacyCode

This data type is identical to a TpString, and is defined as a string of characters that specify the privacy code for availability profiles. These codes are just indications of the privacy expected by the service and not are meant to be enforced by the service. Other Network operator specific codes may also be used, but should be preceded by the string "S_". The following values are defined.

	Character String Value
	Description

	PAM_CP_ASKER_ONLY
	The profile is available to the asker only and should not be further transmitted

	PAM_CP_AUTHORIZED
	The profile can be provided by the asker to authorized entities

	PAM_CP_UNLIMITED
	The profile can be distributed without limits


0.6. Availability Context Data Definitions

Availability is always queried for in a specific context on behalf of an asker. There is one context for communication pre-defined in this version of the specification.

TpPAMContext

This is a Sequence of Data Elements containing the data which defines the context in which an availability is queried and information about the asker that is requesting the data. 

	Sequence Element Name
	Sequence Element Type
	Notes

	contextData
	TpPAMContextData
	Contains the context name and the list of attributes that define the context. The attributes to be included for a given context are specified by the definition of the context.

	askerData
	TpAttributeList
	Contains information about the asker of availability. The exact attributes in this list are dependent on the application. PAM reserves the attribute “name” with type TpPAMFQName to contain the identity of the asker if known.


.

TpPAMContextName

This data type is identical to a TpString, and is defined as a string of characters that specify the availability contexts. Other Network operator specific codes may also be used, but should be preceded by the string "S_". The following values are defined.
	Character String Value
	Description

	PAM_CONTEXT_ANY
	Denotes any known context

	PAM_CONTEXT_COMMUNICATION
	Denotes a communication context


TpPAMContextData

This is a tagged choice of data elements that specifies the optional data that may be required to define a particular context

	
	Tag Element Type
	

	
	TpPAMContextName
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	PAM_CONTEXT_ANY
	None
	Undefined

	PAM_CONTEXT_COMMUNICATION
	TpPAMCommunicationContext
	CommunicationContext


TpPAMCommunicationContext

This is a Sequence of Data Elements containing the list of attribute values for defining a communication context.

	Sequence Element Name
	Sequence Element Type
	Notes

	communicationCapability
	TpPAMCapability
	Specifies the communication type for which the availability is requested 




TpPAMContextList

This is a Numbered List of Data Elements of type TpPAMContext.

0.7. Credential data definitions

TpPAMCredential

This is the same as TpAny. This data is opaque to the application and is implementation dependent. As this  data is valid only in the context of a single session with the service and hence cannot be used across multiple services, there are no inter-operability issues here. The application simply uses the credential returned from the getAuthToken() method in all other methods that require the credentials.
0.8. Availability and Access Control Preference Data Definitions

PAM allows several types of preferences to be specified. It includes an access control list specifying who is allowed to check for presence or subscribe to presence data for each identity. It also includes an interface for an application to register an interface to do access control checks and availability computations outside of the presence service.

TpPAMAccessControlData

This is a Sequence of Data Elements  for access control data.

	Sequence Element Name
	Sequence Element Type
	
Notes

	defaultPolicy
	TpPAMACLdefault
	Specifies whether the default policy is to allow or deny access for names not mentioned in the list 

	allowList
	TpPAMFQNameList
	Specifies a list of identities to be allowed access

	denyList
	TpPAMFQNameList
	Specifies a list of identities to be denied access


TpPAMACLdefault

Defines the two possible default policies for access control.

	Name
	Value
	Description

	PAM_ACCESS_ALLOW
	0
	Allow access by default

	PAM_ACCESS_DENY
	1
	Deny access by default


TpPAMPreferenceOp

This data type is identical to a TpString, and is defined as a string of characters that specify the operations to be performed with a preference. The following values are defined.

	Character String Value
	Description

	PAM_ACCESS_ADD
	Add the specified preference to the current preferences

	PAM_ACCESS_DELETE
	Delete the specified preference from the current preferences

	PAM_ACCESS_REPLACE
	Replace the current preferences with the specified preference


TpPAMPreferenceType

This data type is identical to a TpString, and is defined as a string of characters that specify the names of privacy and access control mechanisms supported by the service. Other Network operator specific codes may also be used, but should be preceded by the string "S_". The following values are defined.

	Character String Value
	Description

	PAM_ACCESS_LIST
	The control data contains additions or modifications to access control list of who is authorized to access the presence information or subscribe to it.

	PAM_CONTROL_EXTERNAL
	The access control and availability computations are done external to the presence service


TpPAMPreferenceData

This is a tagged choice of data elements that specifies the preference data. The data depends on the type of preference being specified.
	
	Tag Element Type
	

	
	TpPAMPreferenceType
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	PAM_ACCESS_LIST
	TpPAMAccessControlData
	AccessControl

	PAM_EXTERNAL_CONTROL
	IpInterfaceRef
	External control interface


0.9. Time data definitions

TpPAMTime

This is identical to TpInt64

TpPAMTimeInterval

This is identical to TpInt64.

0.10. Event data definitions

There are two sets of data structures used for events. One set is used by applications to provide information when registering for an event and the second set is used to supply information to the applications in the notifications when the events occur.

TpPAMEventName

This data type is identical to a TpString, and is defined as a string of characters that specify the event names. Other Network operator specific codes may also be used, but should be preceded by the string "S_". The following values are defined.
	Character String Value
	Description

	PAM_CE_IDENTITY_CREATED
	Notify if a new identity has been created

	PAM_CE_IDENTITY_DELETED
	Notify if an identity has been deleted

	PAM_CE_GROUP_MEMBERSHIP_CHANGED
	Notify if the membership of a group changes.

	PAM_CE_AGENT_CREATED
	Notify if a new agent has been created

	PAM_CE_AGENT_DELETED
	Notify if an agent has been deleted

	PAM_CE_AGENT_ASSIGNED
	Notify if an agent is assigned to an identity

	PAM_CE_AGENT_UNASSIGNED
	Notify if an agent has been unassigned from an identity

	PAM_CE_CAPABILITY_CHANGED
	Notify if the capability of an identity changes

	PAM_CE_AGENT_CAPABILITY_PRESENCE_SET
	Notify if the value of presence attributes of an agent is explicitly set

	PAM_CE_AGENT_PRESENCE_SET
	Notify if the value of presence attributes of an agent is explicitly set

	PAM_CE_IDENTITY_PRESENCE_SET
	Notify if the value of presence attributes of an identity is explicitly set

	PAM_CE_AVAILABILITY_CHANGED
	Notify if the availability of an identity changes

	PAM_CE_WATCHERS_CHANGED
	Notify if the current set of watchers change


TpPAMEventNameList

This is a Numbered List of Data Elements of type TpPAMEventName.

Each event is defined by the data that applications must provide during registration using TpPAMEventInfo and data that is provided to the application during notification of such events using TpPAMNotificationInfo. 

TpPAMEventInfo

This is a tagged choice of data elements that specifies the event data provided by applications while registering.
	
	Tag Element Type
	

	
	TpPAMEventName
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	PAM_CE_IDENTITY_CREATED
	TpPAMICEventData
	IdentityCreated

	PAM_CE_IDENTITY_DELETED
	TpPAMIDEventData
	IdentityDeleted

	PAM_CE_GROUP_MEMBERSHIP_CHANGED
	TpPAMGMCEventData
	GroupMembershipChanged

	PAM_CE_AGENT_CREATED
	TpPAMACEventData
	AgentCreated

	PAM_CE_AGENT_DELETED
	TpPAMADEventData
	AgentDeleted

	PAM_CE_AGENT_ASSIGNED
	TpPAMAAEventData
	AgentAssigned

	PAM_CE_AGENT_UNASSIGNED
	TpPAMAUEventData
	AgentUnassigned

	PAM_CE_CAPABILITY_CHANGED
	TpPAMCCEventData
	CapabilityChanged

	PAM_CE_AGENT_CAPABILITY_PRESENCE_SET
	TpPAMACPSEventData
	AgentCapabilityPresenceSet

	PAM_CE_AGENT_PRESENCE_SET
	TpPAMAPSEventData
	AgentPresenceSet

	PAM_CE_IDENTITY_PRESENCE_SET
	TpPAMIPSEventData
	IdentityPresenceSet

	PAM_CE_AVAILABILITY_CHANGED
	TpPAMACEventData
	AvailabilityChanged

	PAM_CE_WATCHERS_CHANGED
	TpPAMWCEventData
	WatchersChanged


TpPAMEventInfoList

This is a Numbered List of Data Elements of type TpPAMEventInfo.

TpPAMNotificationInfo

This is a tagged choice of data elements that specifies the notification data provided to the applications for each event.
	
	Tag Element Type
	

	
	TpPAMEventName
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	PAM_CE_IDENTITY_CREATED
	TpPAMICNotificationData
	IdentityCreatedNotify

	PAM_CE_IDENTITY_DELETED
	TpPAMIDNotificationData
	IdentityDeletedNotify

	PAM_CE_GROUP_MEMBERSHIP_CHANGED
	TpPAMGMCNotificationData
	GroupMembershipChangedNotify

	PAM_CE_AGENT_CREATED
	TpPAMACNotificationData
	AgentCreatedNotify

	PAM_CE_AGENT_DELETED
	TpPAMADNotificationData
	AgentDeletedNotify

	PAM_CE_AGENT_ASSIGNED
	TpPAMAANotificationData
	AgentAssignedNotify

	PAM_CE_AGENT_UNASSIGNED
	TpPAMAUNotificationData
	AgentUnassignedNotify

	PAM_CE_CAPABILITY_CHANGED
	TpPAMCCNotificationData
	CapabilityChangedNotify

	PAM_CE_AGENT_CAPABILITY_PRESENCE_SET
	TpPAMACPSNotificationData
	AgentCapabilityPresenceSetNotify

	PAM_CE_AGENT_PRESENCE_SET
	TpPAMAPSNotificationData
	AgentPresenceSetNotify

	PAM_CE_IDENTITY_PRESENCE_SET
	TpPAMIPSNotificationData
	IdentityPresenceSetNotify

	PAM_CE_AVAILABILITY_CHANGED
	TpPAMACNotificationData
	AvailabilityChangedNotify

	PAM_CE_WATCHERS_CHANGED
	TpPAMWCNotificationData
	WatchersChangedNotify


TpPAMNotificationInfoList

This is a Numbered List of Data Elements of type TpPAMNotificationInfo.
0.10.1. PAM_CE_IDENTITY_PRESENCE_SET

Notify if the value of presence attributes of an identity is explicitly set. Expiration of the dynamic attributes do not trigger this notification.

TpPAMIPSEventData

This is a Sequence of Data Elements  to specify the input data for subscribing to identity presence set events. The event is registered for changes in any of the named attributes. If no attributes are named, then the event is registered for all attributes in the presence information.

	Sequence Element Name
	Sequence Element Type
	Notes

	identityName
	TpPAMFQNameList
	Specifies the name of the identity for which the assignment is to be notified. Can be an empty array if notification is required for any identity instance.

	identityType
	TpStringList
	specifies the type of the identity for which this notification is requested if the identityName is specified as an empty array. Can be an empty array if notification required for identities of any type.

	attributeNames
	TpPresenceAttributeNameList
	Specifies attributes of interest. Can be an empty array

	askerData
	TpAttributeList
	Contains information about the asker of presence. The exact attributes in this list are dependent on the application. PAM reserves the attribute “name” with type TpPAMFQName to contain the identity of the asker if known.

	reportingPeriod
	TpPAMTimeInterval
	Specifies the interval for periodic reporting (regardless of change). If -1, the event notification happens only on a change. If 0, there is a single immediate notification even if there is no change. For all other values, there is a periodic notification at the specified time interval regardless of change.


TpPAMIPSNotificationData

This is a Sequence of Data Elements  to specify the data that is provided in the notifications for identity presence set events.

	Sequence Element Name
	Sequence Element Type
	Notes

	identity
	TpPAMFQName
	Contains the name of the identity whose capability has changed

	attributes
	 TpPAMAttributeList
	Contains the attribute names and the changed values 

	privacyCode
	TpPAMPrivacyCode
	Specifies whether the attributes may be passed on from the application to other users than the specified asker.


0.10.2. PAM_CE_AVAILABILITY_CHANGED

Notify if the availability of an identity changes. The event is registered for changes in any of the named attributes. If no attributes are named, then the event is registered for all attributes in the presence information.

TpPAMACEventData

This is a Sequence of Data Elements  to specify the input data for subscribing to availability changed events.

	Sequence Element Name
	Sequence Element Type
	
Notes

	identityName
	TpPAMFQNameList
	Specifies the name of the identity for which the assignment is to be notified. Can be an empty array if notification is required for any identity instance.

	identityType
	TpStringList
	specifies the type of the identity for which this notification is requested if the identityName is specified as an empty array. Can be an empty array if notification required for identities of any type.

	context
	TpPAMContext
	Specifies the context in which the availability is to be monitored. Also information about the asker is included. Cannot be an empty array

	attributeNames
	TpPresenceAttributeNameList
	Specifies attributes of interest. Can be an empty array

	reportingPeriod
	TpPAMTimeInterval
	Specifies the interval for periodic reporting (regardless of change). If -1, the event notification happens only on a change. If 0, there is a single immediate notification even if there is no change. For all other values, there is a periodic notification at the specified time interval regardless of change.


TpPAMACNotificationData

This is a Sequence of Data Elements  to specify the data that is provided in the notifications for availability changed events.

	Sequence Element Name
	Sequence Element Type
	
Notes

	identity
	TpPAMFQName
	Contains the name of the identity whose capability has changed

	availability
	TpPAMAvailabilityProfileList
	Contains the availability information that has changed


0.10.3. PAM_CE_WATCHERS_CHANGED

Notify if list of watchers for any event changed.

TpPAMWCEventData

This is a Sequence of Data Elements  to specify the input data for subscribing to watchers changed events.

	Sequence Element Name
	Sequence Element Type
	
Notes

	events
	TpPAMEventNameList
	Specifies the list of events for which the watchers are to be monitored. Can be an empty array if notification is required for watchers to any event

	identityName
	TpPAMFQNameList
	Specifies the name of an identity for whom the change in watchers is to be notified. Can be an empty array if notification is required for any identity instance.

	identityType
	TpStringList
	specifies the type of the identity for which this notification is requested if the identityName is specified as an empty array. Can be an empty array if notification required for identities of any type.

	reportingPeriod
	TpPAMTimeInterval
	Specifies the interval for periodic reporting (regardless of change). If -1, the event notification happens only on a change. If 0, there is a single immediate notification even if there is no change. For all other values, there is a periodic notification at the specified time interval regardless of change.


TpPAMWCNotificationData

This is a Sequence of Data Elements  to specify the data that is provided in the notifications for watchers changed events.

	Sequence Element Name
	Sequence Element Type
	
Notes

	event
	TpPAMEventName
	Contains the name of the event for which the watchers changed

	changeType
	TpPAMwatcherChangeType
	Specifies whether the listed watchers were added or deleted

	identity
	TpPAMFQName
	Contains the name of the identity whose capability has changed

	watchers
	TpPAMFQNameList
	Contains the list of watchers involved in the change


TpPAMwatcherChangeType

This specifies the values representing the type of change that occurred to the list of watchers.

	Name
	Value
	Description

	PAM_WATCHERS_PERIODIC
	0
	Periodic reporting, not necessarily a change.

	PAM_WATCHERS_ADDED
	1
	Watchers added to the list

	PAM_WATCHERS_DELETED
	2
	Watchers deleted from the list


New types:
0.11. TpPAMCause

Defines an error that is reported by the Presence and Availability Management.

	Name
	Value
	Description

	P_PAM_CAUSE_UNDEFINED
	0
	Undefined.

	P_PAM_CAUSE_INVALID_ADDRESS
	1
	The request cannot be handled because the address specified is not valid.

	P_PAM_CAUSE_SYSTEM_FAILURE
	2
	System failure.

The request cannot be handled because of a general problem in the service or in the underlying network.

	P_PAM_CAUSE_INFO_UNAVAILABLE
	3
	The information is currently not available. 


TpPresenceAttributeName

Defines the type of call application-related specific information.

	Name
	Value
	Description

	P_ATTRIBUTE_UNDEFINED
	0
	Undefined

	P_ATTRIBUTE_SUBSCRIBER_STATUS 
	1
	Subscriber status

	P_ATTRIBUTE_NETWORK_STATUS
	2
	Network connections related status

	P_ATTRIBUTE_COMMUNICATION_MEANS
	3
	Available communication means

	P_ATTRIBUTE_CONTACT_ADDRESS
	4
	Contact addresses

	P_ATTRIBUTE_SUBSCRIBER_PROVIDED_LOCATION
	5
	Subscriber provided location information

	P_ATTRIBUTE_NETWORK_PROVIDED_LOCATION
	6
	Network provided location information

	P_ATTRIBUTE_PRIORITY
	7
	Priority

	P_ATTRIBUTE_TEXT
	8
	Free format text


TpPresenceAttributeNameList

Defines a Numbered Set of Data Elements of TpPresenceAttributeName.

TpPAMErrorInfo

This is a Sequence of Data Elements  to specify the presence attributes data.

	Sequence Element Name
	Sequence Element Type
	Notes

	address
	TpPAMFQName
	Contains the address of the entity that is having problems. If no address is defined, the whole assignment is undergoing errors.

	attributeNames
	TpPresenceAttributeNameList
	Contains information about the attributes whose values cannot be delivered. If no attribute is defined, all the relevant attributes are assumed to have problems.

	cause
	TpPAMCause
	Contains information about the reason for the error


TpPAMErrrorInfoList

Defines a Numbered Set of Data Elements of TpPAMErrorInfo.
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