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1. Introduction

The Presence And Availability Management specification has been improved considerably after the Hong Kong meeting in N5-020238. Still we would like to point out here a few issues that we would like to be discussed before finalising the specification. Also a few corrections and enhancements are suggested.

2. Discussion

2.1 Use of credentials

It is not completely clear to us which are the benefits of having the credentials used in each method. Trusted and non-trusted applications are interfaced with the OSA API, but what is beyond the applications has been out of the scope of 3GPP OSA. In PAM there is an idea that an application (that needs to be obviously a rather trusted one giving reliable asker information) can supply the asker information to the network SCS which provides then credentials regarding this particular asker. These credentials are used in later phases when presence information is handled. 

At least the following questions arise:

· Is this way of working (using getAuthToken) too cumbersome if credentials would be used per individual subscribers?

· Could the trusted application handle the privacy by itself?

· Should the use of credentials be restricted only to the end users behind the application and not to be used to indicate the application itself? The application is anyhow authenticated by the OSA Framework and there is also the clientID used in PAM Event SCF. This proposed restriction would imply that the credential parameter would be removed from a number of methods such as isRegistered, registerAppInterface and deregisterAppInterface.

The use of credentials should be completely optional. This needs to be clearly indicated.

The credentials are typed as TpAny. Should TpOctetSet be considered instead? It is used e.g. in authentication and for digital signatures in the Framework.

We see that the identification of the end user that is requesting the presence information shall be passed in the presence request APIs. In our thinking the use of credentials is seen more like an optional feature.

2.2 Presence vs. Availability 

These two concepts seem to be very close to each other. In simplified terms the availability features currently provide for the presence attributes related to the indicated communications means and take into account the privacy preferences. Combining the presence and availability interfaces would result in a more simple specification. In this case the availability features would be taken as a basis because those have a larger scope with regard to the access and privacy aspects. If this merging is decided not to be done, the access rules setting should be added to the IpPAMIdentityPresence interface for completeness.

2.3 Service properties

The clause 4 in the interfaces document could be clarified. Actually there could be a subclause for the service properties and another titled e.g. “Service properties for 3GPP”. What is meant by CSE? It might not be appropriate to refer to that one. It is possible just plainly refer to 3GPP.

It would be nice to have the obtainable interfaces exactly as they are defined e.g. IpPAMEventManager.

The four documents need to be merged into one. We understand that the clause 7 as well as 8.4 , 8.5 and the appendix will be completely left out ot the 3GPP version of the document. It would improve the readability if the event data types were ordered so that the extra ones for 3GPP could be easily marked as out of scope or even left out of the 3GPP specification. 
2.4 Exceptions

The exceptions should be streamlined with the other interfaces. Common exceptions should be applied where feasible.

2.5 Interface names in method obtainInterface

The interface name is typed as TpString. We propose the following type to be used instead of TpString in PAM Event SCF and an analogous change for PAM Presence and Availability SCF:

TpEventInterfaceName

This data type is identical to a TpString, and is defined as a string of characters that identify the names of the PAM Event interfaces that are to be supported by the OSA API. Other Network operator specific interfaces may also be used, but should be preceded by the string "SP_".  The following values are defined.

	Character String Value
	Description

	P_PAM_EVENT_REGISTRATION
	The name for the PAM Event Registration interface.


2.6 Textual descriptions in clause 6 (interfaces)

The presence feature has been documented in several 3GPP documents (22.141, 23.841, 22.127 and 23.127), thus from the 3GPP point of view this specification of stage 3 needs only to describe the contents and semantics of the interfaces. General descriptions might confuse the reader because the scope of 3GPP is restricted. The following changes could be considered at least for the 3GPP version:

· Remove subclauses 6.1 and 6.2

· Remove second and fourth paragraph from 6.3

· Remove paragraphs  4, 5, 6 and the last from 6.4.1 and the whole 6.4.2 (out of 3GPP scope)

· Remove paragraphs 1, 3 ,4 and 5 from 6.4.3

· Remove the paragraphs in the end starting with “For example” from 6.4.4

· 6.4.5 and 6.5 do not hold true for 3GPP. For 3GPP it would be sufficient to shortly describe the tasks of PAM Presence and Availability SCF and PAM Event SCF.

· Subclause 6.6 is somewhat difficult to understand e.g. authentication of the end users. The use of the terms (PAM implementation, client, gateway,end-user ,...) is not completely clear e.g. to what authentication refers exactly. The role of OSA Framework should be described.

2.7 A few minor corrections

1. TpPAMDataList seems to be missing. It is used in getAuthToken. TpAttributeList is probably meant.

2. The class diagrams do not show all inheritances of IpService and IpInterface. “Iparlay” used erroneously instead of “Ip”.

3. In sequence diagrams part there is IpPAMFramework which does not appear elsewhere. 

4. In the interfaces specification in subclause 6.5 it is mentioned that protocol is not specified. However the OMG IDL will be defined.

3. Conclusion

We propose to the meeting that it would kindly consider the suggestions in this document for endorsement in the 3GPP Rel5 TS 29.198-14 and respective Parlay / ETSI documents. 

