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Lucent Technologies has had the opportunity to review the latest status of the Call Control to ISC mappings, as specified in N5-020084 in Hong Kong. The work in this paper builds on the excellent work already performed by Jørgen Dyst and Kindy Sylla. This contribution is attempting to propose some changes to 3G TR 29.998-04-04, based on the latest version of Session Initiation Protocol in IETF, and the latest discussions in 3GPP TSG-CN1. Lucent Technologies kindly requests the meeting to discuss and approve the proposed modifications.

Detailed Proposed Changes

**** FIRST MODIFIED SECTION ****
5.2.4 callAborted

callAborted (callReference : in TpSessionID) : void

This method is used to indicate to the application that the call object has aborted or terminated abnormally. No further communication will be possible between the call and the application.




[image: image2.wmf] 

 User

 

Application

 

callAborted

 

ISC: 481 Call Leg/transaction 

Does  Not Exist; 5xx Responses; 

BYE to refuse an offer, CANCEL, 

INVITE timeout

 

OSA SCS

 

SIP 

server

 

SCF

 


Figure 0‑11 Call Flow for callAborted()
**** NEXT MODIFIED SECTION ****
5.3.3 createAndRouteCallLegReq

createAndRouteCallLegReq (callSessionID : in TpSessionID, eventsRequested : in TpCallEventRequestSet, targetAddress : in TpAddress, originatingAddress : in TpAddress, appInfo : in TpCallAppInfoSet, appLegInterface : in IpAppCallLegRef) : TpCallLegIdentifier

This method is an asynchronous method used to request the creation of a new Call Leg and the setup of a connection to the indicated address.
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Figure 0‑16 Call Flow for createAndRouteCallLegReq(), OSA SCS acting as UA Client

**** NEXT MODIFIED SECTION ****
6.2 TpAddress

Table 6-2 TpAddress Table mapping

	From: TpAddressRange

	To: SIP
	Remark

	Plan (TpAddressPlan)
	SIP
	Specifies the address plan in force.
Here all the address schemes which are allowed in SIP are applicable.


	AddrString  (TpString)
	SIP:  URI address
Or

tel URL address
	Contains a valid address string.

A few examples of  SIP URLs: 
- A user of an online service:
 “sip:user@xxx.org” 
 “sip:alice@10.1.1.1”

 - A PSTN phone number at a gateway service:
”sip:1212@gateway.com”,
”sip: +1-212-555-1212:1234@gateway.com; user =phone”

An examples of  SIP URLs:

tel: +1-212-555-1212

Notice: For SIP addresses, wildcards are allowed between the ‘sip:’ and the ‘@’ in the AddrString, e.g.

"sip:*@sales.org"
matches all SIP addresses at sales.org:5060.



	Name (TpString)
	N/A
	

	Presentation (TpAddressPresentation)
	Remote-Party-ID
[Editor note:Need CN1 to confirm] 
	Defines whether an address can be presented to an end user (presentation allowed or restriced or address not available for presentation) .

	Screening (TpAddressScreening)
	Remote-Party-ID
[Editor note:need CN1 to confirm]
	Defines whether an address can be presented to an end user. E.g. “user provided address
verified and passed” or “Network provided address”

	SubAddressString (TpString)
	N/A
	

	Note: The AddrString defines the actual address information and the structure of the string depends on the Plan.
Further information can be found in the OSA API part covering common data definitions [1].

NOTE 1:
It should be noted that two SIP addresses will be regarded as equivalent by a gateway if they correspond to the same user at the same network address. The textual form of the two addresses need not be the same. For example, sip:enquiries@yyy.org will be deemed to match <sip:Enquiries@1.2.3.4:5060>Enquiries  (if yyy.org resolves to 1.2.3.4).




**** NEXT MODIFIED SECTION ****
5.3.4 release 

release (callSessionID : in TpSessionID, cause : in TpReleaseCause) : void

This method used to request the release of the call and associated objects.  

Remarks: If several legs are connected, this method will also release each of the call legs, i.e. the complete call is released..The flow example below indicates the release of a single user (call party), it is however applicable for the release of any user, i.e. BYE is to be sent for each user (SIP dialog) that take part in the call. 
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Figure 0‑18 Call Flow for release, acting as UA (incl. B2BUA, 3rd. Party Controller)
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Figure 5‑18a Call Flow for release, acting as proxy
Table 5-33: Normal Operation, UA mode 

	SIP Server Mode
for the OSA SCS:
	UA (or 3rd party controller, B2BUA).




	Pre-conditions:
	Call is in progress.
 The application has a reference to a Multi-party Call object.

	1
	The application invokes the release method. For all legs associated to the call, the SCS will act as if a release() method was received for each present leg(s).

	2
	If the application has requested some reports at the end of the call (e.g., getInfoReq(), superviseReq()) these reports will be sent to the application

	3
	

	Note:  The SIP server of the SCS gateway is to be capable to issue the SIP BYE to release the call participant(s) on request from the application - and therefore it demands to play the role of a UA.

Note 2: Release may be sent any time from the application e.g. resulting in creation of a SIP response (e.g. 4xx, 5xx) to an incoming INVITE request or the termination of an establishment session (BYE) or the cancellation of a pending request (CANCEL) after the application has issued an INVITE request.


Table 5-33a: Normal Operation, proxy mode 

	SIP Server Mode
for the OSA SCS:
	Proxy


	Pre-conditions:
	Call is in progress.
 The application has a reference to a Multi-party Call object.

	1
	The application invokes the release method. For all legs associated to the call, the SCS will act as if a release() method was received for each present leg(s).

	2
	If the application has requested some reports at the end of the call (e.g., getInfoReq(), superviseReq()) these reports will be sent to the application

	3
	

	Note:  The SIP server of the SCS gateway is to be capable to issue the SIP BYEs to multiple call participants on request from the application - and therefore it acts as a transparent B2BUA which remembers the sequence number of the requests sent by the call participants.
Note 2: Release may be sent any time from the application e.g. resulting in creation of a SIP response (e.g. 4xx, 5xx) to an incoming INVITE request or the termination of an establishment session (BYE) or the cancellation of a pending request (CANCEL) after the application has issued an INVITE request.



Table 5-34: Parameter Mapping

	From: release 
	To:  SIP BYE, 4xx, 5xx,
Cancel (if any pending INVITE requests from application) 
	Remark

	callSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”
Table 4-2 to 4-5.
	No direct mapping, merely a correlation is created. 

	cause (TpReleaseCause) :
	See table 6-17: TpReleaseCause for mapping to SIP response codes 
	See also note below

	Note:  The release() method may be sent any time from the application e.g. resulting in 
a) creation of a SIP response (e.g. 4xx, 5xx) to an incoming INVITE request or 
b) the termination of an established session (BYE) or 
c) the cancellation of pending requests (CANCEL) when the application has issued an INVITE request.


**** NEXT MODIFIED SECTION ****
Table 5-39: Normal Operation 

	SIP Server Mode
for the OSA SCS:
	Proxy, UA, B2BUA or 3rd party controller
(Any, except Redirect mode).




If the SCS acting as a proxy gets the instruction from the application to release a call, it turns to a transparent B2BUA and initiates BYEs to all the call participants.  

	Pre-conditions:
	A relationship between the application and the call including associated objects exists.
The superviseReq method must be invoked before the call is confirmed, i.e. before answered.

	1
	The application invokes the superviseReq method. The SCS monitors the call to be capable to collect the requested information.

	2
	The OSA SCS will later on send the corresponding superviseRes() or superviseErr() based on the messages received from the SIP server of the OSA SCS.


**** END OF DOCUMENT ****
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