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The conversion to ETSI format is based on document N5-020238, Parlay 3.1 PAM as submitted to this Sophia Antipolis Joint Working Group meeting.  The original UML model, as developed by James Chapman of BT, was first extended and aligned with the version of PAM in N5-020081 (Parlay 3.0).  This was done before and during the Hong Kong meeting.

Since then the UML model has been updated to align with N5-020238.  

In the process of this alignment, a number of issues were discovered, which are identified below.  No attempt has been made to correct these issues in the ETSI draft of PAM, in order to preserve alignment with N5-020238 and to ease implementation of any comments made to N5-020238.

Notes on the Generation of Draft 3GPP TS 29.198-14 Release-5

This document was constructed directly from the ETSI SPAN document above.  Those items indicated with shaded or grey text in Parlay 3.1 (N5-020238) were deleted from this draft.

Changes proposed to ETSI ES 201 915-14 / Parlay 4.0 PAM

Sequence diagrams

Both sequence diagrams use IpPAMFramework.  New versions of the sequence diagrams are included below which replace IpPAMFramework with the corresponding Manager interfaces.

Event Registration and Notification sequence diagram uses IpPAMAgentPresence, so should this be included in the 3GPP document?  Should a new sequence diagram be drawn?

Use of authentication tokens 
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1:
For any unique entity requesting the operation, the authenticated client of the OSA PAM service, requests for an authentication token using the getAuthToken() method in the relevant PAM service manager, in this case the Presence and Availability Manager interface 

2:
The token returned by the getAuthToken() method is used as the credential parameter of the getIdentityPresence() request. 

3:
The same token is used as the credential parameter of the getAvailability() request(). An authorization token can be used multiple times within the same session established with OSA framework. 

Event registration and notification 

[image: image3.wmf] : 

IpAppPAMEventNotification

Client 1

 : 

IpPAMEventRegistration

 : 

IpPAMAgentPresence

Client 2

 : 

IpPAMEventManager

1: registerAppInterface(  )

3: registerForEvent(   )

5: eventNotify(   )

4: setAgentPresence(    )

2: getAuthToken( )


1:
The client uses the registerAppInterface() method to register its notification interface. The getAuthToken() can be null since the client is doing this registration on its own behalf. The client gets a unique client ID back. 

2:
The client uses the getAuthToken() to get authentication credentials for its own application client on behalf of whom an event registration is required. 

3:
The client uses the registerForEvent() method to register for a change in availability event on behalf of its own client. The client gets a unique event ID back. 

4:
The presence information for an agent associated with the identity of interest in 3 above is changed by another client application acting on its behalf using the setAgentPresence() method. 

5:
When the change in presence results in a change in the availability of the identity for the client that has registered for the availability change, a notification is sent out using the previously registered application interface. 

Interfaces

IpPAMIdentityManagement

lookupByAlias(): P_PAM_UNKNOWN_ALIAS exception had been added in James Chapman’s UML.  This is retained:

8.1.1.14 Method lookupByAlias()

Find the identity with the specified alias in the specified alias domain.

Returns the identity that has the specified alias. Returns null if the alias is not assigned to any identity. 

8.1.1.14.1 Parameters

alias : in TpPAMFQName

specifies the alias to be looked up.
authToken : in TpPAMCredential

of the entity who wishes to do this operation.
8.1.1.14.2 Returns

TpPAMFQName

8.1.1.14.3 Raises

TpCommonExceptions, P_PAM_UNKNOWN_ALIAS, P_PAM_NOT_SUPPORTED, P_PAM_INVALID_CREDENTIAL
IpPAMAvailability 

Methods getPreference(), setPreference() uses TpPAMPreference which no longer exists in the data types document.  

All Manager Interfaces

All the getAuthToken() methods use TpPAMDataList which no longer exists.  

Data Types

All sequence and tagged type element names, etc. should start with upper case letter, following convention used in the other OSA documents.   Sequence element names do not consistently start with an upper case or lower case letter in PAM document (most start with lower case, but some exceptions)

TpStringList and TpInt64 are missing from the Parlay 3.1 PAM data types document.  For Parlay 4.0 / 3GPP Release 5, these should be added to the Common Data Types document (part 2). 

Convention in the OSA documents is to use enumerated data types as the tag element type for tagged types (switch type for IDL union types).  Following this convention, TpPAMContextName shall be an enumerated data type, TpPAMPreferenceType and TpPAMEventName also.

IDL permits the use of other types than enumerated types in this case:
(72) 
<union_type> 
::= 
“union” <identifier> “switch”

“(” <switch_type_spec> “)”

“{” <switch_body> “}”

(73) 
<switch_type_spec> ::= <integer_type>

| <char_type>

| <boolean_type>

| <enum_type>

| <scoped_name>
TpPAMAttribute

The definition of this data type must be changed - it implies inheritance from TpAttribute.  There is no mechanism for inheritance among types in IDL, and it is something which is never used in the OSA specifications.  Suggest extending the type to copy the contents of TpAttribute as follows:

TpPAMAttribute

This is a Sequence of Data Elements containing the attribute name, type, expiration time and value. This is derived from the common attribute type TpAttribute to add the expiration value for dynamic attributes. 

	Sequence Element Name
	Sequence Element Type
	Notes

	AttributeName
	TpString
	The name of the attribute.

	AttributeType
	TpAttributeType
	The type of the attirbute. Valid values for Type must include at least TpString, TpInt32 and TpFloat.

	AttributeValue
	TpAny
	The values for the attribute. This model allows multi-valued attributes. Cannot be an empty list.

	expiresIn
	TpPAMTimeInterval
	The interval in milliseconds in which the attribute values are valid. A time interval of PAM_MAX_LONGINT indicates static attribute values that never expire. A time interval of 0 or negative values indicate an expired value and the time for which it has expired.


TpPAMACLdefault

TpPAMACLdefault should be called TpPAMACLDefault

TpPAMPreferenceType and TpPAMPreferenceData 

These types should be modified as follows:

TpPAMPreferenceType

This data type is identical to a TpString, and is defined as a string of characters that specify the names of privacy and access control mechanisms supported by the service. Other Network operator specific codes may also be used, but should be preceded by the string "S_". The following values are defined.

	Character String Value
	Description

	PAM_ACCESS_LIST
	The control data contains additions or modifications to access control list of who is authorized to access the presence information or subscribe to it.

	PAM_EXTERNAL_CONTROL
	The access control and availability computations are done external to the presence service


TpPAMPreferenceData

This is a tagged choice of data elements that specifies the preference data. The data depends on the type of preference being specified.
	
	Tag Element Type
	

	
	TpPAMPreferenceType
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	PAM_ACCESS_LIST
	TpPAMAccessControlData
	AccessControl

	PAM_EXTERNAL_CONTROL
	IpInterfaceRef
	ExternalControlInterface


Presentity

Presentity is a value, not a type.    Where is it used?  What is it a value of?

Presentity refers to TpPresenceData which doesn’t exist.  Should this be TpPAMPresenceData?

PAM_CE_AVAILABILITY_CHANGED

The data types TpPAMACEventData and TpPAMACNotificationData used in conjunction with this value of TpPAMEventName clash with types already defined with the same name used in conjunction with PAM_CE_AGENT_CREATED.

Suggest to change the 2nd occurrence of the names as follows:

TpPAMACEventData becomes TpPAMAVCEventData, TpPAMACNotificationData becomes TpPAMAVCNotificationData:

TpPAMEventInfo

This is a tagged choice of data elements that specifies the event data provided by applications while registering.
	
	Tag Element Type
	

	
	TpPAMEventName
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	PAM_CE_IDENTITY_CREATED
	TpPAMICEventData
	IdentityCreated

	PAM_CE_IDENTITY_DELETED
	TpPAMIDEventData
	IdentityDeleted

	PAM_CE_GROUP_MEMBERSHIP_CHANGED
	TpPAMGMCEventData
	GroupMembershipChanged

	PAM_CE_AGENT_CREATED
	TpPAMACEventData
	AgentCreated

	PAM_CE_AGENT_DELETED
	TpPAMADEventData
	AgentDeleted

	PAM_CE_AGENT_ASSIGNED
	TpPAMAAEventData
	AgentAssigned

	PAM_CE_AGENT_UNASSIGNED
	TpPAMAUEventData
	AgentUnassigned

	PAM_CE_CAPABILITY_CHANGED
	TpPAMCCEventData
	CapabilityChanged

	PAM_CE_AGENT_CAPABILITY_PRESENCE_SET
	TpPAMACPSEventData
	AgentCapabilityPresenceSet

	PAM_CE_AGENT_PRESENCE_SET
	TpPAMAPSEventData
	AgentPresenceSet

	PAM_CE_IDENTITY_PRESENCE_SET
	TpPAMIPSEventData
	IdentityPresenceSet

	PAM_CE_AVAILABILITY_CHANGED
	TpPAMAVCEventData
	AvailabilityChanged

	PAM_CE_WATCHERS_CHANGED
	TpPAMWCEventData
	WatchersChanged


TpPAMNotificationInfo

This is a tagged choice of data elements that specifies the notification data provided to the applications for each event.
	
	Tag Element Type
	

	
	TpPAMEventName
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	PAM_CE_IDENTITY_CREATED
	TpPAMICNotificationData
	IdentityCreatedNotify

	PAM_CE_IDENTITY_DELETED
	TpPAMIDNotificationData
	IdentityDeletedNotify

	PAM_CE_GROUP_MEMBERSHIP_CHANGED
	TpPAMGMCNotificationData
	GroupMembershipChangedNotify

	PAM_CE_AGENT_CREATED
	TpPAMACNotificationData
	AgentCreatedNotify

	PAM_CE_AGENT_DELETED
	TpPAMADNotificationData
	AgentDeletedNotify

	PAM_CE_AGENT_ASSIGNED
	TpPAMAANotificationData
	AgentAssignedNotify

	PAM_CE_AGENT_UNASSIGNED
	TpPAMAUNotificationData
	AgentUnassignedNotify

	PAM_CE_CAPABILITY_CHANGED
	TpPAMCCNotificationData
	CapabilityChangedNotify

	PAM_CE_AGENT_CAPABILITY_PRESENCE_SET
	TpPAMACPSNotificationData
	AgentCapabilityPresenceSetNotify

	PAM_CE_AGENT_PRESENCE_SET
	TpPAMAPSNotificationData
	AgentPresenceSetNotify

	PAM_CE_IDENTITY_PRESENCE_SET
	TpPAMIPSNotificationData
	IdentityPresenceSetNotify

	PAM_CE_AVAILABILITY_CHANGED
	TpPAMAVCNotificationData
	AvailabilityChangedNotify

	PAM_CE_WATCHERS_CHANGED
	TpPAMWCNotificationData
	WatchersChangedNotify


Use of reserved IDL word

2nd occurrence of TpPAMACEventData, or TpPAMAVCEventData if modified as above, has field name ‘context’ which is a reserved word in IDL.  Suggest renaming to ‘pamContext’ as follows:

TpPAMAVCEventData

This is a Sequence of Data Elements  to specify the input data for subscribing to availability changed events.

	Sequence Element Name
	Sequence Element Type
	
Notes

	identityName
	TpPAMFQNameList
	Specifies the name of the identity for which the assignment is to be notified. Can be an empty array if notification is required for any identity instance.

	identityType
	TpStringList
	specifies the type of the identity for which this notification is requested if the identityName is specified as an empty array. Can be an empty array if notification required for identities of any type.

	pamContext
	TpPAMContextList
	Specifies the context in which the availability is to be monitored. Cannot be an empty array

	attributeNames
	TpStringList
	Specifies attributes of interest. Can be an empty array

	reportingPeriod
	TpPAMTimeInterval
	Specifies the interval for periodic reporting (regardless of change). If -1, the event notification happens only on a change. If 0, there is a single immediate notification even if there is no change. For all other values, there is a periodic notification at the specified time interval regardless of change.


