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**** FIRST MODIFIED SECTION ****
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**** NEXT MODIFIED SECTION ****
4. Mapping OSA Call and Call Leg to SIP

4.1 Introduction


 In the MPCCS the CallSessionID designates the call as seen from the application, i.e. the ID used to identify a call  session. The MPCC API uses this callSessionID  to identify a call session.

In SIP, a SIP dialogue (or call) is identified at each UA with a dialog ID, which consists of a Call-ID value, a local tag and a remote tag. The call-id is created when a user agent tries to initiate a dialog. For a UAC, the Call-ID value of the dialog ID is set to the Call-ID of the message, the remote tag is set to the tag in the To field of the message, and the local tag is set to the tag in the From field of the message (these rules apply to both requests and responses). For a UAS, the Call-ID value of the dialog ID is set to the Call-ID of the message, the remote tag is set to the tag in the From field of the message, and the local tag is set to the tag in the To field of the message. 
**** NEXT MODIFIED SECTION ****
4.2.1
OSA Call and SIP Dialogue Correlation Tables

Table 4-1: Parameter Correlation Proxy Mode, 2-party call

	SIP
	Headers
	
	OSA API
	Leg
	CALL

	
SIP
Dialog #1
	call-ID(1)
	
	
	
	callSessionID(1),


MPCCS

Call Object

	
	local tag in From header (1)
	
	
	callLegSessionID(1),

MPCCS
Originating Call Leg (1) object
	

	
	remote in To header(1)
	
	

	callLegSessionID(2),

MPCCS
Terminating Call Leg (2) object
	

	
	Request-URI(1)
	
	
targetAddress(1)
	
	

	Note: The SIP server in OSA SCS is here acting as a stateful Proxy server. However, forking is NOT supported by current OSA API.

Note1: The MPCCS callSessionID is assigned by the SCS and represents a correlation to the  SIP call-id in the SIP INVITE request message. There should be no direct mapping as it would contradict SIP operation principles, i.e. the generation of a SIP call-ID for a particular invitation is the task of the inviting UA and the creation of a unique callSeesionID for an OSA application is the task of the SCS.  

Note2: The Call-ID identifies the call in the network. It is a global unique identifier. 
 The Request-URI is a SIP URL that indicates the user or service to which the request is being addresses and is used for routeing purpose.
The correlation shown corresponds to the case of an INVITE initial invitation from caller.


Table 4-2: Parameter Correlation B2BUA Mode,  2-party call

	SIP
	Headers
	
	OSA API
	Leg
	CALL

	
SIP
Dialog #1
	call-ID(1)
	
	
	
	callSessionID(1),


MPCCS

Call Object

	
	local tag in From header(1)
	
	
	CallLegSessionID(1)

MPCCS
Originating Call Leg (1) Object
	

	
	remote tag in To header(1)
	
	
	
	

	
	Request-URI(1)
	
	targetAddress(1)
	
	

	
SIP
Dialog #2
	call-ID(2)
	
	
	
	

	
	local tag in  From header(1)
	
	
	CallLegSessionID(2),
MPCCS
Terminating Call Leg (2) object
	

	
	remote tag in To header(1)
	
	
	
	

	
	Request-URI(1)
	
	targetAddress(1/2)
- may be changed by application.
	
	

	Note: The B2BUA mode is comprised in the OSA SCS SIP server by two User Agents, acting as a User Agent Originating and a User Agent Terminating. It is a difficult implementation in SIP to shift from proxy mode into B2BUA mode and it is not possible in SIP to shift from B2BUA mode to proxy mode. Therefore where an application demands this mode of operation it has to be secured that it is established already at invitation request (INVITE). 
Notice: It is possible that only the call_ID(2) will be changed for the new SIP dialog #2 compared to SIP dialog #1as the incoming INVITE is “proxied”. If a call forwarding application is invoked the targetAddress may be changed for routeing to the desired destination (Request URI).

Note1: The MPCCS callSessionID is assigned by the SCS and represents a correlation to the  SIP call-id in the SIP INVITE request message. There should be no direct mapping as it would contradict SIP operation principles, i.e. the generation of a SIP call-ID for a particular invitation is the task of the inviting UA and the creation of a unique callSeesionID for an OSA application is the task of the SCS.  

Note2: The Call-ID identifies the call in the network. It is a global unique identifier. 
The To header field contains the information regarding the endpoint who will receive the SIP request, e.g. INVITE or BYE message. The From header field represents the originator of the SIP request (e.g. the controller OSA SCS for SIP dialog #2). The Request-URI is a SIP URL that indicates the user or service to which the request is being addresses and is used for routeing purpose.
The correlation shown corresponds to the case an INVITE initial invitation.


Table 4-3: Parameter Correlation Originating UA Mode, 1-party call

	SIP
	Headers
	
	OSA API
	Leg
	CALL

	
SIP
Dialog #1
	call-ID(1)
	
	
	
	callSessionID(1),


MPCCS

Call Object

	
	Local tag in From header(1)
	
	
(value provided by
OSA SCS)
	CallLegSessionID(1)

MPCCS
Terminating Call Leg (1) object


	

	
	Remote tag in To header(1)
	
	

	
	

	
	Request-URI(1)
	
	
targetAddress(1)
	
	

	Note1: The SIP server in OSA SCS is here acting as an User Agent Originating. 
The MPCCS callSessionID is assigned by the SCS and represents a correlation to the  SIP call-id applied in the SIP dialogue. There should be no direct mapping as it would contradict SIP operation principles, i.e. the generation of a SIP call-ID for a particular invitation is the task of the inviting UA and the creation of a unique callSessionID for an OSA application is the task of the SCS.

Note2: The Call-ID identifies the call in the network. It is a global unique identifier. 
The To header field contains the information regarding the endpoint who will receive the SIP request, e.g. INVITE or BYE message. The From header field represents the originator of the SIP request (e.g. the controller  OSA SCS).  The Request-URI is a SIP URL that indicates the user or service to which the request is being addresses and is used for routeing purpose.
The correlation shown corresponds to the case of an INVITE initial invitation.


Table 4-4: Parameter Correlation Terminating UA / Redirection Mode, 1-party call

	SIP
	Headers
	
	OSA API
	Leg
	CALL

	
SIP
Dialog #1
	call-ID(1)
	
	
	
	callSessionID(1),


MPCCS

Call Object

	
	Local tag in From header(1)
	
	originatingAddress(1)
	CallLegSessionID(1).

MPCCS
Originating Call Leg (1) object
	

	
	Remote tag in To header(1)
	
	

(value provided by
OSA SCS)
	
	

	
	Request-URI(1)
	
	
address(1)
	
	

	Note:  The SIP server in OSA SCS is acting as a User Agent Terminating.
 The OSA MPCCS API allows the application to instruct the return of a final  SIP response (2xx, 3xx, 4xx, 5xx, 6xx) to a  received SIP request (INVITE) . 
Note1: The MPCCS callSessionID is assigned by the SCS and represents a correlation to the  SIP call-id applied in the SIP dialogue. There should be no direct mapping as it would contradict SIP operation principles, i.e. the generation of a SIP call-ID for a particular invitation is the task of the inviting UA and the creation of a unique callSeesionID for an OSA application is the task of the SCS.

Note2: The Call-ID identifies the call in the network. It is a global unique identifier. 
The To header field contains the information regarding the endpoint who will receive the SIP request, e.g. INVITE or BYE message. The From header field represents the originator of the SIP request.  The Request-URI is a SIP URL that indicates the user or service to which the request is being addresses and is used for routeing purpose.
The correlation shown corresponds to the case of an INVITE initial invitation.


Table 4-5: Parameter Correlation 3rd party controller Mode, 2-party call

	SIP
	Headers
	
	OSA API Parameters
	Leg
	CALL

	
SIP
Dialog #1
	call-ID(1)
	
	-
	
	callSessionID(1)
See Note1.


MPCCS
Call Object



	
	Local tag in From header(1)
	
	 (value provided by
OSA SCS may be used)
	callLegSessionID(1)

MPCCS
Terminating Call Leg (1) object.
	

	
	Remote tag in To header(1)
	
	

	
	

	
	Request-URI(1)
	
	
targetAddress(1)
	
	

	
SIP
Dialog #2
	call-ID(2)
	
	-
	
	

	
	Local tag in From header(1)
	
	

(provided by
OSA SCS may be used)
	callLegSessionID(2),
MPCCS
Terminating Call Leg (2) object
	

	
	Remote tag in To header(2)
	
	
	
	

	
	Request-URI(2)
	
	targetAddress (2)
	
	

	Note: The 3.rd party controller mode is comprised in the OSA SCS SIP server by two or more User Agents , in this example by two User Agents Originating. 
Not possible in SIP to shift from proxy mode into 3rd party controller mode. Therefore where an application demands this mode of operation it has to be secured that it is established already at invitation request (INVITE). 

Note1:
Same callSessionID(1) used by the application in the creation of  both the OSA Call Leg objects as both legs are to be part of the same call. 

Note2: The Call-ID identifies the call in the network. It is a global unique identifier. 
The To header field contains the information regarding the endpoint who will receive the SIP request, e.g. INVITE or BYE message. The From header field represents the originator of the SIP request.  The Request-URI is a SIP URL that indicates the user or service to which the request is being addresses and is used for routeing purpose.
The correlation shown corresponds to the case of an INVITE initial invitation.


**** NEXT MODIFIED SECTION ****
5 Multi Party Call Control Flows

Note: The Call Flows in the following are to be regarded as example flows. They are merely intended to illustrate the
SIP mapping from/to OSA APIs and do not necessary provide complete SIP call/session flows.  More detailed SIP call flows are defined in [13]. 

Additional information including the different SIP server modes of operation for OSA SCS in relation to MPCCS mapping is found in Annex A “ Introduction to API Mapping for OSA MPCCS”. 

[Editor notes:

1) 
2) 
3) The SIP headers which carry calling user and called user’s identities are still under discussion in IETF and CN1, but one thing for sure, that when privacy is required, the From and To headers will be encrypted.
4) Registration handling for OSA SCS, HSS and S-CSCF needs to be defined. It is not an OSA SCS specific problem, but applicable to all ASs (e.g. SIP AS, …). How this may imply involvement of HSS for storage of information needs clarification. 
Concerned methods; createNotification, changeNotification, destroyNotification, getNotification.

5) 
6) 
7) Mapping, (if any) to SIP for charging methods (setAdviceOfCharge, setChargePlan), is still to be filled in
(including the data tables, e.g. Table  6-15, 6-16). 

  - end of editor’s notes   ]

**** NEXT MODIFIED SECTION ****
Annex B (informative): SDP in SIP at application controlled calls for OSA MPCCS API   

B.1 Introduction

A mechanism is needed that allows a controller like OSA SCS to create, modify, and terminate calls with other entities.. Third party call control refers to the ability of one entity, in this case the OSA SCS to create a call in which communications are actually between other parties.  A SIP mechanism for accomplishing third party call control that does not require any extensions or changes to SIP is presented. It is merely an application of the tools enabled through the SIP specification RFC 3261 [14]. It enables a controller like the OSA SCS to create calls/sessions with any entity that contains a normal SIP User Agent. Annex B is based upon the principles described in: I-D “Third Party Call Control in SIP” ftp://ftp.nordu.net/internet-drafts/draft-rosenberg-sip-3pcc-03.txt
**** NEXT MODIFIED SECTION ****
5.1.2 CreateNotification

createNotification (appCallControlManager : in IpAppMultiPartyCallControlManagerRef, notificationRequest : in TpCallNotificationRequest) : TpAssignmentID
This method is used to enable call notifications so that events can be sent to the application. The interface between DB (HSS) and OSA SCS is Sh interface, for detail see 3GPP TS 29.328 [15].
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Figure 5‑2 Call Flow for createNotification()

Table 5-3: Normal Operation

	SIP Server Mode
for the OSA SCS:
	Proxy, Redirect, UA, B2BUA, 3rd Party controller.

Note: The applicable mode will depend on the behaviour of the application invoked on the call.

	Pre-conditions:
	An agreement is established between the network operator and the service provider for the event notification to be enabled

	1
	The application invokes the createNotification method

	2
	The SCS requests the controlled SIP server to observe for certain SIP call events to be notified to the application. 

Initial filtering information will be uploaded to the DB ( Data Base e.g. HSS) and from here to controlled entity (e.g. S-CSCF), eg. when the user gets registered. 

	NOTE: The createNotification represents the first step an application has to do to get initial notifications of calls happening in the network. When such an event happens, the application will be informed by reportNotification
However, createNotification() is not applicable if the call is set-up from the network by the application.




**** NEXT MODIFIED SECTION ****
6.15
TpCallNotifiationRequest

Table 6‑15: TpCallNotificationRequest Table mapping

	From: TpCallLegInfoType

	To: SIP
	Remark

	CallNotificationScope
(TpCallNotificationScope):
	
	

	  DestinationAddress
(TpAddressRange)
	SIP URL
(see NOTE)
	Parameter specific to filtering criteria (event triggering) of destination address information. Address plan that can only be accepted are SIP URI, or tel URL. 


	  OriginatingAddress
(TpAddressRange)
	SIP URL
(see NOTE)
	Parameter specific to filtering criteria (event triggering) of originating address information (like e.g. in From header Field in SIP messaging). Address plan that can only be accepted are SIP URI, or tel URL. .

	CallEventsRequested (set):
(TpCallEventsRequest (set)

Note: A set of TpCallEventRequest 
	See Table 6-8:
TpCallEventRequest
mapping from SIP
	

	NOTE: The SIP server responsible for event filtering (e.g. S-CSCF) is to monitor for SIP events requested to be notified if encountered to the application.


**** NEXT MODIFIED SECTION ****
5.1.3
changeNotification

changeNotification (assignmentID : in TpAssignmentID, notificationRequest : in TpCallNotificationRequest) : void

This method is used by the application to change the call notifications previously set by createNotification .
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Figure 5‑3 Call Flow for changeNotification()
Table 5-5: Normal Operation

	SIP Server Mode
for the OSA SCS:
	Proxy, Redirect, UA, B2BUA, 3rd Party controller.

Note: The applicable mode will depend on the behaviour of the application on the call.

	Pre-conditions:
	An agreement is established between the network operator and the service provider for the event notification to be enabled. Notifications have been enabled by the application

	1
	The application invokes the changeNotification method

	2
	The SCS requests a change in the  set of initial notifications, i.e. initial filtering information is changed.

Note: Updated initial filtering information will be uploaded to the DB (Data Base e.g. HSS) and from here to the controlled entity
 (e.g. S-CSCF), e.g. when the user gets registered.
 


Table 5-7: Normal Operation

	SIP Server Mode
for the OSA SCS:
	Proxy, Redirect, UA, B2BUA, 3rd Party controller.

Note: The applicable mode will depend on the behaviour of the application on the call.

	Pre-conditions:
	An agreement is established between the network operator and the service provider for the event notification to be disabled.

	1
	The application invokes the destroyNotification method

	2
	The SCS requests to de-activate the active call notification.

Note: Destroyed notifications (initial filtering) information will be uploaded to the DB (Data Base e.g. HSS) and from here to the controlled entity
 (e.g. S-CSCF), if the user has been registered.



**** NEXT MODIFIED SECTION ****

getNotification

getNotification () : TpNotificationRequestedSet  

This method is used by the application to query the event criteria set previously using createNotification and possibly changeNotification.
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Figure 5‑5 Call Flow for getNotification()
Table 5-9: Normal Operation

	SIP Server Mode
for the OSA SCS:
	Proxy, Redirect, UA, B2BUA, 3rd. Party controller

Note: The applicable mode will depend on the behaviour of the application on the call.

	Pre-conditions:
	An agreement is established between the network operator and the service provider for the event notification. Notifications have been enabled by the application.

	1
	The application invokes the getNotification method.

	2
	The OSA SCS returns the criteria as set for event notification. 




**** NEXT MODIFIED SECTION ****
6.17 TpRelaseCause, mapping to SIP response
Table 6‑17: TpReleaseCause Table mapping to SIP

	From: TpReleaseCause

	To: SIP
	Remark

	P_UNDEFINED
	N/A
See Note 3
	

	P_USER_NOT_AVAILBLE
	480 Temporarily Unavailable
	The callee is currently unavailable.
Normal call clearing, unspecified reason.

Note: No support for inclusion of additional information in the Retry-After header.
This header in the response may indicate a better time to call. 

	P_BUSY
	486 Busy Here
	The callee is currently not willing or able to take additional calls (user busy).

Note: No support for include additional information in the Retry-After header.
This header in the response may indicate a better time to call.

	P_NO_ANSWER
	603 Decline
	The callee explicitly does not wish to or cannot participate in the call.

Note: No support for include additional information in the Retry-After header.
This header in the response may indicate a better time to call.

	P_NOT_REACHABLE
	480 Temporarily Unavailable


	The callee is currently unavailable.
The user is absent or not reachable e.g. MS turned off or out of coverage area.

	P_ROUTING_FAILURE
	404 Not Found
	The user does not exist at the domain specified in the Request-URI. This status is also returned if the domain in the Request-URI does not match any of the domains handled by the recipient of the request.

	P_PREMATURE_DISCONNECT
	N/A
See Note 3
 
	

	P_DISCONNECTED
	N/A 

See Note2.
See Note 3
	Normal call clearing.

Recommended value when an established session is to be released.


	P_CALL_RESTRICTED
	403 Forbidden

	

	P_UNAVAILABLE_RESOURCE
	503 Service Unavailable
	

	P_GENERAL_FAILURE
	500 Server Internal Error

	

	P_TIMER_EXPIRY
	408 Request Timeout
	 

	P_Unsupported_media
	415 Unsupported Media Type
	The media type is not supported, or not allowed to be used by the user.

	Note 1 : SIP CANCEL will be sent if any pending invitations (INVITE) to be cancelled in response to the release() method  independent of TpReleaseCause value

Note 2: SIP BYE will be sent if an established session (SIP leg) is to be released in response to the release()  method independent of TpReleaseCause value. However, the recommended value is in this case P_DISCONNECTED. 

Note 3: Where no mapping is defined, a default mapping to 480 Temporarily Unavailable is recommended.




**** NEXT MODIFIED SECTION ****
6.18 TpRelaseCause, mapping from SIP
Table 6‑18: TpReleaseCause Table mapping

	From: TpReleaseCause

	To: SIP
	Remark

	P_UNDEFINED
	N/A
	No mapping



	P_USER_NOT_AVAILBLE
	410 Gone

604 Does Not Exist Anywhere
	The callee is unavailable.
e.g. the address of callee might have been changed.



	P_BUSY
	486 Busy Here

600 Busy EveryWhere
	

	P_NO_ANSWER
	603 Decline
	
The callee explicitly does not wish to or cannot participate in the call.



	P_NOT_REACHABLE
	480 Temporarily Unavailable


	

	P_ROUTING_FAILURE
	404 Not Found

400 Bad Request,
420 Bad Extension,
482 Loop Detected,
483 Too Many Hops 

484 Address Incomplete

485 Ambiguous,


	

	P_PREMATURE_DISCONNECT
	SIP CANCEL 
	Pending invitation (INVITE) abandoned by caller before answer (i.e. before the request has been acknowledged (ACK)).

	P_DISCONNECTED
	SIP BYE 
	Normal call clearing

	P_CALL_RESTRICTED
	403 Forbidden

	

	P_UNAVAILABLE_RESOURCE
	503 Service Unavailable
	

	P_GENERAL_FAILURE
	500 Server Internal Error,
501 Not Implemented,
502 Bad Gateway,
505 Version Not Supported


	

	P_TIMER_EXPIRY
	408 Request Timeout,
504 Gateway Timeout
	 

	P_Unsupported_media
	415 Unsupported Media Type
	The media type is not supported, or not allowed to be used by the user.


**** NEXT MODIFIED SECTION ****
5.2.3 reportNotification

reportNotification (callReference : in TpMultiPartyCallIdentifier, callLegReferenceSet : in TpCallLegIdentifierSet, notificationInfo : in TpCallNotificationInfo, assignmentID : in TpAssignmentID) : TpAppMultiPartyCallBack

This method is used to notify the application of the arrival of a call-related event. It is sent in response to the createNotification() method.
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Figure 0‑9 Call Flow for reportNotification, triggered by SIP requests
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Figure 0‑10 Call Flow for reportNotification, triggered by SIP responses
Table 5-17: Normal Operation

	SIP Server Mode
for the OSA SCS:
	Proxy, Redirect, UA, B2BUA,3rd Party controller

Note: The applicable mode will depend on the behaviour of the application invoked on the call.


	Pre-conditions:
	Call notifications have been enabled using the createNotification method on the Call Manager interface.



	1
	A call arrives from a call party or terminates to a call party or a call party decides to issue a mid-call event or terminate the involvement in an established call. This request is detected by the SIP server and the criteria for an initial notification to be reported is checked.

	2
	When the criteria for an initial notification is met, the SCS identifies the application responsible for handling the call and invokes the reportNotification method. 


Table 5-18: Parameter Mapping

	To: reportNotification
	From: SIP
	Remark

	callReference (TpMultiPartiCallIdentifier)
TpMultiPartyCallIdentifier:
  - CallReference (IpMultiPartyCallRef)
  - CallSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”
Table 4-1 to 4-5.
	The SCS will create a new call object and associated call leg object and pass them to the application. 
 A correlation between SIP call-ID and call session ID is created.

	callLegReferenceSet (TpCallIdentifierSet).
A set of TpCallIdentifier: 
	-
	

	-  CallLegreference (IpCallLegRef)
	N/A
	This element specifies the interface for the 
Call Leg object.

	 -  CallLegSessionID (TpSessionID)
	See “OSA Call and SIP Dialogue Correlation Tables”.
 Table 4-1 to 4-5.
	This element specifies the call leg session ID. 
No direct mapping to SIP – but a correlation is created.

	notificationInfo (TpCallNotificationInfo):
	-
	

	  -TpCallNotificationReportScope
	See Table 6-14 : TpCallNotificationReportScope
	

	 - CallAppInfo (TpCallAppInfoSet)

 Note: A set of TpCallAppInfo
	See Table 6-4: TpCallAppInfo
	

	 - CallEventInfo (TpCallEventInfo)
	See Table 6-7: TpCallEventInfo
	

	assignmentID (TpAssignmentID)
	N/A 
See  note:
]
	Specifies the assignment id which was returned by the createNotification() method.
The application can use assignment id to associate events with specific criteria and to act accordingly.

	Note:  Indeed the assignmentiD does not involve SIP mapping,  it could be stored in the OSA SCS. .


**** END OF DOCUMENT ****
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