3GPP TSG_CN5 (Open Service Access – OSA)
N5-020075

Meeting #16, Hong Kong, CHINA, 4 – 8 February 2002

Source:
Chelo Abarca (Alcatel), Chelo.Abarca@alcatel.fr

Ultan Mulligan (ETSI), Ultan.Mulligan@etsi.fr
Title:
Some initial thoughts on OSA compliance
Agenda Item:
3.3.1

Document for:
Discussion

Category:

Work Item ID:
OSA2

Doc Summary:

Specs involved:
29.198

Introduction

As reported in contribution N5-020074, a Specialist Task Force (called STF 211) has been created in ETSI to address the issue of compliance to the OSA API. 

In order to perform its task the STF 211 needs input from those involved in the specification of OSA. Under the understanding that compliance to OSA is a matter of interest not only for ETSI, but also for both 3GPP and Parlay, the STF 211 management team (ETSI SPAN12 OSA Project Leader and STF 211 Leader) would like to introduce this discussion in the scope of the Joint Group.

This contribution gives some initial ideas about OSA compliance, intending to encourage further discussion on the subject. For the time being compliance discussions will be focused on the Gateway side of the API.

OSA Compliance

The following OSA compliance principles are proposed for discussion:

1. An OSA gateway shall not be called OSA compliant without a compliant Framework (an OSA compliant Framework is defined below). 

2. An OSA compliant Framework shall implement:

· The Framework Access interfaces: IpAccess, IpAuthentication, IpInitial.  (The APILevelAuthentication interfaces are not mandatory.)

· The Framework Registration and Discovery interfaces

· The Framework Service Agreement Management interfaces

· The Framework Service Instance Lifecycle Manager interface
3. Each SCS shall support all the interfaces defined for that service, together with those interfaces required for access to the framework, and service instance lifecycle management including registration. 

4. Non-mandatory interfaces, if supported, shall be implemented according to the specification ES 201 915 (like for instance the Framework Integrity Management interfaces).

5. All methods shall be supported, for all supported interfaces, except those in Generic Call Control and Multi Party Call Control (UM: createCall() not required for 3GPP compliance, some IpCallLeg methods not required also) – that is, an implementation claiming support of an interface, but which does not support all methods of that OSA interface, shall not be called compliant.

6. A mechanism exists within the service properties to indicate which methods are supported.  If the service properties of a Generic Call Control or Multi Party Call Control SCS do not identify which methods are supported, then all methods are assumed to be supported.

7. The minimum set of required methods for Generic Call Control interfaces and for Multi Party Call Control interfaces shall be that set indicated as required for a CAMEL Service Environment, in clauses 6.5.2 and 7.5.2 respectively in ES 201 915-4.

8. All parameters of all supported methods shall be supported.  Where it is not required or possible to exchange a particular value of a parameter, null values shall be used instead.  

9. Dynamical considerations shall be part of the OSA compliance specifications.  In particular, each SCS shall support the state machine associated with each supported interface, i.e. it shall be capable of performing the sequence of transitions indicated in the STD.

10. The impact of the sequence diagrams on compliance should be addressed.  If they are to have an impact, then they should be further developed.

