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1 Introduction

The PAM APIs have recently been presented in the Joint API group and are about to be adopted in 3GPP OSA Rel. 5. After reviewing the drafts more closely Ericsson has the following questions / comments. We feel these questions need to be addressed before the PAM API can be adopted in 3GPP.

2 Questions & Comments

2.1 Class diagrams

· Class Diagrams are not in line with class diagrams in other specifications. Should be easily solved when a PAM UML model is established. This comment was already raised in the Parlay PAM WG  September 2001 meeting.

· In the PAM Forum a conceptual model has been defined, that is very usefull for readers to enhance the understanding of the PAM domain. It would be good to add something like this in this document too.

2.2 Sequence Diagrams

Sequence diagrams are missing. It would be very helpful for developers to see examples of how PAM should be used.

Also all other APIs within the scope of the Joint API group have class and sequence diagrams.
2.3 Mapping to 3GPP / IETF Presence

Unclear how Parlay PAM concepts map to 3GPP/IETF Presence concepts. This comment was already raised in the Parlay PAM WG  September 2001 meeting.

2.4 Service Properties

No Service Properties Defined. This is needed to be able to define a proper 3GPP subset.

2.5 PAM: how many SCFs ?

As there is no interface that implements IpService, it is unclear what the service boundaries are. Is PAM to be seen as one SCF / Service or should there be separate SCFs, e.g. it might be wise to split the management and the Presence/Availability providing interfaces in separate services. In other words: what is an application able to discover ?

2.6 Framework registration

A reminder to us all that we need to add an identifier in TpServiceTypeName to allow a PAM SCF to register to the Framework.

2.7 Inheritance of interfaces

Interface chapters do not mention what interface (I.e. IpService or IpInterface) a specific PAM interface inherits from.

2.8 Preference format

Preference format is not standardized. Might be needed in 3GPP context to ensure interoperability. Suggestions for candidate standards can be found in Parlay PAM WG  September 2001 meeting minutes.

2.9 Presence format

Presence format is not standardized, there might be a format defined in the 3GPP Presence groups.

2.10 Object responsibility

The PAM specification has interfaces for management of objects in addition to the interfaces themselves. For example:  Identity objects are managed through a IdentityManagement interface that is common for all Identity objects.
The Identity Management interface looks like:

createIdentity(identityName, identityTypeList, requesterAuthToken)

deleteIdentity(identityName, requesterAuthToken)

This means that for deleteIdentity a lookup has to be performed to find the named Identity object. The deleteIdentity could also have been issued directly on the Identity object, as:

deleteIdentity(requesterAuthToken)

It should be considered what fits best in the Parlay/OSA set of APIs.

2.11 Credentials in every method ?

PAM introduces an extra level of granularity in the securing access to the interfaces data. This is achieved by providing credentials of the requester in every method allowing the PAM service to decide whether the action is allowed or whether the requester is allowed to retrieve certain information. 

For Presence and Availability information something like this is needed, given that the PAM implementation needs information of the user requesting presence/availability information to be able to apply the correct policy rules. 

However, for the management operations this might not be needed in a Parlay/OSA context, given that the FW already controls access rights for the managing application.

2.12 Credentials

The TpPAMCredential specifies a authentication method type. During the Parlay PAM WG  September 2001 meeting it was agreed that there should be a minimal standard subset specified. It was agreed to take the minimal subset that is also supported by the Framework. This is not reflected in the specification.

2.13 Attributes / Properties : setters / getters

Both PAM and Policy Management APIs have a pattern to get and set attributes / properties belonging to objects implementing a certain interface. PAM uses get...Attributes() / set...Attributes() and Policy Management uses getProperty() / setProperty(). Furthermore the data-types defining the attributes and values are different. We see the need for a unified pattern.

