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Introduction

In tdoc N5-011095 at CN#14 (Brighton), we introduced the concept of an “relayed confirmation” that that allows the user to confirm or reject a payment before any transaction is carried out. In the tdoc referenced above, it reads like this:

Relayed confirmation:

Another way of getting a consumer’s confirmation into the Authorization Engine is via the Request Engine. The consumer and the Request Engine have to communicate anyway to deliver or use the merchant application. However, the Authorization Engine typically does not trust the Request Engine. The Authorization Engine needs to be sure that the Request Engine cannot generate a phantom confirmation or change an existing one. This can be achieved by electronically sign the confirmation with a private key. However, this mechanism requires appropriate capabilities in the consumer’s user equipment to sign the confirmation. Further, a public key infrastructure (PKI) is required to distribute and verify public keys.

A mechanism like this is utilized by SET. 

Discussion

How the user signs the confirmation, and how the user’s key pairs are generated and distributed, is not in the scope of OSA. The structure of the confirmation is not in the scope of OSA either. However, we assume that the confirmation will contain the amount the subscriber confirms and the service and merchant for which the confirmation is valid. This contribution focuses on how the confirmation is transmitted to the SCS, no matter how it is structured.

The basic idea is that the confirmation is carried again in the charging parameters.

Proposed Changes to 29.198, part 12, clause 10.1, “Charging Data Definitions”

TpChargingParameterSet

Defines a Numbered Set of Data Elements of TpChargingParameter
TpChargingParameter

Defines a Sequence of Data Elements that defines the used service. 

	Sequence Element Name
	Sequence Element Type

	ParameterID
	TpChargingParameterID

	ParameterValue
	TpChargingParameterValue


TpChargingParameterID

Defines the type of charging parameter. This type can be extended with operator specific items.

	Name
	Value
	Description

	P_CHS_PARAM_UNDEFINED
	0
	Unknown parameter

	P_CHS_PARAM_ITEM
	1
	Parameter represents kind of service delivered to the end user

	P_CHS_PARAM_SUBTYPE
	2
	Parameter represents subtype / operation of service delivered to the end user

	P_CHS_PARAM_
	5
	Parameter represents a signed confirmation, which shall be of the type P_CHS_PARAMETER_OCTETSET


TpChargingParameterValue

Defines the Tagged Choice of Data Elements that identify a charging parameter.

	
	Tag Element Type
	

	
	TpChargingParameterValueType
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	P_CHS_PARAMETER_INT32
	TpInt32
	IntValue

	P_CHS_PARAMETER_FLOAT
	TpFloat
	FloatValue

	P_CHS_PARAMETER_STRING
	TpString
	StringValue

	P_CHS_PARAMETER_BOOLEAN
	TpBoolean
	BooleanValue

	P_CHS_PARAMETER_OCTETSET
	TpOctetSet
	OctetValue


TpChargingParameterValueType

Defines the type of charging parameter.

	Name
	Value
	Description

	P_CHS_PARAMETER_INT32
	0
	Parameter represented by a TpInt32

	P_CHS_PARAMETER_FLOAT
	1
	Parameter represented by a TpFloat

	P_CHS_PARAMETER_STRING
	2
	Parameter represented by a TpString

	P_CHS_PARAMETER_BOOLEAN
	3
	Parameter represented by a TpBoolean

	P_CHS_PARAMETER_OCTETSET
	4
	Parameter represented by a TpOctetSet


