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Summary

This contribution provides an issue list of problems and possible improvement for the OSA MPCC API Interface that have been identified as a result of work undertaken on the draft TR on mapping of OSA MPCCS to SIP. They are presented here for discussion and decision. 


 For some of the listed problems proposals to handle them have been worked out. Others are marked as for further study and here it is suggested to invite for contributions.

The issues addressed are targeted towards the ETSI Release 2.0/Parlay 4.0/3GPP Release 5.0.
1 Introduction


Based on earlier contributions on SIP support for OSA (like e.g. the BT contribution N5-010016 “Parlay and SIP” to the CN5 #9 meeting) and the undertaken work on MPCCS SIP mapping a number of open issues have been identified that are candidates for MPCCS API support. These are herein categorized into: 
a) possible problems that need to be resolved and 
b) items that can be considered candidates for possible  improvements/enhancements.

In section 2  these issues are discussed in details including a proposed way forward.

REFERENCES:

[1] Title: Third Party Call Control in SIP.
http://search.ietf.org/internet-drafts/draft-rosenberg-sip-3pcc-02.txt

[2] Title: Diversion Indication in SIP

http://search.ietf.org/internet-drafts/draft-levy-sip-diversion-03.txt

[3] Title: SIP Caller Preferences and Callee Capabilities

http://search.ietf.org/internet-drafts/draft-ietf-sip-callerprefs-04.txt

2 OSA Problems and Improvements

In this section, some mismatches discovered during the mapping process are listed and detailed.

2.1 Problems

Herein the following problems are addressed:

1. handling of  media (SDP) information at application initiated calls, mapping to SIP/ISC
 (Reason: unspecified behaviour, i.e. undefined mapping will lead to possible malfunctioning).


2. call leg control  -  at call routing when multiple destination are searched due to Forking mechanism in SIP/ISC.
(Reason: Ambiguous call leg view – one OSA terminating call leg vs. more destinations invited).


3. Call forwarding presentation, mapping to SIP/ISC.
(Reason: unspecified behaviour, clarification needed to secure unambiguous treatment).


4. Call redirected event report to application, mapping to SIP/ISC.
(Reason: unspecified behaviour, clarification needed to secure unambiguous treatment).


5. Get last redirected address, mapping to SIP/ISC.
(Reason: unspecified behaviour, clarification needed to secure unambiguous treatment).


6. Mid call event support, mapping to SIP/ISC
(Reason: unspecified behaviour, i.e. undefined mapping will lead to possible malfunctioning).


2.1.1 Handling of media information at application initiated calls

PROBLEM:
In the Multimedia Call Control Service (MMCCS) the handling of media (SDP) at session initiation (INVITE) in case of application initiated calls is left unspecified.

Where MPCCS is used and an application requests a session to be initiated from the network  (e.g. a wake-up call service) there is no mean for the application to specify or control the SDP in the INVITE. Therefore the question raises to clarify if the MPCCS can be used for SIP session initiation where the media specification is part of the session initiation (INVITE with SDP) ?

The assumption is that the OSA SCS will not posses any media resource function (MRF), i.e. its UAC will have to generate an INVITE with no SDP in case of an application initiates a call. However, how could it work ? 


Note: The “normal” case in SIP is that the UAC posses media resource(s) , i.e. the UAC would include SDP in the invitation (INVITE) and start automatically the media upon receipt of the acknowledge (ACK) form the invited party (UAS).




PROPOSAL:
However, this can be fixed in OSA. Reference 
[1] gives some guidance on how third party call control can be accomplished coving the case of Invitation (INVITE) without SDP.  
An Annex to this document provides a proposal to solve this problem. for the MPCCS API”.
It is proposed to adopt the Annex “MPCCS: SDP in SIP at application initiated calls” for the TR29998-4-4 MPCCS SIP mapping.
 
CONCLUSION:


Lacking clarification of the behaviour of the MPCC API if this problem is not resolved.



2.1.2 OSA call leg control

PROBLEM:
In SIP the  forking mechanism may where a user is registered at more locations imply a destination search resulting in a call being setup from caller to multiple destinations (callees). The application may only be aware of a single destination, however  location service lookup may cause the call in fact to be set up to multiple parties.


For example an application has created a Terminating Call Leg and sends a routeReq to what it believes is a single destination. However, due to subsequent location service lookup SIP forking results in invitation to more than one called party. The application sees only one terminating leg, which may raise a number of questions, e.g. which called party does it represent? Should all called parties become visible to the application? 
The treatment of such additional SIP invitations have to be clarified for the MPCCS API.


SOLUTION:
This is for further study.
Different options could be considered like e.g.
a) making the SIP forking visible toward the application or 
b) means to restrict a call to 2-parties (avoid forking).


NOTE: For example the SIP Request-Disposition header field allows to specify caller preferences for how a proxy or redirect server should process a request. When a request(e.g. INVITE)is sent, it can optionally request certain handling at a server like e.g. “no-forking”. See Reference [3].

CONCLUSION:
Ambiguous behaviour for the MPCC API in case of SIP forking if this problem is not resolved.
Contributions invited.

2.1.3 OSA call forwarding presentation

PROBLEM:

The application can request a call forwarding causing a SIP session being forwarded to new destination. 
The applied methods for this (createAndRouteCallLegReq and  routeReq) specifies that in case the application wants the call to be presented in the network as a redirection (call forwarding) it should include the Original Destination Address.
However, the same should apply for the presence of field REDIRECTING_ADDRESS in AppInfo.

The question raised is how to present this to callee and caller, i.e. make the call visible in the network as a redirected or forwarded call.

PROPOSAL:
It is proposed that when the application instructs a call redirection containing beside the targetAddress (SIP URL) parameter also the Original Destination Address (field in TpCallAppInfo) and / or Redirecting Address to make the call be presented in the network as being a redirection, e.g. in case of any call forwarding service . 

The following mappings to SIP is proposed:

Toward callee: 
Call redirection information is to be given to the callee (forwarded-to- party) so that this callee may respond to the caller appropriately. In these situations, the party receiving a redirected call needs an answer to the questions:

  Q1: From whom was the request diverted?

  Q2: Why was the request diverted?

Q1:  It is proposed to use the SIP  Diversion header to answer these questions for the party receiving the diverted call.

 Therefore for mapping  to SIP INVITE  in response to createAndRouteCallLegReq and  routeReq  if the Original Destination Address is present it is proposed to map the redirecting address to the Diversion header being added to the SIP INVITE.
As the INVITE request may contain information about the first and subsequent redirections 
Here the Original Destination Address, when present,  should be used to set the bottom-most Diversion header to present the original called address (if not already inserted here).

How to map the presence of field REDIRECTING_ADDRESS in appInfo in response to createAndRouteCallLegReq and  routeReq. This field contains the address of the user from which the call is redirected /diverted

Here it is proposed to use the top-most Diversion header to set the Redirecting address. 



Q2:  Insertion of the "reason" tag into the Diversion header (by the divertor, application or OSA SCS). A default value “unknown” is suggested as “diversion-reason”.

Note:  Currently there is no MPCCS API support allowing the application to indicate  “diversion-reason”. The diversion-reason should be used to set the Redirecting Reason corresponding to the associated redirecting address
inserted into the SIP Diversion header field. 

NOTE: A Diversion header is added when features such as call forwarding change the Request-URI.
The proposal herein is in accordance with how redirection numbers are mapped between ISUP and SIP.

See Reference [2] for further information.


Toward caller: 

To make the call visible as a forwarded call in the network the provisional response 181 “Call Is Being Forwarded “should be sent upstream by the SIP proxy (e.g. the OSA SCS gateway). This response is to indicate to the caller that the call is being forwarded to a different (set of) destination(s). 

The targetAddress received in createAndRouteCallLegReq and  routeReq should be included in the 181 provisional response as to enable the presentation of  the  “forwarded to” address to the caller, i.e. the last redirected address.

Note1: This if the call is a call redirection, i.e. the appInfo should include at least one of the fields:  ORIGINAL_DESTINATION_ADDRESS and/or REDIRECTING_ADDRESS as to identify the routing request to be request for a call redirection..In this case the OSA SCS should store the targetAddress as to enable the application to use getLastrediectedAddress to read the last address where the call was directed to. This address is also to be sent upstream in a 181 provisional response to enable previous invoked applications as well as the caller to be notified.

Note2: A previous invoked application (further upstream) should then be notified of the call being forwarded if it has subscribed to the event CALL_EVENT_REDIRECTED including the last redirected address (forwardAddress).

Note3: The last redirected address (i.e. the current address of the termination point) is to be stored in the OSA SCS as the application can request this information anytime with the getLastRedirectedAddress.



CONCLUSION:


This is already proposed by OSA MPCCS mapping document. If accepted no further action needed.

NOTE: It could however be considered if the more detailed procedure explained above would be useful to somehow capture in the mapping document as supplementary information.


2.1.4 OSA call redirected event report

PROBLEM:
In OSA/ Parlay the P_CALL_EVENT_REDIRECTED event is defined to notify the OSA application that the call is being redirected , and hereby report the new  address, i.e. the “forwarded to” address. 

It is not clear from the specification when the report P_CALL_EVENT_REDIRECTED should be reported
- it is here assumed that the report is made as a notification that call forwarding is initiated. 
Based on this assumption it should be clarified how this report should map to SIP/ISC

PROPOSAL:
It is proposed that 181 “Call is being forwarded” should map to this P_CALL_EVENT_REDIRECTED event
Hereby the redirection address contained in the provisional SIP response 181 is to be reported in the P_CALL_EVENT_REDIRECTED event  ( ForwardAddress field additional event info) to the application.

CONCLUSION:


If accepted, no further action should be needed.
The proposed handling as suggested is reflected in the document for mapping MPCCS to SIP.


2.1.5 OSA get last redirected address

PROBLEM:
The application may use getLastRediectedAddress method to get the last address where the call was last directed to.

However, it is not clear how this information maps to SIP and how its availability can be secured.

PROPOSAL:
It is proposed that the OSA SCS should return the current address of the destination point in the getLastRedirectedAddress in case no call redirection (call forwarding address available) has occurred (or it is unknown if a call redirection may have occurred).

Note: Alternatively an empty address string could be returned to indicate that no redirection has occurred. However, it is believed that it is more useful always to report the current destination address – independent if any redirection has occurred or not

. 
For example, if in a SIP server further downstream a call redirection is made but a decision is made not to send any 181 response upstream to notify the caller. It is proposed that the OSA SCS not being aware of any possible call redirection should just return is currently known destination address for its terminating leg as “last redirected address” in its reply to getLastRedirectedAddress.. 

It is proposed that the OSA SCS could be responsible entity for providing the last redirected address toward the application. 


Note: An alternative would be to delegate this task to the controlled entity (e.g. the S-CSCF). However, this may further demand service control semantics (for requesting and retrieving the last redirected address) to be conveyed over the ISC interface between OSA SCS and the S-CSCF in the 3GPP IMS !!.

This last redirected address information in the OSA SCS should be updated each time when a call redirection occurs  like when the application makes a call redirection as described in section 2.1.3 “OSA call forwarding presentation”  or a call redirection is made somewhere in the network and a notification is received with the 181 “call is being forwarded” provisional response. 

CONCLUSION:


If accepted, no further action should be needed.
The proposed handling is already suggested in the draft TR for mapping MPCCS to SIP.

Remark: It could however be considered if the information given above would be useful to somehow capture in the mapping document as a kind of supplementary information. This may be a general remark.

2.1.6 OSA mid call event support by SIP

PROBLEM:


Using OSA, the client application may request an event report or event  notification (initial filtering information) or  or call event  report (subsequent filtering information – dynamic event report request during a call)  on a leg to be a service feature code (mid-call event). Any mapping to SIP is left unspecified.


PROPOSAL:
This feature could e.g. be supported by SIP via Re-Invite and special feature headers ?. 

However, it needs further study to clarify what should be interpreted as mid-call event based on SIP.

CONCLUSION:
Ambiguous behaviour for the MPCC API in case of SIP forking if this problem is not resolved.
Contributions invited.
2.2  Improvements

1. enhanced destination search.

2. call redirection request.

3. additional transparent information to called party.
4. call denial – support of associated information.
5. no answer timer support.
6. reason indication for call forwarding
7. multiple addresses in redirected event report 
2.2.1 OSA enhanced destination search

IMPROVEMENT:
In SIP parallel search and sequential destination search is an available capability  (known as Forking)

While for a SIP proxy issuing several INVITE requests in response to an incoming INVITE request is a natural behaviour, using OSA the application is currently only supporting a sequential search sending one request after another (e.g. using createLeg followed by routeReq method for each destination to be invited.). 

PROPOSAL:
If desirable to for MPCCS to support such a call routing capability this could be fixed for OSA by having multiple addresses (a list) in the route request method (e.g. routeReq and createAndRouteCallLegReq) possibly together with an indication whether sequential or parallel destination search (forking) is requested.

Note: The usefulness of such an improvement should also take into account the possible outcome of the problem described in section 2.1.2 “Call Leg Control”.

CONCLUSION:
If considered a desirable improvement - contributions should be invited

2.2.2 OSA call redirection request

IMPROVEMENT:
In  SIP the 3xx redirect response message gives information about a user's new location(s), or about alternatives services that might be able to satisfy the call. 

Currently, no support has been defined in MPCCS API for requesting a session redirection (e.g. SIP 301 Moved Permanently, 302 Moved Temporarily response message).


Notice: A redirection may be requested toward other communication services.
Currently there is no OSA MPCCS support for communication services beyond SIP.
Allowing redirection not only to SIP URLs could be useful (e.g. allow redirection to HTTP, SMTP etc.)
and so support for application controlled session redirection to e.g. a web-page. 



PROPOSAL:

The release() method could be enhanced to support this capability.
Alternatively a dedicated new method for the application to issue a session redirect request.

For further study.

CONCLUSION:

If considered a desirable improvement - contributions should be invited

2.2.3 OSA additional transparent information to called party

IMPROVEMENT:

With SIP, it is possible to transport data/information in the message body.
Examples are: 
- add a URL to outgoing SIP INVITEs, permitting the calling party to display a specific image or play a specific media when alerting the called party.
- add text/picture to be displayed.
 No support to include a URI (in INVITE ) pointing to multi media information (e.g. an audio clip, a video still, a vCard etc.)


PROPOSAL:
For further study.

CONCLUSION:
If considered a desirable improvement - contributions should be invited

2.2.4 OSA call denial – support of associated information

IMPROVEMENT:

- No support in OSA MPCC API to emulate information to be associated with generated SIP response codes from the application.
The only data currently supported in the release method is TpReleaseCause. 
It could be useful for example to support the option to attach a URL in a SIP response that calling party will eventually receive.

PROPOSAL:
For further study.

CONCLUSION:
If considered a desirable improvement - contributions should be invited

2.2.5 OSA “no answer” timer support” 

PROBLEM:


Using OSA MPCC API, the client application may specify to be notified of a specific trigger or call event on a leg.
For the event “no-answer” there is currently no defined time after which a “no answer” event should be considered encountered. 

However, there is currently no support for the application to specify a short time associated with the request for the report of a “no-answer” event, i.e. a mean to define upon alerting a short time (e.g. 10 –30 seconds) after which a report should be issued indicating a no reply from callee, enabling applications like call forwarding on no reply.

PROPOSAL:

Add a “no answer” timer as associated information to the TpReleaseCause  for the NO_ANSWER event to enable the application to specify a timer as a criteria in the request given to monitor for the “no answer” event.

CONCLUSION:
If considered a desirable improvement - contributions should be invited

2.2.6 OSA support of reason indication for call forwarding 

PROBLEM:


 In response to createAndRouteCallLegReq and  routeReq  if the Original Destination Address and/ or RedirectingAddress is present a mapping is made to the Diversion header being added to the SIP INVITE.
The INVITE may so contain information about the first and subsequent redirections 
Here the address (Original Destination Address and/ or RedirectingAddress) mapps to Diversion header in SIP.

In addition to the address information SIP Diversion header also includes a “diversion reason”.

There is no possibility for the application to set this “reason” which enables to callee to be presented also for the reason why the call was diverted. The insertion of the "reason" tag into the Diversion header should be made by the divertor, in our case via the OSA SCS supporting a call forwarding application. 
A default value “unknown” is suggested as “diversion-reason” .

PROPOSAL:

For createAndRouteCallLegReq and  routeReq  include a “diversion-reason” to be associated with the  Destination Address and/ or RedirectingAddress and to be mapped into the "reason" tag  of the Diversion header in SIP.


The possible diversion  reason values in SIP Diversion header are: Un-known, user-busy, no-answer, unavailable, unconditional, time-of-day, do-not-disturb, deflection, follow-me, out-of-service, away.

See reference [2] for further info.

(Note: similar support exists also in ISUP with the mapping to Redirecting Reason)

CONCLUSION:
If considered a desirable improvement - contributions should be invited
2.2.7 OSA  multiple addresses in redirected call event report 

IMPROVEMENT:


In case more than one redirection address is contained in the 181 ”call is being forwarded” response, only one address can be reported in P_CALL_EVENT_REDIRECTED event. The situation with more addresses can occur where e.g. a call redirection may result in destination search to more than one address (forking).
An improvement could be to allow a list of addresses to be reported in this case.

PROPOSAL:

Report only one address (but how to decide which one in 181 ?) or enhance event report  to be capable to report a list of addresses for the redirected event to the application ?

For further study.

CONCLUSION:
If considered a desirable improvement - contributions should be invited
A Annex A (informative): SDP in SIP at application initiated calls   

A.1 Introduction

A mechanism is needed that allows a controller like OSA SCS to create, modify, and terminate calls with other entities.. The mechanism supporting third party call control applications is not an extension to SIP. It is merely an application of the tools enabled through the SIP specification RFC 2543. A controller can create calls between any entity that contains a normal SIP user agent. 

A.2 OSA SCS Third Party Control

Third party call control is a set of good design patterns for how to implement a service that needs to be in control of a session. The B2BUA mechanism is just one pattern that the 3rd party call controller can use to get control of a session. A B2BUA is a mechanism that allows a controller to take over the control of a session initiated by another party. Once in control it can control the session by generating requests and responses on the different call-legs. OSA SCS acting as a  3rd party call controller can of course also at all times initiate a session or a new transaction within a given SIP dialogue. 

The basic idea behind the third party mechanism applied for OSA MPCCS application initiated calls  is simple. 
The OSA SCS acting as a controller on request from the OSA application first calls one of the participants, A, and presents the   INVITE without any media. When this call is complete, the OSA SCS has the SDP needed to communicate with A. The OSA SCS can then, if so requested by the OSA application, use  SDP A to initiate a call to participant B. When this call is completed, the OSA SCS has the SDP needed to communicate with B.

 This information is then passed to A. The result is that there is on request from the application established a

call leg between the OSA SCS and A, and a call leg between the

OSA SCS controller and B, but media between A and B.

This is further described in the following.

A.3 OSA SCS Application initiated One-Party Call

An example of an application initiated One-Party Call could be a booked  “wake-up call” or “reminder call”, i.e. a call that is to be setup at a predefined time and date from the network initiated by an OSA application using the MPCCS.  

The recommended flow is as follows: The application requests a call to be setup to user A.
The OSA SCS sends an INVITE to the user A, without any SDP (which is good, since it means that the OSA SCS does not  need to assume anything about the media of the devices). User A responds with its SDP, A1, in a 200 OK, which is immediately ACK’ed with an on-hold SDP generated by the controller.

The recommended flow for a One Party call setup from application is illustrated in the figure below:

  A              OSA SCS               Application

  |  INVITE no SDP    |     routeReq     |            

  |                   |<-----------------|

  |  200 SDP A1       |                  |

  |-----------------> |                  |

  |                   |                  |

  |    ACK  SDP held  |                  |

  |<------------------|   eventReportRes |

  |                   |----------------(| 

                                Figure A1 General Initiating OSA SCS Flow for One Party call Setup  

A.4  OSA SCS Application initiated Two-Party Call

An example of an application initiated Two-Party Call could be a Click-to dial service, that allows a user to click on a web page when wished to speak to a customer service representative. The web-server then via some  “stimuli” causes the OSA application to be invoked in order to establish a call between the user and a customer service representative. The call being setup can be between different entities like between two phones, a phone and an IP host, or two IP hosts.

The recommended flow for a Two Party call setup from application is illustrated in the figure below:

  A              OSA SCS                 B          application  

  |                   |    routeReq (A)  |              | 

  |                   |<--------------------------------|

  |  INVITE no SDP    |                  |              |

  |<------------------|                  |              |

  |                   |                  |              | 

  |  200 SDP A1       |                  |              |

  |-----------------> |                  |              |

  |    ACK  SDP held  |                  |              |

  |<------------------|        eventReportRes          |

  |                   |-------------------------------->|

  |                   |    routeReq (B)           

  |                   |<--------------------------------|

  |                   |                  |<----------- start sub-pattern 

  |                   |  INVITE no SDP   |              |

  |                   |----------------->|              | 

  |                   |                  |   Initiating OSA SCS with SDP

  |                   |  200 SDP B       |      Manipulation Pattern 

  |                   |<-----------------|

  |     INVITE SDP B' |                  |

  |<------------------|                  |

  |                   |                  |

  |  200 SDP A2       |                  |

  |-----------------> |                  |

  |                   |                  |

  |                   |  ACK  SDP A2'    |

  |  ACK              |----------------->|

  |<------------------|     eventReportRes             |

  |                   |-------------------------------->|

  |                   |                  |              |

  |                   |                  |              |

  |                   |                  ||<----------- end sub-pattern

  |                   |       RTP        |

  |xxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxx |

  |xxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxxx |

  |                   |                  |

  |                   |                  | 

                                Figure A2 General Initiating OSA SCS Flow for Two Party call Setup  

The recommended flow is as follows: The application first requests a call to be setup to user A.
This first part of the flow is exactly as the one described previously for a One-Party Call.

Next, the OSA SCS having received a request from the application to setup a call to user B, sends an INVITE to the second user, B, also without SDP. The SDP in the 200 OK, SDP B, is used to create a re- INVITE to the first user A. That re-INVITE is based on SDP B, but may need to be reorganized to match up media lines. We therefore call that SDP B'. Since this is a re-INVITE, it should complete quickly in the general case. That is good, since user B is otherwise retransmitting their 200 OK, waiting for an ACK. The SDP in the 200 OK from A, SDP A2 (which may be different than A1), is then passed to user B in the ACK. It may also need reorganization to match up m lines.

The call flow is somewhat complicated as the OSA SCS acting as controller needs to perform some SDP manipulation as the call is requested to be setup to B. However, still the OSA SCS does not need to assume anything about the supported media of the terminals. There should be no problem with timers as it must be expected that a re-invite will be answered quickly. As we make a re-invite we cannot assume anything about the SDP that will be send back in the 200 ok, that is also why no SDP is used in the initiating INVITE. 

Once the two party call has been established, the OSA SCS operation in 3rd party controller mode can on request from the application disconnect one party, disconnect the call, reconnect one call party to another party  (e.g. follow-on call) or connect a party to a media server for an announcement and so on.

A.5 OSA SCS Application initiated Multi-Party Call

The capability to control multiple call legs is supported by the MPCCS.

The OSA SCS when acting as 3rd. party controller can create and control multiple call-legs (i.e. more than two parties involved in a call).

Recommended call flows for such scenarios should be provided in this section.
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