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Description

This contribution considers some questions the joint group had regarding Requirements from Eurescom.  The contribution delivers the answers with suggested changes to the Requirements document.

Results of Discussing the Eurescom Issues.

Introduction

I have had a meeting with Mike Walkden of BT who attends the Eurescom group P1109 that inputted material for inclusion into the Parlay 4.0 Requirements document.  Some questions were posed at our last meeting in Brighton, which I have sought clarification upon.  The results of this meeting can be found below.
Section 3.1.4 Balancing up of Interfaces

Some vital text explaining the scenarios associated with this Requirement were left out of the document and have now been added.  This should clarify the meaning fully. 

Eurescom have already tackled this requirement and have provided updates to various interfaces in the Parlay 3.0 specification.  These are to be presented by myself at the Cancun meeting.

Section 3.2.1 Framework Information Manager

CSELT have been considering this issue within Eurescom. Bullet point 5 in the requirement part of this section refers to logging data.  We needed clarification as to whether or not this referred to Journalling in another part of the Requirements document.  Eurescom say that this point refers to data that is stored and collected within the Gateway. This may differ from the journalling requirement in that data maybe stored within the client domain and then accessed by the API.  We should note however that this is only one part of the FIM requirement and therefore does not appear to overlap with the Journalling Requirement.  Therefore no action is identified.  Eurescom are considering additions to Parlay 3.0 in light of their requirement and will complete this very soon.

Section 3.2.2 Framework Management Tool

It appeared from the Requirement box in this section, that only SLAs were being considered here.

Eurescom believe that the requirement should be modified here to say that it is not just the SLAs that need addressing.  The modified text that now appears within the Requirement document should read:  

The Framework management tool API must be designed to be able to access and make changes to data concerning the agreements between network operator and third party whilst the Framework is running.

The Framework management tool API must be designed to be independent of vendor and implementation language.

The Framework management tool API should provide access to the Framework Information Model that should contain these (and possibly other) aspects of the Service Level Agreement:

· The SCSs open to access by the third party (or part of SCSs functionality).

· Maximum traffic/usage of SCSs

· Actions to be taken when maximum traffic/usage is reached.

· Restrictions in the use of methods

· Restrictions in visibility of certain information (parameters) and restrictions in modification of certain parameters

I believe that this change removes the confusion.

Section 4.7 Data Hosting Interface for User Profile Application Data

The question being asked here was is this section just considering User profile information and therefore overlapping with section 4.5 and 4.6 being, User Data management Requirements and Security Requirements on User Profile Access Management respectively.  The answers were as follows:

· Section 4.7 considers more than just access to User Profile information

· I also considers provision of a Database in network, for use by the Application provider so he can download data that is associated with his applications (up to 2Gig access).  This can then be referenced using the API

Conclusion is that this is not the same as section 4.5 and 4.6 although there is some overlap.  I would not like to combine the requirements either as this may confuse the OSA requirement capture from SA1.

