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Introduction

We propose to consider the following requirement for OSA Rel-5 (Parlay 4.0, ETSI SPAN 2.0).

Proposed Text for the Requirements Whitepaper

Policy-Enable Content Charging API

In a content charging scenario, a merchant can currently check if a consumer has sufficient credit to pay for using the merchant’s application. However, the merchant may want to apply more constraints, such as the following:

“I do not deliver to persons being under 18”

An advantage of the Content Charging SCF in its current form is that the consumer does not disclose any personal information to the merchant upon a purchase. On the other hand, this hinders the merchant in applying constraints as the one given above. A solution could be to apply this type of constraints within the content charging SCS.

The Policy Management SCF will be part of OSA Rel-5 (Parlay 4.0, ETSI SPAN 2.0). Along with the specification of this API, concepts for policy-enabling existing SCFs are given (see figure, figure is taken from tdoc N5-010862). The Policy Management SCF will allow to manage policies, while the policy-enabled SCS will enforce the policies.
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The Content Charging SCF support a policy component. The policy component shall support (but not mandate) concepts as

· user constraints (such as: merchant black or white list, turnover limits, etc.)

· service constraints (such as: only domestic customers, only over 18 years, only if delivery address is known).

· payment provider or retailer constraints (such as: only prepaid users, subscriber black or white list, etc.)

This could be achieved like this:

· On one hand, appropriate notifications or exceptions could be introduced at the SCF. This notifications/exceptions would indicate that a certain constraint has applies that forbids to serve the consumer any further.

· On the other hand, conditions, operations, variables and actions could be defined, although it seems difficult to identify a generic set of such entities.

Conclusion

We propose to add the text given above to the requirements white paper for OSA Rel-5/Parlay 4.0/ETSI SPAN 2.0.

