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7.4.3 
In the state description for the IpCallLeg STD it is stated that eventReportReq could be used to request more address digits. It isn’t clear to me how this could be done.

General
There is no redirection sequence diagram as per Lucent’s contribution in Sophia (N5-010592).

6.3.1  
disableCallNotification() states that: "the framework will return the error code ...".  This is incorrect/misleading as it is the call control manager which returns this error code.

7.1.3 
20) states that the application can REQUEST a redirection by supplying an original destination address in the route request!  This is not the case (see the text for IpAppCallLeg.routeReq()).

7.3.1
 The description of createNotification still references the notification type.

7.3.1
 destroyNotification states that: "the framework will return the error code ...".  This is incorrect/misleading as it is the call control manager which returns this error code.

7.3.1 
All references to assignmentID in this section incorrectly reference generic call control.

7.3.1  
changeNotification(). The assignmentId parameter description talks about notifications being "disabled", it should say "changed".

7.4.2.3 
references getInfoReq() and superviseReq() but should be referencing *Res().

7.4.3.1 
GENERAL.  The meaning of "terminating release" and its propagation to the originating call leg needs to be clarified.

7.4.3.1.2 
 This talks about collecting more digits, but how is this to be done?  Is it by arming the "digits" service code event?  If so, then there is no way that the application can specify how many more digits it wants.

7.4.3.1.3  
In the section where it lists the functions which are applicable in the state, there is a reference to a "terminating release" causing this leg to move to the releasing state.  Why is this here?  Presumably this is talking about the case when a network DECIDES to propogate the event back?  There is no reason why the terminating release would ALWAYS cause a transition to the Releasing state.  Needs clarification.

7.4.3.1.3 
 In the section where it lists the functions which are applicable in the state, there is a reference to the "Answer" event being detected from the remote party.  Why is this here?

7.4.3.1.3 
 In the section where it lists the functions which are applicable in the state, there is a reference to sending a reportNotification for the ANSWER event.  This would ONLY be sent by the terminating call leg, not by the originating leg.

7.4.3.2 
 The meaning of "originating release" and its propagation to the terminating call leg needs to be clarified.

7.4.3.2.2 
states for the redirected event that it cannot be monitored in NOTIFY mode.  This is not what Ericsson/Telcordia's CR said and would contradict other, previously agreed, CRs.

7.6.2 
TpCallLegInfoReport - The description should read "The type of call leg information."

7.6.2
 TpCallNotificationReportScope still contains TpNotificationCallType

8.3.1 
 The description of createMediaNotification still references the notification type.

8.3.1  
destroyMediaNotification states that: "the framework will return the error code ...".  This is incorrect/misleading as it is the call control manager which returns this error code.

