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Reason for change:
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The current description of the capabilities offered through the OSA interface are not sufficiently clear. Presence related functions include presence information as defined by the presence service and may include user’s availability. An OSA application may be a requester of presence information (ie in TS22.141 terminology a watcher) as well as a provider of presence information (ie in TS 22.141 terminology a presentity). In addition, the OSA interface shall allow an application to read and/or modify any properties of presentites or watchers that fall within the presence service but is not part of presence information (eg access rules). 
As a result, the OSA interface must be able to :

· allow an application to request presence related information (including periodic notifications or changes)

· allow an application to update presence related information

· register as a presentity as well as a watcher (the latter is FFS as this is not yet covered in TS 22.141).

· allow an application to modify or query presence related data




Summary of change:
(

Removal of the ability to create and delete a presentity. This is now replaced by the registration of presentities as well as watchers.

In general presence information is replaced by a more generic term “presence related information”. The term presence information is used exclusively for presenties and watchers as defined by 22.141. Presence related information includes presence information and availability. 

Clear text to indicate that an application may act as watcher or presentity. In general, an OSA application may perform any action deemed applicable by a watcher and/or presentity as described in TS 22.141.

An application may also query or modify availability preferences as well as the policies associated with the evaluation of the availability. 
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**** FIRST MODIFIED SECTION    ****
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:
Applications: software components providing services to users by utilising service capability features.

Application Interface: standardised Interface used by applications to access service capability features.

Availability: a property of a user denoting his/her ability and willingness to communicate based on factors such as the identity or properties of the requester of the information and the preferences and/or policies that are associated with the user. This property may be computed through information available from various capabilities within the network including (but not necessarily) the presence service.
Call:
A logical association between several users (this could be connection oriented or connection less).
Charging:  A function whereby information related to a chargeable event is formatted and transferred in order to make it possible to determine usage for which the charged party may be billed.
HE-VASP: Home Environment Value Added Service Provider. For the definition see [1]

Home Environment: For the definition see [1]

Local Service: For the definition see [1]

Personal Service Environment: For the definition see [1]

Presence: For the definition see [7]

Presence Information: For the definition see [7]

Presence Entity: For the definition see [7]

Service Capabilities: bearers defined by parameters, and/or mechanisms needed to realise services. These are within networks and under network control.

Service Capability Feature: functionality offered by service capabilities that are accessible via the  standardised application interface.

Service Provider: an organisation which delivers services to the subscriber. This can be e.g. the operator of the subscriber's Home Environment or an authorised  VASP.
Note: In the context of this specification it is assumed, that at least one application providing the services of the Service Provider makes use of OSA functions

Services: a service is the user experience provided by one or more applications.  

User: For the definition see [1]

Virtual Home Environment: For the definition see [1]

Further 3G related definitions are given in 3G TS 21.905 [3].

**** NEXT MODIFIED SECTION    ****

11
Event Notification Function 

The Event Notification Function shall allow an application to specify the initial point of contact which it is interested in. The Event Notification Function provides the necessary mechanisms which enables an application to request the notification of subscriber or network related event(s). An application may in addition request the cancellation of subscriber or network related event notification. For all subscriber related events the application shall always specify the subscriber for which the Event Notification Function is valid. Once an application has enabled the notification of event(s), the Event Notification Function shall report the event(s) until such time the application explicitly requests the termination of the event(s) notification.

When the event occurs, the  application that requested the event is informed.. The notification of the event shall be accompanied by unambiguous information identifying  the original request and event related data.. For example, in case of an application is interested in “message” the notification to the application shall indicate whether it is incoming or outgoing, in case of chargeable events, the application shall receive details as used at the network to create a Call Detail Record. In this case, processing in the network is not suspended after notification of the event to the application. 

The Event Notification Function includes the availability of offering additional criteria to be specified by the application. The set of criteria is individual and may vary for the event requested. The detailed set of criteria available for each of the events above are described in [6].

· 11.1
Subscriber Related events:

· A user becomes available.

· when a subscriber registers to a network and this event is armed by an application, that application shall be notified. Registration in this sense is further detailed in chapter 12.3.1. Attach and detach applies for CS and PS.

· An initial call processing event occurs.

· when a call to or from a given user is created and this event is armed by an application, that application shall be notified.

· A message is sent or received.

· when a message to or from a given user is sent or received and this event is armed by an application, that application shall be notified.

· A chargeable event happens.

· when a chargeable event occurs for a given user and this event is armed by an application, that application shall be notified.

· The user´s status is changed.

· when a given user changes her status (e.g. from idle to busy) and this event is armed by an application, that application shall be notified.

· The user´s location is changed.

when a given user changes her location (e.g. leaving a certain area which is “identifiable” by the network) and this event is armed by an application, that application shall be notified.

· The Terminal Capabilities are changed.

when a given user changes her terminal capabilities (e.g. from non MExE to a MExE capable terminal) and this event is armed by an application, that application shall be notified.

· 11.2
Network Related Events:

· A network fault management condition is met.

when a fault management condition occurs at the underlying network (e.g. congestion of network components) and this event is armed by an application, that application shall be notified.

· 11.3
Other Related Events:

· A change in presence related information.

If any presence related information changes (such as one or more presence information attributes or a user’s availability), and this event is armed by the application, that application shall be notified.  Presence information may be associated with a user, device or service, or may be a more abstract entity that has the ability to report presence information.

**** NEXT MODIFIED SECTION    ****
12.4
Presence related capability functions


The OSA interface shall allow an application access to presence capabilities within the network. Presence related information may be requested or supplied by an OSA application and may include, but not limited to presence information pertaining to the presence service as described in [7] or user availability. An OSA application may act as a requester of presence information (i.e. act as a watcher) and/or act as a supplier of presence information (i.e. act as a presentity). All the capabilities offered to presence service watchers and presentities are described in [7] and may be offered to OSA applications. An OSA application may manage or query availability status and/or preferences of a user which may be associated with one or more services (e.g. voice call, IMS sessions, MMS …etc.). Such availability may be determined from a range of existing capabilities. The following OSA capabilities shall be supported for an application:
-
register as a presentity and/or watcher:
· the application shall be able to request the registration as a presentity and/or as a watcher in the presence service. This registration shall include the ability to establish as well as cancel a registration. 
Note : Registration of a watcher is not covered in TS 22.141 and hence FFS.
-
supply presence related information to the network:

· the application shall be able to supply and/or update presence related information (presence information or availability) at any time. An application may only supply presence information about presentities for which it is allowed to do so. An application may modify the availability of a user. 


-
request the querying and/or modification of presence related data: 
-
the application shall be able to request the querying and/or modification of data other than  presence information related to watchers and/or presentities. Such data includes, but is not limited to any access rules pertaining to the presentity to be modified. An application may only request the querying or modification of such information for watchers and/or presentities for which it is allowed to do so. An application may be able to request the management of availability preferences of a user. Management includes the setting, modification and deletion of availability preferences.
-
request Presence related Information :

-
the application shall be able to request presence related information. The application shall be able to request presence information about a presentity or may request the availability of a user. Such requests may be for the current information, on a periodic basis or for future changes in the presence related information (e.g. arming of event notifications).  An application may only request presence information of a presentity for which it is allowed to do so. 


**** END OF DOCUMENT    ****
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