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1. Introduction
2. This Temporary Document is the output draft of API reference document at the Q.4/11 meeting on 21 and 22 May. It contains the result of the discussion at the meeting. 
Draft Reference Document on API/Object Interface between network control and application layer

Summary

There are many API/Object Interface related activities outside of ITU-T SG11. Many API/Object Interface specifications have already been released from such activities and a lot of discussions for new APIs/Object Interfaces are starting within them. However there is no good reference material to help introducing the API/Object Interface specifications discussed today and it is difficult to know what kind of APIs are released or discussed. This document provides high level descriptions of API/Object Interface related activities outside of the ITU-T covering the interface between network control and application layers. This document should be used as a reference to the other API/Object Interface activities outside of ITU-T.

1.
Scope
The scope of this document is shown in Figure 1-1.
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Figure 1-1: reference layered model of network

The outline of Each API category is as follows.

Service Control APIs : The APIs in this category provide network capabilities to control services. The example APIs included in this category are Call Control, Charging, Mobility, User Interaction, etc. Network operators can develop network services on these APIs.

Service Management APIs : The APIs in this category provide service management functions such as to support execution, deployment and observation of services. The example APIs included in this category are Service Execution, Deployment, etc. Network operators can manage network services based on these APIs.

3rd Party APIs : The APIs in this category are the APIs open for 3rd Party and they provide authentication and security functions. 3rd Party can utilize Service Control APIs and Service Management APIs through these APIs.   

Protocol/Resource APIs : The APIs in this category provide protocol/resource oriented functions to network capability functions. The APIs in this category are not the scope of this document.

This document will also help to avoid the overlapping of the standardization effort.

2.
References

2.1
Web site References 

[w1]
Parlay web site: http://www.parlay.org/

[w2]
JAIN web site: http://java.sun.com/products/jain/

[w3]
ETSI web site: http://docbox.etsi.org/tech-org/SPAN/open/SPAN12/osa.html

[w4]
3GPP web site: http://www.3gpp.org/

[w5]
3GPP web site for downloading documents: http://www.3gpp.org/3G_Specs/3G_Specs.htm
[w6]
OMG web site: http://www.omg.org/

[w7]
OMG web site for downloading document: 
http://www.omg.org/technology/documents/new_formal/index.htm
[w8]
OMG web site for downloading TSAS document: ftp://ftp.omg.org/pub/docs/telecom/00-05-03.pdf
[w9]
OMG web site for downloading the document for CORBA/IN Interworking: ftp://ftp.omg.org/pub/docs/telecom/98-10-03.pdf

[w10]
TINA web site: http://www.tinac.com

[w11]
TINA web site for downloading documents: http://www.tinac.com/specifications/specifications.htm
2.2
Document References

[d1]
ETSI Standard ES 201 915: “API Stage 3”
[d2]
3GPP TS 22.127 version 4.x.x the stage 1 description

[d3]
3GPP TS 23.127 version 4.x.x the stage 2 description

[d4]
3GPP TS 29.198 – sub part (1-12) version 4.x.x are the documents which comprise the  Stage 3 API description

[d5]
3GPP TS 21.903 Vocabulary document

3.
Definitions

The definitions in this document are based on 3GPP vocabulary document[d5].

4.
Abbreviations

The abbreviations in this document are based on 3GPP vocabulary document[d5].

5.
Activity in each standard body

This section provides introduction to each activity of API related standard bodies.

5.1
Parlay
5.1.1
Overview
2.1.1.1 The Parlay Group[w1] is an open, multi-vendor forum organized to create open, technology independent Application Programming Interfaces (APIs) which enable IT companies, ASPs, ISVs, Internet Companies, E-Business Companies, software creators, service bureaus, and large and small enterprises as well as network providers, network equipment vendors and application suppliers to develop applications across multiple networks.  

The Parlay APIs are intended to enable a new generation of off-the-shelf network applications and components (e.g. messaging, mobility, end-to-end quality of service) to be developed by application providers (ISV/ASP) independent of the underlying voice/multimedia network.   Faster time-to-market and a less complex development cycle are some of the expected key benefits of the Parlay APIs.The Parlay APIs consists of two categories of interface:

· Service Interfaces. These offer applications access to a range of network capabilities and information.
· Framework Interfaces. These provide the supporting capabilities necessary for the Service Interfaces to be secure, and manageable.

5.1.2
Description
2.1.1.2 5.1.2.1
The Architecture of the Parlay APIs

The architecture of the Parlay APIs is given in Figure 5-1-1.

Functions provided by the service interfaces allow access to traditional network capabilities such as call management, messaging, and user interaction. The service interfaces also include generic application interfaces to ease the deployment of communications applications.

Functions provided via the framework interfaces in the current Parlay API specifications:
· Service Registration & subscription & discovery 
· Authentication and Authorisation
· Integrity Management
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Figure 5-1-1: The Architecture of the Parlay APIs

The implementation of Parlay is based on application servers outside the network domain, running Parlay applications. A Parlay Gateway, provided by the network operator, ensures secure, manageable access to capabilities in the service provider’s network.
[image: image3.bmp]
Figure 5-1-2 : Implementing Parlay in the Network
The content of the API covered in Parlay is on the Parlay web site[w1].

5.1.3
Released specification (editor’s note: needs to be updated)
Updated March 2001 
The current Parlay Specification, called 2.1, paves the way forward in developing usable, real-world product implementations of the APIs. Extensions to the specification are expected in approximately nine months based upon new member work.
This re-released set of Parlay 2.1 API specifications corrects errors that have been detected since the original specifications were published in June/July 2000. In each package, please review the "Revision Control" section of each updated Microsoft Word document for detailed information. Note that the majority of the changes are editorial in nature: for example, updates to IDL files to fix misalignments with the corresponding API specifications.
The released Specifications are as follows.
1.Call Processing APIs 2.1
2.Connectivity Manager APIs 2.1
3.Framework APIs 2.1
4.Messaging APIs 2.1
5.Mobility APIs 2.1
6.Common Data & IDL 2.1
5.1.4
Schedule

The latest set of Parlay API Specifications are on the web site[w1].

5.1.5
Relationship with other bodies
· cooperation to have common API based on UML model with ETSI and 3GPP

· cooperation with JAIN on call control

· cooperation with OMG on Framework

5.2
JAIN

5.2.1
Overview
The JAIN APIs are a set of Java technology based APIs which enable the rapid development of Next Generation telecom products and services on the Java platform [w2]. The JAIN APIs bring service portability, convergence, and secure network access to telephony and data networks.  
By providing a new level of abstraction and associated Java interfaces for service creation across Public Switched Telephone Network (PSTN), packet (e.g. Internet Protocol (IP) or Asynchronous Transfer Mode (ATM)) and wireless networks, JAIN technology enables the integration of Internet (IP) and Intelligent Network (IN) protocols. Furthermore, by allowing Java applications to have secure access to resources inside the network, the opportunity is created to deliver thousands of services rather than the dozens currently available. Thus, JAIN technology is changing the telecommunications market from many proprietary closed systems to a single network architecture where services can be rapidly created and deployed.  
JAIN technology is being specified as a telecom oriented to the Java Platform. Development is being carried out under the terms of Sun's Java Specification Participation Agreement (JSPA), Java Community ProcessSM (JCP), and Sun's Community Source Code Licensing (SCSL) terms. For further information on the JCP please visit http://java.sun.com/aboutJava/communityprocess/. 
The JAIN initiative consists of two API Specification areas of development:  

· The Protocol API Specifications specify interfaces to wireline, wireless and IP signaling protocols
· The Application API Specifications address the APIs required for service creation within a Java framework spanning across all protocols covered by the Protocol API Specifications 

The objective of the JAIN initiative is to create an open value chain from 3rd-party service providers, facility-based service providers, telecom providers, and network equipment providers to telecom, consumer and computer equipment manufacturers.  
The JAIN initiative integrates wireline, wireless, and packet based networks, as illustrated in Figure 5-2-1. The adaptation of network specific protocols to the JAIN model is covered in the Protocol API Specifications. Additionally, the JAIN initiative abstracts the protocols covered by the Protocol API  Specifications into a single call control, coordination, and transaction model to be used by compliant services. This is being driven by the work in the Application API Specifications.  

[image: image4.wmf]
Figure 5-2-1: JAIN Initiative

5.2.2
Description

5.2.2.1
Architecture

The JAIN Architecture is shown in Figure 5-2-2.

[image: image5.bmp]
Figure 5-2-2: JAIN Architecture
Note: JAIN Protocol APIs are outside the scope of this document.

At its core, the JAIN architecture defines a software component library, a set of development tools, a service creation environment, and a carrier-grade service logic execution environment to build next generation services for integrated PSTN, packet (e.g. ATM and IP), and wireless networks.

As illustrated in Figure 5-2-2, the JAIN architecture includes a Service Creation Environment (SCE) for both trusted next generation network services and untrusted third-party applications. Trusted services (and policies) reside within the core of public networks. Untrusted services are services written by third parties that access functions within the core public networks. Through a secure service provider interface, these third party applications are kept from compromising the reliability or integrity of those networks.
The JAIN architecture provides for the (trusted) next generation network services in a carrier-grade service logic execution environment It is expected that many services and implementations of the JAINSLEE will be implemented using Enterprise JavaBeans™ (EJB).

Untrusted services like trusted services might have similar requirements for the SLEE depending on their scope. Untrusted services also will rely on container infrastructures that can be used to 'hold' services (e.g. EJB, Java™ Embedded Server (JES), and JINI™). The JAIN SCE is compatible with both environments (e.g. trusted and untrusted service creation).
Figure 5-2-3 is a pictorial representation of where JAIN APIs are defined within a communications platform. The softswitch architecture is centered on mapping the call control/session interfaces onto the underlying protocol APIs. Since softswitches perform signaling on IP networks, most are equipped with a SIP, MGCP, MEGACO or H.323 underlying protocols. Several softswitches also include SS7 protocols to address interfaces for the existing telephone network.
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Figure 5-2-3: JAIN APIs
5.2.2.2
JAIN API Specifications

JAIN™ Call Control

The JAIN Call Control (JCC) provides applications with a consistent mechanism for interfacing with underlying divergent networks. The application needs only interface once to a JCC interface and the subsequent JAIN adapters will allow calls and data to pass to various networks.
JAIN™ Service Provider API for the Parlay Specification

The JAIN Service Provider APIs (SPA) for the Parlay specification will provide the secure access mechanism to network capabilities. This set of APIs will focus on a Java technology based implementation of Parlay and with extensibility to allow other services to be exported by the network operator and discovered by the service provider/user.
JAIN™ Service Logic Execution Environment

Once services are created, they can be tested and deployed in the JAIN Service Logic Execution Environment (SLEE). JAIN SLEE defines interfaces and requirements mandatory for telco/Internet operations within carrier grade and Internet networks.
The JAIN APIs also include Protocol APIs, which are outside the scope of this document.
The JAIN SS7 APIs define Java classes to interface Transaction Capability Application Part (TCAP), Integrated Services Digital Network (ISDN) User Part (ISUP), Intelligent Network Application Part (INAP) and Mobile Application Part (MAP). The JAIN IP APIs include SIP, MGCP, MEGACO and H.323. This list will be expanded to meet industry requirements.
5.2.3
Released specification
First Public Release:

· JAIN Call Control (JCC) 1.0 : January 2001

5.2.4
Schedule (editor’s note: needs to be updated)
The first version of JAIN Service Provider APIs (SPA) and JAIN Service Logic Execution Environment (SLEE) are expected to be released in the near future.

The updated version of JAIN Call Control (JCC) is also scheduled.

5.2.5
Relationship with other bodies

- coordination with Parlay, ETSI and 3GPP on call control

5.3
ETSI

5.3.1
Overview

ETSI SPAN12 have developed the ETSI Standard, entitled as “API stage 3” [d1]. 
The ETSI Standard uses the Unified Modelling Language (UML) to describe access to Third Party Service applications via an Application Programming Interface (API).

The API is not a piece of code but provides mechanism by which objects transparently make requests to and receive responses from other objects on different platforms in heterogeneous distributed environments like Intelligent Networks.

The API is divided into a number of separate parts, these being: 

· Generic Service Interfaces

· Framework Interfaces 

· Service Data Definitions 

· Framework Data Definitions 

· Common Data Definitions 

· Sequence Transition Diagrams 

· Interface Definition Language (IDL) as defined by the Object Management Group (OMG)

2.1.1.3 5.3.2
Description

2.1.1.4 5.3.2.1
Architecture

The architecture of the API specification in ETSI is shown in Figure 5-3-1.
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Figure 5-3-1: Architecture of the API specification (editor’s note: needs to be updated)
2.1.1.5 5.3.2.2
Generic Service Interfaces (editor’s note: needs to be updated)
The API is split into two types of interface class descriptions, Service and Framework. Framework classes are those that are perceived to be applicable to the interface irrespective of the type of service that is being implemented at a specific moment in time e.g. Authentication. Whereas Service Interface classes are individual services that may be required by the client or network operator to enable the running of third party applications over the interface e.g. Messaging type service.

Each of these parts define the interfaces, parameters and state models that form part of the API specification. UML is used to specify the interface classes. As such it provides a UML interface class description of the methods (API calls) supported by that interface and the relevant parameters and types.

2.1.1.6 Framework Interfaces

The Framework is split into two different sections, the first addressing the Client view. The second addresses the relationship between the Service and Framework providers. The client to Framework section is split into 5 parts these being; Trust and Security Framework (which includes Authentication), Fault Management, Integrity Management, Service Subscription and Service Discovery. The Service to framework interface contains all of the same interfaces except for Service Subscription.
2.1.1.7 Service Data Definitions

Service Data Definitions provides the Data Definitions necessary to support the Generic Service interface. For instance the Generic Call Control Service Data Definitions describes each of the Data types that were shown in the detailed parameter descriptions made in the ‘Generic Call Control Service Interface’ part and so on.

2.1.1.8 Framework Data Definitions

Framework Data Definitions once again provides the Data Definitions necessary to support the Framework interface.

2.1.1.9 Common Data Definitions

Common Data Definitions provides the Data definitions that are common to both the Framework and Generic Service API parameters.

Sequence Transition Diagrams (STDs)

Sequence Transition Diagrams contains the sequence transition diagrams from each service. They are used to enhance the understanding of each service in more detail.

2.1.1.10 OMG IDL

OMG IDL provides an OMG IDL version of the whole API. It was felt useful that a working version of the API be produced so that the API could be realisable in the Market place of today. It was felt appropriate that this section be represented as an Annex to the Standard DES/SPAN-120070.

5.3.3
Released specification

(editor’s note: latest information should be described including the reference of the web site)

5.3.4
Schedule

(editor’s note: latest information should be described including the reference of the web site)
5.3.5
Relationship with other bodies

· cooperation to have common API based on UML model with Parlay and 3GPP

· cooperation with Parlay on framework, charging, and call control

· presence and availability(?)

5.4
3GPP

5.4.1
Overview
The Partners have agreed to co-operate in the production of globally applicable Technical Specifications and Technical Reports for a 3rd Generation Mobile System based on evolved GSM core networks and the radio access technologies that they support (i.e., Universal Terrestrial Radio Access (UTRA) both Frequency Division Duplex (FDD) and Time Division Duplex (TDD) modes).

The Partners have further agreed to co-operate in the maintenance and development of the Global System for Mobile communication (GSM) Technical Specifications and Technical Reports including evolved radio access technologies (e.g. General Packet Radio Service (GPRS) and Enhanced Data rates for GSM Evolution (EDGE)). The Project is called the "Third Generation Partnership Project" and may be known by the acronym "3GPP".

As a part of whole 3GPP's specifications, it has specified the Opens Service Access providing open service APIs.

5.4.2
Description

The Open Service Access (OSA) defines an architecture that enables operator and third party applications to make use of network functionality through an open standardized API (the OSA API) [4]. Figure 5-4-1 shows an overview of the Open Service Access being specified in 3GPP.
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Figure 5-4-1: Architecture of Open Service Access
The Open Service Access consists of three parts:
-
Applications: e.g. VPN, conferencing, location based applications. These applications are implemented in one or more Application Servers;

-
Framework: providing applications with basic mechanisms that enable them to make use of the service capabilities in the network. Examples of framework service capability features are Authentication and Discovery. Before an application can use the network functionality made available through Service Capability Features, authentication between the application and framework is needed. After authentication, the discovery service capability feature enables the application to find out which network service capability features are provided by the Service Capability Servers. The network service capability features are accessed by the methods defined in the OSA interfaces;

-
Service Capability Servers: providing the applications with service capability features, which are abstractions from underlying network functionality. Examples of service capability features offered by the Service Capability Servers are Call Control and User Location. Similar service capability features may possibly be provided by more than one Service Capability Server. For example, Call Control functionality might be provided by SCSs on top of CAMEL and MExE.

The OSA service capability features are specified in terms of a number of interfaces and their methods. The interfaces are divided into two groups:

· framework interfaces;
· network interfaces.
5.4.3
Released specification

3GPP's specifications are organized into series according to their function.   Under the responsibility of 3GPP are the GSM specifications transferred from ETSI Technical Committee SMG; and the third generation specifications originated in 3GPP.  

The specifications are batched in "Releases".   Each new Release adds further functionality to enhance the capabilities of networks and terminals built to that Release's specifications.  Using all the Technical Specifications (and Technical Reports) for a given Release, systems may be built to conform to the requirements of that Release.

Currently, the latest Release is "Release 4".

5.4.4
Schedule

New features included in each new Release are defined in the project plan.
The project plan and all Change Requests agreed by Working Groups are approved at plenary TSG meetings, and the resulting specifications are made available after each TSG SA meeting, four times a year.  The status of the specifications at these points in time is given in the corresponding "status list".
5.4.5
Relationship with other bodies
· Collaboration with ETSI Span 12 and Parlay to have common API specifications based on the common UML model

· Cooperation with JAIN on call control 

5.5
OMG

5.5.1
Overview 

The OMG was formed to create a component-based software marketplace by hastening the introduction of standardized object software. The organization's charter includes the establishment of industry guidelines and detailed object management specifications to provide a common framework for application development. Conformance to these specifications will make it possible to develop a heterogeneous computing environment across all major hardware platforms and operating systems. These specifications are used worldwide to develop and deploy distributed applications for vertical markets, including Manufacturing, Finance, Telecoms, Electronic Commerce, Real-time systems and Health Care. 

The Object Management Group (OMG) is an open membership, not-for-profit consortium that produces and maintains computer industry specifications for interoperable enterprise applications. The OMG is moving forward in establishing CORBA as the "Middleware that's Everywhere" through its worldwide standard specifications: CORBA/IIOP, Object Services, Internet Facilities and Domain Interface specifications, UML and other specifications supporting Analysis and Design.
5.5.2
Description

5.5.2.1
Object Management Architecture
OMG’s standardization is based on the Object Management Architecture shown in Figure 5-5-1 [5].  The Object Management Architecture (OMA) is a set of standard interfaces for standard objects that support CORBA applications. It includes the base-level CORBA services, the CORBA facilities, and a large and growing set of Domain Specifications.
[image: image9.wmf]
Figure 5-5-1: OMA: Object Management Architecture

5.5.2.2
Unified Modeling Language
The Unified Modeling Language standardizes representation of systemanalysis and design. It is supported by the Meta-Object Facility (the MOF), and XML Metadata Interchange (XMI), which standardize interchange of a target model from one design tool to another, and to other tools as related development progresses.
5.5.2.3
Inter-ORB Communication

Protocol-level ORB Interoperability is supported by GIOP (General Inter-ORB Protocol) and IIOP (Internet Inter-ORB Protocol).  While GIOP specifies protocol-independent Inter-ORB communication, IIOP specifies realization of GIOP over TCP/IP including management of its connection.  Relationship among ORB, GIOP and IIOP is illustrated in Figure 5-5-2.
[image: image10.wmf]
Figure 5-5-2: GIOP and IIOP
5.5.2.4  CORBA Component Model
CORBA Component Model (CCM) provides a secure and manageable framework for server applications.  Key concept of CCM is the CORBA Container illustrated in Figure 5-5-3, and it provides common framework for managing CORBA Components/Enterprise Java Beans (EJB) as well as for accessing CORBA Services, i.e. transactions, security, events, and persistence.
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Figure 5-5-3: CORBA Container and CORBA Components
2.1.1.11 5.5.2.5
Application-wise Specifications
Relevant Application-wise specifications are the following:
1) Telecom Service Access and Subscription facility (TSAS)[w8] 

2) CORBA/IN Interworking [w9]

5.5.3
Released specification

5.5.4
Schedule

5.5.5
Relationship with other bodies
OMG has close collaboration with many standard bodies including Parlay (Framework), TeleManagement Forum, Foundation for Intelligent Physical Agents, ISO JTC1/SC7, ASC T1M1, ECMA, Multimedia Communications Forum, CEN/ISSS (Information Society Standardization System) and ICT-SB (Information and Communications Technology Standards Board).

5.6
TINA
5.6.1
Overview

The first TINA Workshop assessed the common need for improving the way services are designed and the common opportunity for tomorrow's services offering according to increasing customer demands in the telecom community. It was also discovered that similar studies on a software architecture were being conducted in many parts of the world. These led to the creation of the TINA Consortium in 1993 for cooperatively defining a new software architecture that capitalizes on the latest advances in computer and telecommunications technologies to rationalize the organization of complex software for services and network management.
Towards the end of 1996, the TINA Consortium entered a phase of consolidating its results with the goal of making TINA real in the shortest possible time. Major progress was seen in different areas, e.g., extension of the Service Architecture to new classes of services, consolidation of the Network Resource Architecture and adoption of many features of the DPE architecture by the industry. TINA-C has been interacting with standards bodies and industry consortia, including ATMF, DAVIC, ITU-T, TMF and OMG in order to achieve harmony of mutual specifications and avoid duplication of work.

5.6.2
Description

5.6.2.1
Architecture developed in TINA
TINA Specification covers several architectural frameworks.  They are introduced below.

TINA Business Model
1) TINA Business model is a high-level enterprise model well applicable to a variety of multimedia info-communication services/businesses.  This model provides a set of business roles and a set of reference points where Object interfaces between the interacting roles will be given.


Figure 5-6-1: TINA Business Model and Reference Points (RPs)

TINA Service Architecture
TINA Service Architecture provides information and computational models for those generalized objects to be deployed in realizing Access Session and Service Session for multimedia info-communication services/ businesses on top of Communication Session.


Figure 5-6-2: TINA Service Architecture
TINA Service Architecture provides a basis for developing Service Architecture Components which may be used in many variation of multimedia services allowed by the business relationship according to TINA Business model.  Typical Service Architecture Components are shown below.  Here, Object interactions are shown by solid lines between components, and Object interfaces are shown by boxes at the edge of Components in association with related Object interactions. 


Figure 5-6-3: TINA Service Architecture Components
5.6.2.2
IN TINA Adaptation Unit
For the smooth migration from IN to TINA, TINA-C specified "IN access to TINA services and Connection Management (IN-TINA Adaptation Unit)". By this specification, communication between a legacy IN element and a TINA system is supported. To be more specific, the Adaptation Unit based on this specification is supposed to cope with INAP protocol conversion and adaptation of IN call model in order to ensure communication with a TINA system based on a DPE. In this specification, it will be assumed that the DPE will support operations defined in IDL. An overview of the Adaptation Unit is shown in Figure 5-6-5.
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Figure 5-6-5: IN-TINA Adaptation Unit

5.6.3
Released specification
Modeling and Service-oriented Specifications given by TINA are listed below.

1) Service Architecture

2) Retailer Reference Point

3) Service Component Specifications, Computational Model and Dynamics

4) Business Model and Reference Points

5) IN access to TINA services and Connection Management (IN-TINA Adaptation Unit)

6) TINA Conformance and Testing Framework
Note that there also exist Network Resource-oriented Specifications given by TINA, including Network Resource Architecture, Network Resource Information Model, Connectivity Service Reference Point, Terminal Connection Reference Point, Network Component Specification and IP Control and Management Specifications, although they are outside the scope of this reference document.

5.6.4
Schedule
TINA-C completed its intended objectives and terminated its activity at the end of the year 2000. All of its outputs are available in its Web-site[w10].

5.6.5
Relationship with other bodies
TINA-C had been collaborated with related standard bodies including ITU-T, OMG and 3GPP. Several standards reflecting TINA-C specifications have been approved by these bodies, including ITU-T Recommendations Z.130 and Z.600, OMG's Telecom Service Access and Subscription facility (TSAS) and 3GPP Open Service Architecture (OSA). 
6
Applicability
6.1
Objective

It is important to clarify the applicability of each existing API specifications, which are already released or being studied by standardization organization/industrial forum outside of the ITU-T from the following reasons:

· Avoid duplication of API specification work on the same area/target, and

· Providing information to assist the industry in applying API technologies.

Therefore, the objective of this section is to provide the applicability of each API specification so that an overview of API related work is given.

6.2
Classification of API

To clarify the applicability of many existing APIs specified by several standardization organization/industrial forum (SDOs, Forums), it is desirable to establish a simple reference model representing related network and application functions. This document utilizes the reference model described in Scope as a base to discuss the applicability of APIs.
In this reference model, the APIs are classified into four categories; Service Control APIs, Service Management APIs, 3rd Party APIs and Protocol/Resource APIs.
6.3
Applicability

This section provides the applicability of each API/Object Interface.

6.3.1
Criteria for applicability description
This document clarifies the applicability of each API from the viewpoints below. 

(1)
Functionality 

To which categories in section 6.2 does each API belongs will be described. This clarification may also provide the information that which APIs are useful for 

- 3rd Party, 

- Network operator or
Whether each API/Object Interface is applicable to both fixed and mobile environment or not may also be described.

(2) Language dependency and development support

Language dependency/independency, which closely related to the efficiency of the development, will be described if relevant information is available. Certified development tools, testing tools or reference programs for each API that support development will also be described if relevant information is available.

(3) Applicability for distributed environment

Applicability of the each API to the distributed object technologies (e.g. CORBA, RMI, etc) will be described.

6.3.2
Classification of individual APIs/Object Interfaces

3. Table 6-3-1  Classification of individual APIs/Object Interfaces
	Standard Bodies
	Service Control APIs
	Service Management APIs
	3rd Party APIs

	Parlay
	Service APIs
	
	Framework APIs

	JAIN
	JCC, SPA
	SLEE
	

	ETSI
	Service APIs
	
	Framework APIs

	3GPP
	OSA
	OSA
	OSA

	OMG
	
	TSAS
	

	TINA
	Service Session
	Access Session
	


6.3.3
Applicability Description
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UA = User Agent	    PA = Provider Agent


SF = Service Factory	    UAP = User Application
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