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Introduction

Throughout the Parlay and OSA interfaces, methods use set data types as parameters. Depending on specific signalling protocol mappings, operator policies, implementation limitations and so forth an upper limit on the size of the sets may be applicable and enforced by the SCS gateway. As an example, consider the locationReportReq method of the IpUserLocationCamel interface. This method takes users of type TpAddressSet as one of its parameters. For OSA Release 99 the mapping document 3G TR 29.998 recommends this method invocation to be mapped to the MAP AnyTimeInterrogation method. A MAP ATI is sent for every user specified in the users parameter of the locationReportReq. For reasons of signalling traffic load the gateway SCS may implement a policy to only allow locationReportReq's for a maximum of 10 users at a time.

Currently, there is no specific exception defined to signal an occurrence of exceeded set length to the application. General exceptions such as P_INVALID_PARAMETER_VALUE could be used. This paper proposes to add a dedicated exception to signal this specific error to the application, e.g. P_SET_LENGTH_EXCEEDED. Lucent Technologies would like to kindly request the meeting to discuss this proposal.

Resultant Changes

5.4.4
TpResultInfo

Defines further information relating to the result of the method, such as error codes.

Name
Value
Description

P_RESULT_INFO_UNDEFINED
0000h
No further information present

P_INVALID_DOMAIN_ID
0001h
Invalid client ID

P_INVALID_AUTH_CAPABILITY
0002h
Invalid authentication capability

P_INVALID_AGREEMENT_TEXT
0003h
Invalid agreement text

P_INVALID_SIGNING_ALGORITHM
0004h
Invalid signing algorithm

P_INVALID_INTERFACE_NAME
0005h
Invalid interface name

P_INVALID_SERVICE_ID
0006h
Invalid service ID

P_INVALID_EVENT_TYPE
0007h
Invalid event type 

P_SERVICE_NOT_ENABLED
0008h
The service ID does not correspond to a service that has been enabled

P_INVALID_ASSIGNMENT_ID
0009h
The assignment ID is invalid

P_INVALID_PARAMETER
000Ah
The method has been called with an invalid parameter

P_INVALID_PARAMETER_VALUE
000Bh
A method parameter has an invalid value

P_PARAMETER_MISSING
000Ch
A mandatory parameter has not been specified in the method call

P_RESOURCES_UNAVAILABLE
000Dh
The required resources in the network are not available

P_TASK_REFUSED
000Eh
The requested method has been refused

P_TASK_CANCELLED
000Fh
The requested method has been cancelled

P_INVALID_DATE_TIME_FORMAT
0010h
Invalid date and time format provided

P_NO_CALLBACK_ADDRESS_SET
0011h
The requested method is refused because no callback address is set

P_INVALID_SIGNATURE
0012h
Invalid digital signature

P_INVALID_SERVICE_TOKEN
0013h
The service token has not been issued, or it has expired.

P_ACCESS_DENIED
0014h
The client is not currently authenticated with the framework

P_INVALID_PROPERTY
0015h
The framework does not recognise the property supplied by the client

P_METHOD_NOT_SUPPORTED
0016h
The method is not allowed or supported within the context of the current service agreement.

P_NO_ACCEPTABLE_AUTH_CAPABILITY
0017h
An authentication mechanism, which is acceptable to the framework, is not supported by the client 

P_INVALID_INTERFACE_TYPE
0018h
The interface reference supplied by the client is the wrong type.

P_INVALID_ACCESS_TYPE
0019h
The framework does not support the type of access interface requested by the client.

P_SERVICE_ACCESS_DENIED
001Ah
The client application is not allowed to access this service.

P_USER_NOT_SUBSCRIBED
0030h
An application is unauthorised to access information and request services with regards to users that are not subscribed to the application.

P_APPLICATION_NOT_ACTIVATED
0031h
An application is unauthorised to access information and request services with regards to users that have deactivated that particular application.

P_USER_PRIVACY
0032h
An application is unauthorised to access information and request services with regards to users that have set their privacy flag regarding that particular service.

P_SET_LENGTH_EXCEEDED
0033h
The maximum set size is exceeded in a method parameter value.
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