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1 Introduction

Note that the use of “OSA” in the following text can be replaced by “Parlay”.

The usage of service properties in OSA for service discovery and for service registration is made using “complex” structures of data, which for a complex service are difficult to read/interpret and as well to create in a program. Another important draw back is that it is difficult to validate the syntax and content of the service property data. The pro for the current solution is that it matches the CORBA TBD service for service description. This is however not that good for solutions that is not based upon CORBA.

The suggestion described in this document is to change the service properties to XML files based upon a DTD file as described below. There are many pros for doing this.

1. The API is simplified using IpString types instead of the current complex data types

2. The API will not be changed by adding new types, which is similar to the current solution

3. More complex types may be created if needed in the XML file than in the current structure

4. The XML data may be validated using XML tools both online and offline

5. The XML data may be read and created using standard XML tools for the services

6. The XML data may easily be stored in a database as a plain text

7. The serialization of the XML data is very simple, improves performance but the amount of data is larger than today. The total performance will probably be unchanged

In total these listed items argue that the current solution should be changed to the XML based solution.

This contribution defines a DTD for the GCCS, MPCCS and Generic UI service properties, according to the TBD. This DTD can then easily be reused for the other service properties using the same structure.
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DTD file

<!-- ****************************************************************** -->

<!-- **                                                              ** -->

<!-- ** Call Control and User Interaction Service properties DTD     ** -->

<!-- **                                                              ** -->

<!-- **                                                              ** -->

<!-- ** Source: Incomit, Telcordia, Ericsson                         ** -->

<!-- **         anders.lundqvist@incmit.com,                         ** --> 

<!-- **         jbakker@research.telcordia.com                       ** -->

<!-- **         Ard.Jan.Moerdijk@eln.ericsson.se                     ** -->

<!-- **                                                              ** -->

<!-- ** Contents: This DTD defines the Service Properties used for   ** -->

<!-- **           the OSA/Parlay Service Registration and Discovery. ** -->

<!-- **                                                              ** -->

<!-- ****************************************************************** -->

<!ELEMENT ServiceProperties (GeneralServiceProperties, 

                             (GCCSProperties | MPCCSProperties | UISProperties)*) >

<!-- ================================================================== -->

<!-- == General Service Properties                                   == -->

<!-- ================================================================== -->

<!ELEMENT GeneralServiceProperties (P_SERVICE_NAME, P_SERVICE_VERSION,                            

                                    P_SERVICE_INSTANCE_DESCR, 

                                    P_PRODUCT_NAMN, P_PRODUCT_VERSION, 

                                    P_OPERATIONS) >

<!ELEMENT P_SERVICE_NAME (#PCDATA) >

<!ELEMENT P_SERVICE_VERSION (#PCDATA) >

<!ELEMENT P_SERVICE_INSTANCE_DESCR (#PCDATA) >

<!ELEMENT P_PRODUCT_NAMN (#PCDATA) >

<!ELEMENT P_PRODUCT_VERSION (#PCDATA) >

<!ELEMENT P_OPERATIONS (ITEM+) >

<!-- ================================================================== -->

<!-- == Multi Party Call Control Service Properties                  == -->

<!-- ================================================================== -->

<!ELEMENT MPCCSProperties (GCCSProperties, P_MAX_CALLLEGS_PER_CALL, P_UI_CALLLEG_BASED,

                           P_ROUTING_WITH_CALLLEG_OPERATIONS, P_MEDIA_ATTACH_EXPLICIT) >

<!ELEMENT P_MAX_CALLLEGS_PER_CALL (INTEGER) >

<!ELEMENT P_UI_CALLLEG_BASED (BOOLEAN)+ >

<!ELEMENT P_ROUTING_WITH_CALLLEG_OPERATIONS (BOOLEAN)+ >

<!ELEMENT P_MEDIA_ATTACH_EXPLICIT (BOOLEAN)+ >

<!ELEMENT P_RELEASE_PER_CALLLEG (BOOLEAN)+ >

<!-- ================================================================== -->

<!-- == General Call Control Service Properties                      == -->

<!-- ================================================================== -->

<!ELEMENT GCCSProperties (P_TRIGGERING_EVENT_TYPES, P_DYNAMIC_EVENT_TYPES,

                          P_ADDRESSPLAN, P_UI_CALL_BASED, P_UI_AT_ALL_STAGES,

                          P_MEDIA_TYPE, P_TRIGGERING_ADDRESSES, 

                          P_NOTIFICATION_TYPES, P_MONITOR_MODE,

                          P_NUMBERS_TO_BE_CHANGED, P_CHARGEPLAN_ALLOWED,

                          P_CHARGEPLAN_MAPPING) >

<!ELEMENT P_TRIGGERING_EVENT_TYPES (ITEM*) >

<!ELEMENT P_DYNAMIC_EVENT_TYPES (ITEM*) >

<!ELEMENT P_ADDRESSPLAN ((P_ADDRESS_PLAN_NOT_PRESENT |                                                 

                          P_ADDRESS_PLAN_UNDEFINED) | 

                         (P_ADDRESS_PLAN_IP | P_ADDRESS_PLAN_MULTICAST |

    


  P_ADDRESS_PLAN_UNICAST | P_ADDRESS_PLAN_E164 | 

                          P_ADDRESS_PLAN_AESA | P_ADDRESS_PLAN_URL | 

                          P_ADDRESS_PLAN_NSAP | P_ADDRESS_PLAN_SMTP |

                          P_ADDRESS_PLAN_MSMAIL | P_ADDRESS_PLAN_X400)*) >

<!ELEMENT P_ADDRESS_PLAN_NOT_PRESENT EMPTY >

<!ATTLIST P_ADDRESS_PLAN_NOT_PRESENT DETAIL CDATA #FIXED "-1">

<!ELEMENT P_ADDRESS_PLAN_UNDEFINED EMPTY >

<!ATTLIST P_ADDRESS_PLAN_UNDEFINED DETAIL CDATA #FIXED "0">

<!ELEMENT P_ADDRESS_PLAN_IP EMPTY >

<!ATTLIST P_ADDRESS_PLAN_IP DETAIL CDATA #FIXED "1">

<!ELEMENT P_ADDRESS_PLAN_MULTICAST EMPTY >

<!ATTLIST P_ADDRESS_PLAN_MULTICAST DETAIL CDATA #FIXED "2">

<!ELEMENT P_ADDRESS_PLAN_UNICAST EMPTY >

<!ATTLIST P_ADDRESS_PLAN_UNICAST DETAIL CDATA #FIXED "3">

<!ELEMENT P_ADDRESS_PLAN_E164 EMPTY >

<!ATTLIST P_ADDRESS_PLAN_E164 DETAIL CDATA #FIXED "4">

<!ELEMENT P_ADDRESS_PLAN_AESA EMPTY >

<!ATTLIST P_ADDRESS_PLAN_AESA DETAIL CDATA #FIXED "5">

<!ELEMENT P_ADDRESS_PLAN_URL EMPTY >

<!ATTLIST P_ADDRESS_PLAN_URL DETAIL CDATA #FIXED "6">

<!ELEMENT P_ADDRESS_PLAN_NSAP EMPTY >

<!ATTLIST P_ADDRESS_PLAN_NSAP DETAIL CDATA #FIXED "7">

<!ELEMENT P_ADDRESS_PLAN_SMTP EMPTY >

<!ATTLIST P_ADDRESS_PLAN_SMTP DETAIL CDATA #FIXED "8">

<!-- The P_ADDRESS_PLAN_MSMAIL is removed -->

<!ELEMENT P_ADDRESS_PLAN_MSMAIL EMPTY >

<!ATTLIST P_ADDRESS_PLAN_MSMAIL DETAIL CDATA #FIXED "9">

<!ELEMENT P_ADDRESS_PLAN_X400 EMPTY >

<!ATTLIST P_ADDRESS_PLAN_X400 DETAIL CDATA #FIXED "10">

<!ELEMENT P_UI_CALL_BASED (BOOLEAN+) >

<!ELEMENT P_UI_AT_ALL_STAGES (BOOLEAN+) >

<!ELEMENT P_MEDIA_TYPE (P_AUDIO|P_VIDEO|P_DATA)* >

<!ELEMENT P_AUDIO EMPTY >

<!ATTLIST P_AUDIO DETAIL CDATA #FIXED "0">

<!ELEMENT P_VIDEO EMPTY >

<!ATTLIST P_VIDEO DETAIL CDATA #FIXED "1">

<!ELEMENT P_DATA EMPTY >

<!ATTLIST P_DATA DETAIL CDATA #FIXED "2">

<!ELEMENT P_TRIGGERING_ADDRESSES (ADDRESS_RANGE*) >

<!ELEMENT P_NOTIFICATION_TYPES (P_ORIGINATING|P_TERMINATING)* >

<!ELEMENT P_ORIGINATING EMPTY >

<!ATTLIST P_ORIGINATING DETAIL CDATA #FIXED "0">

<!ELEMENT P_TERMINATING EMPTY >

<!ATTLIST P_TERMINATING DETAIL CDATA #FIXED "1">

<!ELEMENT P_MONITOR_MODE (P_INTERRUPT|P_NOTIFY)* >

<!ELEMENT P_INTERRUPT EMPTY >

<!ATTLIST P_INTERRUPT DETAIL CDATA #FIXED "1">

<!ELEMENT P_NOTIFY EMPTY >

<!ATTLIST P_NOTIFY DETAIL CDATA #FIXED "2">

<!ELEMENT P_NUMBERS_TO_BE_CHANGED (P_ORIGINAL_CALLED_PARTY_NUMBER | 

                                   P_REDIRECTING_NUMBER |

                                   P_TARGET_NUMBER | P_CALLING_PARTY_NUMBER)* >

<!ELEMENT P_ORIGINAL_CALLED_PARTY_NUMBER EMPTY >

<!ATTLIST P_ORIGINAL_CALLED_PARTY_NUMBER DETAIL CDATA #FIXED "0" >

<!ELEMENT P_REDIRECTING_NUMBER EMPTY >

<!ATTLIST P_REDIRECTING_NUMBER DETAIL CDATA #FIXED "1" >

<!ELEMENT P_TARGET_NUMBER EMPTY >

<!ATTLIST P_TARGET_NUMBER DETAIL CDATA #FIXED "2" >

<!ELEMENT P_CALLING_PARTY_NUMBER EMPTY >

<!ATTLIST P_CALLING_PARTY_NUMBER DETAIL CDATA #FIXED "3" >

<!ELEMENT P_CHARGEPLAN_ALLOWED (P_CHARGE_PER_TIME | P_TRANSPARANT_CHARGING |  

                                P_CHARGE_PLAN)* >

<!ELEMENT P_CHARGE_PER_TIME EMPTY >

<!ATTLIST P_CHARGE_PER_TIME DETAIL CDATA #FIXED "0" >

<!ELEMENT P_TRANSPARANT_CHARGING EMPTY >

<!ATTLIST P_TRANSPARANT_CHARGING DETAIL CDATA #FIXED "1" >

<!ELEMENT P_CHARGE_PLAN EMPTY >

<!ATTLIST P_CHARGE_PLAN DETAIL CDATA #FIXED "2" >

<!ELEMENT P_CHARGEPLAN_MAPPING (MAP*) >

<!ELEMENT MAP (P_CHARGE_PLAN_ID, P_NETWORK_CHARGE_PLAN_ID) >

<!ELEMENT P_CHARGE_PLAN_ID (#PCDATA) >

<!ELEMENT P_NETWORK_CHARGE_PLAN_ID (#PCDATA) >

<!-- ================================================================== -->

<!-- == Generic User Interaction Service Properties                  == -->

<!-- ================================================================== -->

<!ELEMENT UISProperties (P_INFO_TYPE, P_UI_TRIGGERING_ADDRESSES, P_SERVICE_CODE) >

<!ELEMENT P_INFO_TYPE (P_INFO_ID | P_URL | P_TEXT)+ >

<!ELEMENT P_INFO_ID EMPTY >

<!ATTLIST P_INFO_ID DETAIL CDATA #FIXED "0">

<!ELEMENT P_URL EMPTY >

<!ATTLIST P_URL DETAIL CDATA #FIXED "1">

<!ELEMENT P_TEXT EMPTY >

<!ATTLIST P_TEXT DETAIL CDATA #FIXED "2">

<!ELEMENT P_UI_TRIGGERING_ADDRESSES (ADDRESS_RANGE*) >

<!ELEMENT P_SERVICE_CODE (INTEGER*) >

<!-- ================================================================== -->

<!-- == Generic Service Property Types                               == -->

<!-- ================================================================== -->

<!ELEMENT BOOLEAN (TRUE|FALSE) >

<!ELEMENT TRUE EMPTY >

<!ELEMENT FALSE EMPTY >

<!ELEMENT ADDRESS_RANGE (#PCDATA) >

<!ELEMENT INTEGER (#PCDATA) >

<!ELEMENT ITEM (#PCDATA) >
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18 Service Properties

18.1 Service Property Types

The service property type defines which properties the supplier of an SCF supplier must provide when he registers an SCF. 

At Service Registration the properties of a type must be interpreted as the set of values that can be supported by the service. If a service type has a certain property (e.g. "CAN_DO_SOMETHING"), a service registers with a property value of {"true", "false"}. This means that the SCS is able to support Service instances where this property is used or allowed and instances where this property is not used or allowed. This clarifies why sets of values must be used for the property values instead of primitive types. 

At establishment of the Service Level Agreement the property can then be set to the value of the specific agreement. The context of the Service Level Agreement thus restricts the set of property values of the SCS and will thus lead to a sub-set of the service property values.  When the correct SCF is instantiated during the discovery and selection procedure
, the Service Properties must thus be interpreted as the requested property values. 

All property values are represented in an XML based file, according to the defined DTD file. The following table shows all supported property types.

	Property type name
	Description
	Example value (array of strings)
	Interpretation of example value

	BOOLEAN_SET
	set of Booleans
	{"FALSE"}
	The set of booleans consisting of the boolean "false".

	INTEGER_SET
	set of integers
	{"1", "2", "5", "7"}
	The set of integers consisting of the integers 1, 2, 5 and 7.

	STRING
	One String
	“Abcdef”
	The string “Abcdef”

	STRING_SET 
	set of strings
	{"Sophia", "Rijen"}
	The set of strings consisting of the string “Sophia" and the string "Rijen"

	ADDRESSRANGE_SET
	set of address ranges
	{"123??*", "*.ericsson.se"}
	The set of address ranges consisting of ranges 123??* and *.ericsson.se.

	INTEGER_INTERVAL
	interval of integers
	{"5", "100"}
	The integers that are between or equal to 5 and 100.

	STRING_INTERVAL
	interval of strings
	{"Rijen", "Sophia"}
	The strings that are between or equal to the strings "Rijen" and "Sophia", in lexicographical order.

	INTEGER_INTEGER_MAP
	map from integers to integers
	{"1", "10", "2", "20", "3", "30"}
	The map that maps 1 to 10, 2 to 20 and 3 to 30.


The bounds of the string interval and the integer interval types may hold the reserved value "UNBOUNDED". If the left bound of the interval holds the value "UNBOUNDED", the lower bound of the interval is the smallest value supported by the type. If the right bound of the interval holds the value "UNBOUNDED", the upper bound of the interval is the largest value supported by the type.

18.2 General Service Properties

Each service instance has the following general properties:

· Service Name
· Service Version
· Service Instance ID
· Service Instance Description
· Product Name
· Product Version
· Supported Interfaces
18.2.1 Service Name

This property contains the name of the service, e.g. “UserLocation”, “UserLocationCamel”, “UserLocationEmergency” or “UserStatus”. Type STRING.
18.2.2 Service Version

This property contains the version of the APIs, to which the service is compliant, e.g. “2.1”. Type STRING.
18.2.3 Service Instance ID

This property uniquely identifies a specific instance of the service. The Framework generates this property. Type STRING.
18.2.4 Service Instance Description

This property contains a textual description of the service. Type STRING.
18.2.5 Product Name

This property contains the name of the product that provides the service, e.g. “Find It”, “Locate.com”. Type STRING.
18.2.6 Product Version

This property contains the version of the product that provides the service, e.g. “3.1.11”. Type STRING.
18.2.7 Supported Interfaces

This property contains a list of strings with interface names that the service supports, e.g. “IpUserLocation”, “IpUserStatus”Operation Set

	Property
	Type
	Description

	P_OPERATION_SET
	STRING_SET
	Specifies set of the operations the SCS supports.

The notation to be used is : {“Interface1.operation1”,”Interface1.operation2”, “Interface2.operation1”}, e.g.:

{“IpCall.createCall”,”IpCall.routeReq”}.


19 Data Definitions

This section provides the framework specific data definitions necessary to support the OSA interface specification.

This document is written using Hypertext link, to aid navigation through the data structures. Underlined text represents Hypertext links.

The general format of a data definition specification is the following:


Data type, that shows the name of the data type.


Description, that describes the data type.


Tabular specification, that specifies the data types and values of the data type.


Example, if relevant, shown to illustrate the data type.

19.1 Common Framework Data Definitions 

19.1.1 TpClientAppID

This is an identifier for the client application. It is used to identify the client to the framework.  This data type is identical to TpString and is defined as a string of characters that uniquely identifies the application. The content of this string shall be unique for each OSA API implementation (or unique for a network operator’s domain). This unique identifier shall be negotiated with the OSA operator and the application shall use it to identify itself. 

19.1.2 TpClientAppIDList

This data type defines a Numbered Set of Data Elements of type TpClientAppID.

19.1.3 TpDomainID

Defines the Tagged Choice of Data Elements that specify either the framework or the type of entity attempting to access the framework.

	
	Tag Element Type
	

	
	TpDomainIDType
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	P_FW
	TpFwID
	FwID

	P_CLIENT_APPLICATION
	TpClientAppID
	ClientAppID

	P_ENT_OP
	TpEntOpID
	EntOpID

	P_REGISTERED_SERVICE
	TpServiceID
	ServiceID

	P_SERVICE_SUPPLIER
	TpServiceSupplierID
	ServiceSupplierID


19.1.4 TpDomainIDType

Defines either the framework or the type of entity attempting to access the framework

	Name
	Value
	Description

	P_FW
	0
	The framework

	P_CLIENT_APPLICATION
	1
	A client application

	P_ENT_OP
	2
	An enterprise operator

	P_REGISTERED_SERVICE
	3
	A registered service

	P_SERVICE_SUPPLIER
	4
	A service supplier


19.1.5 TpEntOpID

This data type is identical to TpString and is defined as a string of characters that identifies an enterprise operator. In conjunction with the application it uniquely identifies the enterprise operator which uses a particular OSA Service Capability Feature.

19.1.6 TpPropertyName

This data type is identical to TpString. It is the name of a generic “property”.

19.1.7 TpPropertyValue

This data type is identical to TpString.  It is the value (or the list of values) associated with a generic “property”.

19.1.8 TpProperty

This data type is a Sequence of Data Elements which describes a generic “property”. It is a structured data type consisting of the following {name,value} pair:

	Sequence Element

Name
	Sequence Element

Type

	PropertyName
	TpPropertyName

	PropertyValue
	TpPropertyValue


19.1.9 TpPropertyList

This data type defines a Numbered List of Data Elements of type TpProperty.

19.1.10 TpEntOpIDList

This data type defines a Numbered Set of Data Elements of type TpEntOpID. 

19.1.11 TpFwID

This data type is identical to TpString and identifies the Framework to a client application (or Service Capability Feature)

19.1.12 TpService

This data type is a Sequence of Data Elements which describes a registered SCFs. It is a structured type which consists of:

	Sequence Element

Name
	Sequence Element

Type
	Documentation

	ServiceID
	TpServiceID
	

	ServicePropertyList
	TpServicePropertyList
	


19.1.13 TpServiceList

This data type defines a Numbered Set of Data Elements of type TpService. 

19.1.14 TpServiceDescription

This data type is a Sequence of Data Elements which describes a registered SCF. It is a structured data type which consists of:

	Sequence Element

Name
	Sequence Element

Type
	Documentation

	ServiceTypeName
	TpServiceTypeName
	

	ServicePropertyList
	TpServicePropertyList
	


19.1.15 TpServiceID

This data type is identical to a TpString, and is defined as a string of characters that uniquely identifies an instance of a SCF interface. The string is automatically generated by the Framework, and comprises a TpUniqueServiceNumber,  TpServiceTypeName, and a number of relevant TpServiceSpecString, which are concatenated using a forward separator (/) as the separation character.

19.1.16 TpServiceIDList

This data type defines a Numbered Set of Data Elements of type TpServiceID.

19.1.17 TpServiceIDRef

Defines a Reference to type TpServiceId.

19.1.18 TpServiceSpecString

This data type is identical to a TpString, and is defined as a string of characters that uniquely identifies the name of an SCF specialization interface. Other network operator  specific capabilities may also be used, but should be preceded by the string "SP_".The following values are defined for OSA release 99.

	Character String Value
	Description

	NULL
	An empty (NULL) string indicates no SCF specialization

	P_CALL
	The Call  specialization of the of the User Interaction SCF


19.1.19 TpUniqueServiceNumber

This data type is identical to a TpString, and is defined as a string of characters that represents a unique number that  is used to build the service ID (refer to TpServiceID).

19.1.20 

	

	

	

	
	
	

	
	
	

	
	
	


19.1.21 TpServiceTypePropertyList

This data type contains an XML file defined by the service type property DTD file. The type of the TpServiceTypePropertyList is TpString.
19.1.22 

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


19.1.23 

19.1.24 

19.1.25 
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19.1.29 TpServicePropertyList

This data type contains an XML file defined by the service property DTD file. The type of the TpServiceTypePropertyList is TpString..

19.1.30 TpServiceSupplierID

This is an identifier for a service supplier. It is used to identify the supplier to the framework.  This data type is identical to TpString.

19.1.31 TpServiceTypeDescription

This data type is a Sequence_of_Data_Elements which describes an SCF type. It is a structured data type. It consists of:

	Sequence Element

Name
	Sequence Element

Type
	Documentation

	ServiceTypePropertyList
	TpServiceTypePropertyList
	an XML file containing the ServiceTypePropertyList using the service type property DTD 

	ServiceTypeNameList
	TpServiceTypeNameList
	the names of the super types of the associated SCF type

	EnabledOrDisabled
	TpBoolean
	an indication whether the SCF type is enabled (true) or disabled (false)


19.1.32 TpServiceTypeName

This data type is identical to a TpString, and is defined as a string of characters that uniquely identifies the type of an SCF interface. Other Network operator specific capabilities may also be used, but should be preceded by the string "SP_".The following values are defined for OSA release 99.

	Character String Value
	Description

	NULL
	An empty (NULL) string indicates no SCF name

	P_CALL_CONTROL
	The name of the Call Control SCF

	P_USER_INTERACTION
	The name of the User Interaction SCFs

	P_TERMINAL_CAPABILITIES
	The name of the Terminal Capabilities SCF

	P_USER_LOCATION_CAMEL
	The name of the Network User Location SCF

	P_USER_STATUS
	The name of the User Status SCF

	P_DATA_SESSION_CONTROL
	The name of the Data Session Control SCF


19.1.33 TpServiceTypeNameList

This data type defines a Numbered Set of Data Elements of type TpServiceTypeName. 

19.2 Event Notification Data Definitions

19.2.1 TpFwEventName

Defines the name of event being notified..

	Name
	Value
	Description

	P_EVENT_FW_NAME_UNDEFINED
	0
	Undefined


19.2.2 TpFwEventCriteria

Defines the Tagged Choice of Data Elements that specify the criteria for an event notification to be generated. In the OSA APIs no framework events are supported.

	
	Tag Element Type
	

	
	TpFwEventName
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	
	
	


19.2.3 TpFwEventInfo

Defines the Tagged Choice of Data Elements that specify the information returned to the application in an event notification. In the OSA APIs no framework events are supported.

	
	Tag Element Type
	

	
	TpFwEventName
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	P_EVENT_FW_NAME_UNDEFINED
	TpString
	EventNameUndefined


19.3 Trust and Security Management Data Definitions

19.3.1 TpAccessType

This data type is identical to a TpString. This identifies the type of access interface requested by the client application. If they request P_ACCESS, then a reference to the IpAccess interface is returned. (Network operators can define their own access interfaces to satisfy client requirements for different types of access. These can be selected using the TpAccessType, but should be preceded by the string "SP_". The following value is defined for OSA release 99:

	String Value
	Description

	P_ACCESS
	Access using the OSA Access Interfaces: IpAccess and IpAppAccess


19.3.2 TpAuthType

This data type is identical to a TpString. It identifies the type of authentication mechanism requested by the client. It provides Network operators and client's with the opportunity to use an alternative to the OSA Authentication interface, e.g. CORBA Security. OSA Authentication is the default authentication method. Other Network operator specific capabilities may also be used, but should be preceded by the string “SP_”. The following value is defined for OSA release 99:

	String Value
	Description

	P_AUTHENTICATION
	Indicates the default authentication method, i.e. the IpAuthentication and IpAppAuthentication interfaces.


19.3.3 TpAuthCapability

This data type is identical to a TpString, and is defined as a string of characters that identify the authentication capabilities that could be supported by the OSA. Other Network operator specific capabilities may also be used, but should be preceded by the string "SP_". Capabilities may be concatenated, using commas (,) as the separation character. The following values are defined for OSA release 99.

	String Value
	Description

	NULL
	An empty (NULL) string indicates no client capabilities.

	P_DES_56
	A simple transfer of secret information that is shared between the client application and the framework with protection against interception on the link provided by the DES algorithm with a 56bit shared secret key

	P_DES_128
	A simple transfer of secret information that is shared between the client entity and the framework with protection against interception on the link provided by the DES algorithm with a 128bit shared secret key

	P_RSA_512
	A public-key cryptography system providing authentication without prior exchange of secrets using 512 bit keys

	P_RSA_1024
	A public-key cryptography system providing authentication without prior exchange of secrets using 1024bit keys


19.3.4 TpAuthCapabilityList 

This data type is identical to a TpString. It is a string of multiple TpAuthCapability concatenated using a comma (,)as the separation character.

19.3.5 TpEndAccessProperties

This data type is of type TpPropertyList.  It identifies the actions that the framework should perform when an application or service capability feature entity ends its access session (e.g. existing service capability or application sessions may be stopped, or left running).

19.3.6 TpAuthDomain

This is Sequence of Data Elements containing all the data necessary to identify a domain: the domain identifier, and a reference to the authentication interface of the domain

	Sequence Element Name
	Sequence Element Type
	Description

	DomainID
	TpDomainID
	Identifies the domain for authentication. This  identifier is assigned to the domain during the initial contractual agreements, and is valid during the lifetime of the contract.

	AuthInterface
	IpInterfaceRef
	Identifies the authentication interface of the specific entity. This data element has the same lifetime as the domain authentication process, i.e. in principle a new interface reference can be provided each time a domain intents to access another. 


19.3.7 TpInterfaceName

This data type is identical to a TpString, and is defined as a string of characters that identify the names of the framework SCFs that are to be supported by the OSA API. Other Network operator specific SCFs may also be used, but should be preceded by the string "SP_".The following values are defined for OSA release 99.

	Character String Value
	Description

	P_DISCOVERY
	The name for the Discovery interface.

	P_EVENT_NOTIFICATION
	The name for the Event Notification interface.

	P_OAM
	The name for the OA&M interface.

	P_LOAD_MANAGER
	The name for the Load Manager interface.

	P_FAULT_MANAGER
	The name for the Fault Manager interface.

	P_HEARTBEAT_MANAGEMENT
	The name for the Heartbeat Management interface.

	P_REGISTRATION
	The name for the Service Registration interface.

	P_ENT_OP_ACCOUNT_MANAGEMENT
	The name for the Service Subscription: Enterprise Operator Account Management interface.

	P_ENT_OP_ACCOUNT_INFO_QUERY
	The name for the Service Subscription: Enterprise Operator Account Information Query interface.

	P_SVC_CONTRACT_MANAGEMENT
	The name for the Service Subscription: Service Contract Management interface.

	P_SVC_CONTRACT_INFO_QUERY
	The name for the Service Subscription: Service Contract Information Query interface.

	P_CLIENT_APP_MANAGEMENT
	The name for the Service Subscription: Client Application Management interface.

	P_CLIENT_APP_INFO_QUERY
	The name for the Service Subscription: Client Application Information Query interface.

	P_SVC_PROFILE_MANAGEMENT
	The name for the Service Subscription: Service Profile Management interface.

	P_SVC_PROFILE_INFO_QUERY
	The name for the Service Subscription: Service Profile Information Query interface.


19.3.8 TpServiceAccessControl

This is Sequence of Data Elements containing the access control policy information controlling access to the service capability feature, and the trustLevel that the Network operator has assigned to the client application.

	Sequence Element Name
	Sequence Element Type

	Policy
	TpString

	TrustLevel
	TpString


The policy  parameter indicates whether access has been granted or denied. If granted then the parameter trustLevel must also have a value.

The trustLevel parameter indicates the trust level that the Network operator has assigned to the client application.

19.3.9 TpSecurityContext

This data type is identical to a TpString and contains a group of security relevant attributes.
19.3.10 TpSecurityDomain

This data type is identical to a TpString and contains the security domain in which the client application is operating.

19.3.11 TpSecurityGroup

This data type is identical to a TpString and contains a definition of the access rights associated with all clients that belong to that group.

19.3.12 TpServiceAccessType

This data type is identical to a TpString and contains a definition of the specific security model in use.

19.3.13 TpServiceToken

This data type is identical to a TpString, and identifies a selected SCF. This is a free format text token returned by the framework, which can be signed as part of a service agreement. This will contain Network operator specific information relating to the service level agreement. The serviceToken has a limited lifetime, which is the same as the lifetime of the service agreement in normal conditions. If something goes wrong the serviceToken expires, and any method accepting the serviceToken will return an error code (P_INVALID_SERVICE_TOKEN). Service Tokens will automatically expire if the client or framework invokes the endAccess method on the other's corresponding access interface.

19.3.14 TpSignatureAndServiceMgr

This is a Sequence of Data Elements containing the digital signature of the framework for the service agreement, and a reference to the SCF manager interface of the SCF.

	Sequence Element Name
	Sequence Element Type

	DigitalSignature
	TpString

	ServiceMgrInterface
	IpServiceRef


The digitalSignature is the signed version of a hash of the service token and agreement text given by the client application.

The ServiceMgrInterface is a reference to the SCF manager interface for the selected SCF.

19.3.15 TpSigningAlgorithm

This data type is identical to a TpString, and is defined as a string of characters that identify the signing algorithm that must be used. Other Network operator specific capabilities may also be used, but should be preceded by the string "SP_". The following values are defined for OSA release 99.

	String Value
	Description

	NULL
	An empty (NULL) string indicates no signing algorithm is required

	P_MD5_RSA_512
	MD5 takes an input message of arbitrary length and produces as output a 128-bit message digest of the input. This is then encrypted with the private key under the RSA public-key cryptography system using a 512 bit key.     

	P_MD5_RSA_1024
	MD5 takes an input message of arbitrary length and produces as output a 128-bit message digest of the input. This is then encrypted with the private key under the RSA public- key cryptography system using a 1024 bit key


19.4 Integrity Management Data Definitions 

19.4.1 TpActivityTestRes

This type is identical to TpString and is an implementation specific result. The values in this data type are  “Available” or “Unavailable”.

19.4.2 TpFaultStatsRecord

This defines the set of records to be returned giving fault information for the requested time period.

	Sequence Element Name
	Sequence Element Type

	Period
	TpTimeInterval

	FaultRecords
	TpFaultStatsSet


19.4.3 TpFaultStats
This defines the sequence of data elements which provide the statistics on a per fault type basis. 

	Sequence Element Name
	Sequence Element Type
	Description

	Fault
	TpInterfaceFault
	

	Occurrences
	TpInt32
	The number of separate instances of this fault

	MaxDuration
	TpInt32
	The number of seconds duration of the longest fault

	TotalDuration
	TpInt32
	The cumulative duration (all occurrences)

	NumberOfClientsAffected
	TpInt32
	The number of clients informed of the fault by the Fw


Occurrences is the number of separate instances of this fault during the period. MaxDuration and TotalDuration are the number of seconds duration of the longest fault and the cumulative total during the period. NumberOfClientsAffected is the number of clients informed of the fault by the framework. 

19.4.4 TpFaultStatsSet
This data type defines a Numbered Set of Data Elements of type TpFaultStats
19.4.5 TpActivityTestID

This data type is identical to a TpInt32, and is used as a token to match activity test requests with their results..

19.4.6 TpInterfaceFault

Defines the cause of the interface fault detected.

	Name
	Value
	Description

	INTERFACE_FAULT_UNDEFINED
	0
	Undefined

	INTERFACE_FAULT_LOCAL_FAILURE
	1
	A fault in the local API software or hardware has been detected

	INTERFACE_FAULT_GATEWAY_FAILURE
	2
	A fault in the gateway API software or hardware has been detected

	INTERFACE_FAULT_PROTOCOL_ERROR
	3
	An error in the protocol used on the client-gateway link has been detected 


19.4.7 TpSvcUnavailReason

Defines the reason why a SCF is unavailable.

	Name
	Value
	Description

	SERVICE_UNAVAILABLE_UNDEFINED
	0
	Undefined

	SERVICE_UNAVAILABLE_LOCAL_FAILURE
	1
	The Local API software or hardware has failed

	SERVICE_UNAVAILABLE_GATEWAY_FAILURE
	2
	The gateway API software or hardware has failed

	SERVICE_UNAVAILABLE_OVERLOADED
	3
	The SCF is fully overloaded

	SERVICE_UNAVAILABLE_CLOSED
	4
	The SCF has closed itself (e.g. to protect from fraud or malicious attack)


19.4.8 TpFWUnavailReason

Defines the reason why the Framework is unavailable.

	Name
	Value
	Description

	FW_UNAVAILABLE_UNDEFINED
	0
	Undefined

	FW_UNAVAILABLE_LOCAL_FAILURE
	1
	The Local API software or hardware has failed

	FW_UNAVAILABLE_GATEWAY_FAILURE
	2
	The gateway API software or hardware has failed

	FW_UNAVAILABLE_OVERLOADED
	3
	The framework is fully overloaded

	FW_UNAVAILABLE_CLOSED
	4
	The framework has closed itself (e.g. to protect from fraud or malicious attack)

	FW_UNAVAILABLE_PROTOCOL_FAILURE
	5
	The protocol used on the client-gateway link has failed


19.4.9 TpLoadLevel

Defines the Sequence of Data Elements that specify load level values. 

	Name
	Value
	Description

	LOAD_LEVEL_NORMAL
	0
	Normal load

	LOAD_LEVEL_OVERLOAD
	1
	Overload

	LOAD_LEVEL_SEVERE_OVERLOAD
	2
	Severe Overload 


19.4.10 TpLoadThreshold

Defines the Sequence of Data Elements that specify the load threshold  value. The actual load threshold value is application and SCF dependent, so is their relationship with load level.

	Sequence Element Name
	Sequence Element Type

	LoadThreshold
	TpFloat


19.4.11 TpLoadInitVal

Defines the Sequence of Data Elements that specify the pair of load level and associated load threshold  value.

	Sequence Element Name
	Sequence Element Type

	LoadLevel
	TpLoadLevel

	LoadThreshold
	TpLoadThreshold


19.4.12 TpTimeInterval

Defines the Sequence of Data Elements that specify a time interval.

	Sequence Element Name
	Sequence Element Type

	StartTime
	TpDateAndTime

	StopTime
	TpDateAndTime


19.4.13 TpLoadPolicy

Defines the load balancing policy. 

	Sequence Element Name
	Sequence Element Type

	LoadPolicy
	TpString


19.4.14 TpLoadStatistic

Defines the Sequence of Data Elements that represents a load statistic record for a specific entity (i.e. framework, service or application) at a specific date and time.

	Sequence Element Name
	Sequence Element Type

	LoadStatisticEntityID
	TpLoadStatisticEntityID

	TimeStamp
	TpDateAndTime

	LoadStatisticInfo
	TpLoadStatisticInfo


19.4.15 TpLoadStatisticList

Defines a Numbered List of Data Elements of type TpLoadStatistic.

19.4.16 TpLoadStatisticData

Defines the Sequence of Data Elements that represents load statistic information

	Sequence Element Name
	Sequence Element Type

	LoadValue
	TpFloat

	LoadLevel
	TpLoadLevel


Note: LoadValue is expressed as a percentage.

19.4.17 TpLoadStatisticEntityID

Defines the Tagged Choice of Data Elements that specify the type of entity (i.e. service, application or framework) providing load statistics.

	
	Tag Element Type
	

	
	TpLoadStatisticEntityType
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	P_LOAD_STATISTICS_FW_TYPE
	TpFwID
	FrameworkID

	P_LOAD_STATISTICS_SVC_TYPE
	TpServiceID
	ServiceID

	P_LOAD_STATISTICS_APP_TYPE
	TpClientAppID
	ClientAppID


19.4.18 TpLoadStatisticEntityType

Defines the type of entity (i.e. service, application or framework) supplying load statistics.

	Name
	Value
	Description

	P_LOAD_STATISTICS_FW_TYPE
	0
	Framework-type load statistics

	P_LOAD_STATISTICS_SVC_TYPE
	1
	Service-type load statistics

	P_LOAD_STATISTICS_APP_TYPE
	2
	Application-type load statistics


19.4.19 TpLoadStatisticInfo

Defines the Tagged Choice of Data Elements that specify the type of load statistic information (i.e. valid or invalid).

	
	Tag Element Type
	

	
	TpLoadStatisticInfoType
	


	Tag Element Value
	Choice Element Type
	Choice Element Name

	P_LOAD_STATISTICS_VALID
	TpLoadStatisticData
	LoadStatisticData

	P_LOAD_STATISTICS_INVALID
	TpLoadStatisticError
	LoadStatisticError


19.4.20 TpLoadStatisticInfoType

Defines the type of load statistic information (i.e. valid or invalid).

	Name
	Value
	Description

	P_LOAD_STATISTICS_VALID
	0
	Valid load statistics

	P_LOAD_STATISTICS_INVALID
	1
	Invalid load statistics


19.4.21 TpLoadStatisticError

Defines the error code associated with a failed attempt to retrieve any load statistics information. 

	Name
	Value
	Description

	P_LOAD_INFO_ERROR_UNDEFINED
	0
	Undefined error

	P_LOAD_INFO_UNAVAILABLE
	1
	Load statistics unavailable


19.5 Service Subscription Data Definitions 

19.5.1 TpPropertyName

This data type is identical to TpString. It is the name of a generic “property”.

19.5.2 TpPropertyValue

This data type is identical to TpString.  It is the value (or the list of values) associated with a generic “property”.

19.5.3 TpProperty

This data type is a Sequence of Data Elements which describes a generic “property”. It is a structured data type consisting of the following {name,value} pair:

	Sequence Element

Name
	Sequence Element

Type

	PropertyName
	TpPropertyName

	PropertyValue
	TpPropertyValue


19.5.4 TpPropertyList

This data type defines a Numbered List of Data Elements of type TpProperty.

19.5.5 TpEntOpProperties

This data type is of type TpPropertyList.  It identifies the list of properties associated with an enterprise operator: e.g. name, organisation, address, phone, e-mail, fax, payment method (credit card, bank account).

19.5.6 TpEntOp

This data type is a Sequence of Data Elements which describes an enterprise operator. It is a  structured data type, consisting of a unique “enterprise operator ID” and a list of “enterprise operator properties”, as follows:

	Sequence Element

Name
	Sequence Element

Type

	EntOpID
	TpEntOpID

	EntOpProperties
	TpEntOpProperties


19.5.7 TpServiceContractID

This data type is identical to TpString. It uniquely identifies the contract, between an enterprise operator and the framework, for the use of a Parlay service by the enterprise.

19.5.8 TpPersonName

This data type is identical to TpString. It is the name of a generic “person”.

19.5.9 TpPostalAddress

This data type is identical to TpString. It is the mailing address of a generic “person”.

19.5.10 TpTelephoneNumber

This data type is identical to TpString. It is the telephone number of a generic “person”.

19.5.11 TpEmail

This data type is identical to TpString. It is the email address of a generic “person”.

19.5.12 TpHomePage

This data type is identical to TpString. It is the web address of a generic “person”.

19.5.13 TpPersonProperties

This data type is of type TpPropertyList. It identifies the list of additional properties, other than those listed above, that can be associated with a generic “person”.

19.5.14 TpPerson

This data type is a Sequence of Data Elements which describes a generic “person”: e.g. a billing contact, a service requestor.  It is a structured data type which consists of:

	Sequence Element

Name
	Sequence Element

Type

	PersonName
	TpPersonName

	PostalAddress
	TpPostalAddress

	TelephoneNumber
	TpTelephoneNumber

	Email
	TpEmail

	HomePage
	TpHomePage

	PersonProperties
	TpPersonProperties


19.5.15 TpServiceStartDate

This is of type TpDateAndTime. It identifies the contractual start date and time for the use of a Parlay service by an enterprise or an enterprise SAG.

19.5.16 TpServiceEndDate

This is of type TpDateAndTime. It identifies the contractual end date and time for the use of a Parlay service by an enterprise or an enterprise SAG. 

19.5.17 TpServiceRequestor

This is of type TpPerson.  It identifies the enterprise person requesting use of a Parlay service: e.g. the enterprise operator. 

19.5.18 TpBillingContact

This is of type TpPerson. It identifies the enterprise person responsible for billing issues associated with an enterprise’s use of a Parlay service.

19.5.19 TpServiceSubscriptionProperties

This is of type TpPropertyList.  It specifies a subset of all available service properties and service property values that apply to an enterprise’s use of a Parlay service.

19.5.20 TpServiceContract

This data type is a Sequence of Data Elements which describes a service contract.  This contract should conform to a previously negotiated high-level agreement (regarding Parlay services, their usage and the price, etc.), if any, between the enterprise operator and the framework operator.  It is a structured data type which consists of:

	Sequence Element

Name
	Sequence Element

Type

	ServiceContractID
	TpServiceContractID

	ServiceRequestor
	TpServiceRequestor

	BillingContact
	TpBillingContact

	ServiceStartDate
	TpServiceStartDate

	ServiceEndDate
	TpServiceEndDate

	ServiceTypeName
	TpServiceTypeName

	ServiceID
	TpServiceID

	ServiceSubscriptionProperties
	TpServiceSubscriptionProperties


19.5.21 TpPassword

This data type is identical to TpString.  It is a password assigned to a client application for authentication purposes.

19.5.22 TpClientAppProperties

This is of type TpPropertyList. The client application properties is a list of {name,value} pairs, for bilateral agreement between the enterprise operator and the framework.

19.5.23 TpClientAppDescription

This data type is a Sequence of Data Elements which describes an enterprise client application. It is a structured data type, consisting of a unique “client application ID”, password and a list of “client application properties: 

	Sequence Element

Name
	Sequence Element

Type

	ClientAppID
	TpClientAppID

	Password
	TpPassword

	ClientAppProperties
	TpClientAppProperties


19.5.24 TpSagID

This data type is identical to TpString. It uniquely identifies a Subscription Assignment Group (SAG) of client applications within an enterprise.

19.5.25 TpSagIDList

This data type defines a Numbered List of Data Elements of type TpSagID.

19.5.26 TpSagDescription

This data type is identical to TpString. It describes a SAG: e.g. a list of identifiers of the constituent client applications, the purpose of the “grouping”. 

19.5.27 TpSag

This data type is a Sequence of Data Elements which describes a Subscription Assignment Group (SAG) of client applications within an enterprise. It is a structured data type consisting of a unique SAG ID and a description: 

	Sequence Element

Name
	Sequence Element

Type

	SagID
	TpSagID

	SagDescription
	TpSagDescription


19.5.28 TpServiceProfileID

This data type is identical to TpString. It uniquely identifies the service profile, which further constrains how an enterprise SAG uses a Parlay service.

19.5.29 TpServiceProfileIDList

This data type defines a Numbered List of Data Elements of type TpServiceProfileID.

19.5.30 TpServiceProfile

This data type is a Sequence of Data Elements which describes a Service Profile.  A service contract contains one or more Service Profiles, one for each SAG in the enterprise operator domain. A service profile is a restriction of the service contract in order to provide restricted service features to a SAG.  It is a structured data type which consists of:

	Sequence Element

Name
	Sequence Element

Type

	ServiceProfileID
	TpServiceProfileID

	ServiceContractID
	TpServiceContractID

	ServiceStartDate
	TpServiceStartDate

	ServiceEndDate
	TpServiceEndDate

	ServiceTypeName
	TpServiceTypeName

	ServiceSubscriptionProperties
	TpServiceSubscriptionProperties





























� This is achieved through the getServiceManager() operation in the Service Factory interface.





	* Contact: 
	Anders Lundqvist

John-Luc Bakker

Ard-Jan Moerdijk
	(+46-54-176703 / * anders.lundqvist@incomit.com

(                          / *  jbakker@research.telcordia.com 

(                          / *  Ard.Jan.Moerdijk@eln.ericsson.se                     


C:\DOCUME~1\zoicas\LOCALS~1\Temp\N5-010194_120070_3_v000.doc

