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SIP Support in Parlay

Nick Edwards

This document contains recommendations for improved SIP support in Parlay Call Control. It includes recommendations on how SIP addresses could be supported in Parlay. The suggested scheme for supporting addresses requires no changes to the Parlay interfaces and data-types, but requires additional documentation on how SIP addresses are represented and compared.

Introduction

Over recent months there has been growing interest in the use of SIP
 as a protocol for call control. Furthermore, the decision of the 3GPP to use SIP has the signalling protocol for third generation networks means that it is now likely that SIP will become highly significant for next generation networks. Although Parlay has been designed as a network-independent call control layer, it would be of limited value if it could only support the common minimum features of the different signalling protocols used. Indeed, Parlay already contains many optional parameters and methods which allow fuller support of specific protocols such as INAP.

In this document, a number of specific issues are identified, of areas where support for SIP could be improved in Parlay. None of these changes is major, and would not affect the usage of Parlay with other signalling protocols.

Call Queuing

Parlay does not support any message being sent to the application stating that a call has been queued. P_CALL_REPORT_QUEUED should also be added to the TpCallReportType data type. A string Info in the call report could also be mapped to the text associated with the queuing statement.

Recommendation

P_CALL_REPORT_QUEUED should be added to TpCallReportType

Call Reports and Errors

Parlay categorises responses from Routing requests into reports and errors. A report indicates success or that re-routing is possible. An error indicates a failed call i.e. the call or call leg cannot be re-routed. With a Parlay gateway on a SIP network, all calls/call legs may be re-routed because SIP supports re-Invite. Thus it is not clear whether there is any role for P_CALL_ERROR... A number of errors may be corrected at the SIP level, for example, a SIP proxy could re-route an invite, re-write an invite to change media, etc. Thus many error codes may be in some circumstances be corrected at the SIP level, transparently to the Parlay application. An example is the 400 Bad Request message which should be sent when an invalid address is received. However, the obvious Parlay message P_CALL_ERROR_INVALID_ADDRESS cannot be used because the call is re-routable.

Recommendation

The role of RouteErr should be clarified. There are currently only two (defined) errors which can be returned:

P_CALL_ERROR_INVALID_ADDRESS
When an application sends a RouteReq, the gateway will do some initial checks on the address, returning a synchronous error of P_GCCS_ERROR_INVALID_ADDRESS if the address is immediately detected to be invalid. The gateway then attempts to Route the call. If the address is invalid, I would expect a ROUTING_FAILURE to be returned, so it seems unclear which circumstances should result in this asynchronous error.

P_CALL_ERROR_INVALID_STATE This indicates that the call was not in the right state. The gateway will already know the state of the call, and should return the synchronous error P_GCCS_ERROR_INVALID_NETWORK_STATE. The only circumstance which could happen is that the application could send a routeReq, and the routing instruction from the gateway to the network could ‘cross’ with a message from the network to the gateway with a change of call state. In this case, it would seem that P_CALL_REPORT_ROUTING_FAILURE would be appropriate.

A proposal is that RouteErr should be removed unless some specific circumstances can be found where this should be removed. (These circumstances should be described in the documentation). 

Decline

Parlay cannot tell an application that a user has chosen to decline a call other than to send back P_CALL_REPORT_NO_ANSWER. Although on the PSTN there is no distinction, on many other networks, e.g. GSM, etc, a user may choose to decline a call while alerting. An application which receives this message before the no-answer time has elapsed may be able to deduce that the user has declined the call. A P_CALL_REPORT_DECLINE would allow this information to be explicitly passed back to the application. 

Recommendation

P_CALL_REPORT_DECLINE should be added to TpCallReportType
Call Redirection

There is some lack of clarity in the Parlay specification about how redirection messages should be used. For example, if a number has been changed permanently or temporarily, then no distinction is made. Thus if an application receives a P_CALL_REPORT_REDIRECTED message with a Forwarding address, it is not clear what an application is meant to do with it, e.g. should the application send a new routeReq for the call to the new address, or will this already have been done by the gateway.

Recommendations

The Parlay documentaiton should clarify the role of the P_CALL_REPORT_REDIRECTED message.
OPTIONS

There is no equivalent in Parlay for the SIP OPTIONS message. Support for an incoming and outgoing OPTIONS messages could be readily realised by adding a boolean parameter to TpCallAppInfo (P_CALL_APP_OPTIONS, TpBoolean,CallAppOptions) which indicates than an incoming INVITE (mapped to CallEventNotify) is an OPTIONS message or an outgoing Route should be an OPTIONS message..

Recommendations

Add a TpBoolean parameter to TpCallAppInfo of P_CALL_APP_OPTIONS named CallAppOptions
Status Indication for Incoming Calls

When an application receives notification of a new incoming call through the callEventNotify method on IpAppCallControlManager, it is not possible for an application to request that the call should not be answered, but that an alternative network message to be returned to the calling party, e.g. busy, etc. This could be realised by having an additional [out] TpCallReport parameter in the CallEventNotify method which allows an application to send ANSWER, BUSY, ROUTING_FAILURE, etc to terminate the call immediately with an appropriate network signal. (This limitation is not specific to SIP, but is more apparent in SIP because the application cannot simulate a network signal using the UserInteraction service (i.e. by playing a file which sounds like a network signal).

Recommendations

Add a method IpCall::sendNetworkSignal() which allows an application to send a network signal to the calling party.
SIP Call Forking in MultiParty Calls

One of the most important concepts in SIP is that of call forking. A SIP proxy may have multiple registrations for a single user at different terminals. When an invite is received at the proxy, then multiple invite messages are forward to the addresses registered.

One SIP situation which Parlay does not currently support is where a call is forked at a SIP proxy downstream of a Parlay application. In this case, the application receives an incoming call from a party A and routes the call to an address which then gets forked to two parties, B and C, as shown in Figure 1.
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Figure 1. A Fork Occurs Downstream of the Application Server.

If the Parlay call is not a conference call, then the application can be given no awareness of the fork, but the fork can still occur at the SIP level. In this case, the fork is controlled by party A, and the application is only aware of one outgoing call leg, and is provided with messages corresponding to the superposition of the two SIP call legs, e.g. it receives a CALL_REPORT_ANSWER when the first of the legs answers, and a callEnded message when the last of the two legs is released.

If the Parlay call is a conference call, and the application has specified that it allows parties to join (joinAllowed is true), then the gateway can give the application an awareness of the fork by sending a partyJoined message.

Recommendation

The partyJoined method of IpAppConfCall should be moved into IpAppMultiParty call, and documentation should be changed to allow the network to offer an additional party to join the call. The application should be allowed to accept or reject the new party.

SIP Addresses in Parlay

The Parlay specification has support for many different address types and network. However, it does not define how SIP addresses should be represented and manipulated. There are a number of complications which arise with SIP addresses which means that the presentation and comparison of SIP addresses must be considered very carefully for the correct functioning of applications.

Overview of the SIP address

The SIP address consists of a single string which contains a URL, optional information tags and optional free text. The URL, prefixed by ‘sip:’, consists of a username, a machine name and an optional port (if not specified, the port is assumed to be 5060).  The information tags may specify additional information associated with the call or user, and the free text can contain a user name in textual form. Some examples of SIP addresses are:

sip:nick.edwards@bt.com

sip:nick.edwards@BT.COM:5060

sip:Nick.Edwards@132.146.115.54

<sip:nick.edwards@bt.com>

<sip:nick.edwards@bt.com>Nick Edwards

sip:nick.edwards@bt.com;tag=1234

”Nick Edwards”<sip:nick.edwards@bt.com>;tag=1234

Note that if a DNS lookup of bt.com returns 132.146.115.54, then all these SIP addresses represent exactly the same address, even though the actual addresses are different.

A given numeric IP address may be associated with many textual names, so that 

sip:nick.edwards@btexact.com

might actually resolve to sip:nick.edwards@132.146.115.54 as well.

Furthermore, a textual address may resolve to more than one IP address. For example 

sip:nick@microsoft.com 

resolves to a number of IP addresses.

Representing SIP Addresses in Parlay

The proposed way to represent a SIP address in Parlay is to set 

Plan=P_ADDRESS_PLAN_URL

AddrStr=a valid SIP address string (including ‘sip:’)

This requires no modifications to the Parlay specification, but the documentation should be clarified that this is the case.

Recommendation

It is proposed that the description of how a SIP address is represented in Parlay should be added to the description of TpAddress in the Common Data Definitions document.
Comparison of SIP Addresses

The main area of care which is required in both gateways and applications is where SIP addresses are to be compared. This happens when an application requests notification of events associated with a SIP address. This is because the gateway will need to compare the addresses with any other notification requests, and to check network events as they happen with the events which have been requested.

An application may need to compare SIP addresses when a callEventNotify message is received. For example, the application’s behaviour may be dependent on the caller’s address.

The problem, as highlighted in the description of SIP addresses above, is that a simple textual comparison cannot be used to test whether two SIP addresses match. 

For example, if an application requests notification on incoming calls to 

sip:nick.edwards@BT.COM:5060

and an incoming call arrives for

sip:Nick.Edwards@132.146.115.54

then this may be a match because the format of the address may vary according to the client or network which has created the SIP address.

For this reason, a method of comparing two SIP addresses is proposed below, which could be used in gateways and in applications where required.

The only part of the addresses which should be compared is the URL. This will start with ‘sip:’ and end either with the IP address, domain name or port.

The URLs can then be separated into user, address and port. For example, the address 

<sip:nick.edwards@bt.com:5060>Nick Edwards 

has

user = nick.edwards
address=bt.com
port=5060
1. The user names match if a case insensitive comparison shows that the strings are the same.

2. The addresses match if a case insensitive comparison shows that the strings are the same. If one of the IP addresses is a numeric IP address and the other is textual, then the textual address should be resolved to one or more numeric IP address before comparison. All of the numeric IP addresses found should be compared. This ensures that only equivalent address forms are compared. 

3. If a port on either address is not present then it should default to 5060. The ports must then match.

These rules are relatively straightforward to implement but ensure a predictable behaviour of gateways and applications. It should be noted that if more than one domain name is associated with a given numeric IP address, then there may be addresses which are equivalent but not matched in this scheme. For example, event if bt.com and btexact.com both resolve to 132.146.115.54, the addresses

sip:nick.edwards@bt.com and sip:nick.edwards@btexact.com will not be seen to match.

This allows an application to provide different behaviour according to the textual form of the address.

In many cases, applications may not need to compare SIP addresses because they may be able to use the gateway’s matching capabilities. For example, the callEventNotify message contains an assignment ID that can allow an application to relate a network event to a request it has made, which may mean that it does not actually have to compare two addresses. 

Where the application needs to compare two addresses, then the above rules may be used for the comparison.

It is noted that any network supplied addresses will be given to the application in the form received from the network, and that therefore parsing will be required if the information in the address is required in the application.

Use of WildCards in SIP Addresses

The Parlay specification currently allows use of wildcards * and ? at the beginning or end of an address. With SIP addresses, this needs to be modified to allow wildcards in specific places within a SIP URL, e.g.

sip:*@bt.com

sip:*.edwards@bt.com

sip:nick.edwards@*.bt.com

sip:nick.edwards@bt.com:*

sip:nick.edwards@*:*

sip:*????.edwards@??????:*
It is proposed that groups of wildcards should be allowed at the beginning or end of the username, address and port.  In effect, the current rules which Parlay specifies for the AddrStr member of TpAddressRange would apply in each field of the SIP URL.

It is clear that a gateway may not be able to support all wildcard combinations in all contexts, e.g. destination and origination addresses, and so may reject certain combinations if wildcards which are legal but not supported. This is no different to the situation for other address types such as E164 addresses, where only incoming calls to certain number ranges will be supported.

If wildcards were allowed in other parts of a SIP address, this may make implementation difficult. For example, a request for notifications of incoming calls to sip:nick.edwards@*  would require a message to be sent to every conceivable IP address or domain name!

Recommendation

It is proposed that an appendix should be added to the Common Data Definitions document with guidance on the rules for matching SIP addresses as described above.
Conclusion

Although it is straightforward to represent SIP addresses in the Parlay address type, great care is needed in defining when two addresses are deemed to match. It is vital that the Parlay specification defines this, otherwise the behaviour of applications and gateways will not be predictable.
Abbreviations

3GPP
Third Generation Partnership Programme

SDP
Session Description Protocol

SIP
Session Initiation Protocol

� For a detailed specification of SIP, see �HYPERLINK "http://www.ietf.org/internet-drafts/draft-ietf-sip-rfc2543bis-01.txt"��http://www.ietf.org/internet-drafts/draft-ietf-sip-rfc2543bis-01.txt� . For a brief introduction, see for example � HYPERLINK "http://www.dynamicsoft.com/source/SIP_white_paper.PDF" ��http://www.dynamicsoft.com/source/SIP_white_paper.PDF�
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