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Introduction

In this paper Lucent Technologies list a number of errors and inconsistencies in part 1 of the OSA stage 3 specification, 3G TS 28.198 v3.1.0. For every issue found, a proposal is put forward on how to deal with the issue. Lucent Technologies kindly requests the meeting to review the issues and proposals. In case the proposals are agreed upon, Lucent Technologies will provide the necessary CR’s in separate contributions.

Incorrect Date and Time example

The example in TS 29.198, section 8.1.4.11 contains an error. This paper proposes the following correction:

8.1.4.11
TpDateAndTime

This data type is identical to a TpString. It specifies the data and time in accordance with International Standard ISO 8601. This is defined as the string of characters in the following format:

HH:MM:SS.mmm
or

YYYY-MM-DD HH:MM:SS.mmmZ
where the date is specified as:

YYYY
four digits year

MM
two digits month

DD
two digits day

The date elements are separated by a hyphen character (-).

The time is specified as:

HH
two digits hours (24h notation)

MM
two digits minutes

SS
two digits seconds

mmm
three digits fractions of a second (i.e. milliseconds)

A colon character separates the time elements (:). The date and time are separated by a space. Optionally, a capital letter Z may be appended to the time field to indicate Universal Time (UTC). Otherwise, local time is assumed.

Example

The 4 December 1998, at 10:30 and 15 seconds is encoded as the string:

1998-12-04 10:30:15.000

for local time, or in UTC it would be:

1998-12-04 10:30:15.000Z

Parameter EnabledOrDisbled in TpServiceTypeDescription

Type TpServiceTypeDescription contains a boolean parameter with the name EnabledOrDisabled. From the description it is not clear what the meaning of this parameter would be in case the value is for instance “true”. If common sense would be applied, this parameter should always have the value “true”, i.e. an SCF type is always either enabled or disabled, hence the “or” expression would evaluate to “true”. This paper proposes to specify the semantic “true” to mean “enabled”.

8.2.1.24
TpServiceTypeDescription

This type is left as a placeholder but is not used in release 99.

This data type is a Sequence_of_Data_Elements which describes an SCF type. It is a structured data type. It consists of:

	Sequence Element

Name
	Sequence Element

Type
	Documentation

	ServiceTypePropertyList
	TpServiceTypePropertyList
	a sequence of property name and property mode tuples associated with the SCF type

	ServiceTypeNameList
	TpServiceTypeNameList
	the names of the super types of the associated SCF type

	EnabledOrDisabled
	TpBoolean
	an indication whether the SCF type is enabled (true) or disabled (false)


Granularity of information conveyed in locationReportErr()

The method locationReportReq() can map to several MAP AnyTimeInterrogation operations, depending on the value of the users parameter. I.e. a MAP ATI for every user specified by users. However, the locationReportErr() method can only convey the assignmentId. In case several AnyTimeInterrogation operations were sent for several users, the situation can occur that the application received positive results for a number of users (identified in the userID field of the locations parameter of locationReportRes) and a negative result for one specific user. This single error is conveyed to the application by means of invoking locationReportErr(). This error can only be linked back to a specific user through the assignmentID. Additionally, the TpMobilityError has possible values P_M_UNKNOWN_SUBSCRIBER and P_M_ABSENT_SUBSCRIBER. With the current parameters of locationReportErr it is not possible to indicate which specific subscriber was unknown or absent.

This paper proposes to add userId of type TpAddress as parameter to locationReportErr().

	locationReportRes(assignmentId : in TpSessionID, locations : in TpUserLocationCamelSet) : TpResult

locationReportErr(assignmentId : in TpSessionID, userId : in TpAddress, cause : in TpMobilityError, diagnostic : in TpMobilityDiagnostic)

periodicLocationReport(assignmentId : in TpSessionID, locations : in TpUserLocationCamelSet) : TpResult

periodicLocationReportErr(assignmentId : in TpSessionID, cause : in TpMobilityError, diagnostic : in TpMobilityDiagnostic)

triggeredLocationReport(assignmentId : in TpSessionID, location : in TpUserLocationCamel, criterion : in TpLocationTriggerCamel) : TpResult

triggeredLocationReportErr(assignmentId : in TpSessionID, cause : in TpMobilityError, diagnostic : in TpMobilityDiagnostic)




// This method indicates that the location report request has failed.

        void locationReportErr(

             in TpSessionID            assignmentId,
             in TpAddress              userId,
             in TpMobilityError        cause,

             in TpMobilityDiagnostic   diagnostic);

Double IDL definition for TpGCCSException

The IDL specification in 3G TS 29.198 contains two definitions of TpGCCSException, once in package org.threegpp.osa and once in org.threegpp.osa.cc. This paper proposes to remove the definition of TpGCCSException from the package org.threegpp.osa.

Callback interface for the IpAppOAM interface

The Framework is unable to obtain a reference to the IpAppOAM interface. IpOAM is a framework interface, and therefore inherits from IpOSA, which does not define a setCallback() method. Furthermore, no reference is passed by the systemDateTimeQuery method. This paper proposes the following modification to 3G TS 29.198.

6.2.4.9
IpOAM

	<<Interface>>

IpOAM

	

	systemDateTimeQuery(appInterface : in IpOSARef, clientDateAndTime : in TpDateAndTime, systemDateAndTime: out TpDateAndTimeRef) : TpResult




/* The OAM Framework interface is used by the client application to query the system date

   and time, for synchronisation purposes. */

interface IpOAM : IpOsa {

/* This method is invoked by the client application to interchange the

   system an client application date and time. */

void systemDateTimeQuery (

in IpOSARef appInterface,                  // The callback interface the

                                           // IpOAM is calling
in TpDateAndTime clientDateAndTime,        
// The date and time of the

                                           // client.

out TpDateAndTime systemDateAndTime     
// The date and time of the

                                           // system. 

) raises (TpGeneralException);

};

An alternative solution would be to let framework and application interfaces inherit from IpService in stead of IpOSA, since IpService implements the setCallback() method.

Callback interface for the IpAppHeartBeat interface

The same problem exists for the IpAppHeartBeat interface. This paper proposes the following modification to 3G TS 29.198.

6.2.4.1
IpHeartBeatMgmt

	<<Interface>>

IpHeartBeatMgmt

	

	enableHeartBeat(duration: in TpDuration, appMgmtInterface : in IpAppHeartBeatMgmtRef, appInterface: in IpAppHeartBeatRef, session: out TpSessionIDRef) : TpResult

disableHeartBeat(session: in TpSessionID) : TpResult

changeTimePeriod(duration: in TpDuration, session: in TpSessionID) : TpResult


/* This method is invoked by the client application to register at the Framework

   for heartbeat supervision. */

void enableHeartBeat (

in TpDuration duration,               
// Duration in milliseconds between

                                            // heartbeats.
in IpAppHeartBeatMgmt appMgmtInterface,     // The callback interface for the
                                            // manager
in IpAppHeartBeat appInterface,

// The callback interface the

                                            // heartbeat is calling.

out TpSessionID session            

// The heartbeat session.

) raises (TpGeneralException);

The IDL “readonly” keyword

The fw.idl package contains the IDL keyword “readonly”. Some IDL compilers may complain about this incorrect use of keywords. This paper proposes to replace READONLY by _READONLY.

8.2.1.16
TpServicePropertyMode

This type is left as a placeholder but is not used in release 99.This defines SCF property modes.

	Name
	Value
	Documentation

	NORMAL
	0
	The value of the corresponding SCF property type may optionally be provided

	MANDATORY
	1
	The value of the corresponding SCF property type must be provided at service registration time

	_READONLY
	2
	The value of the corresponding SCF property type is optional, but once given a value it may not be modified

	MANDATORY_READONLY
	3
	The value of the corresponding SCF property type must be provided and subsequently it may not be modified. 


Missing syntax and semantics description for security parameter

There is no description of the syntax and semantics of some of the security parameters in section 8 “Data Definitions” of 3G TS 29.198. These parameters are securityContext, securityDomain, group, and serviceAccessType. This paper proposes to include descriptions to section 8 of 3G TS 29.198. The descriptive text is the same as in the IDL package org.threegpp.osa.fw.trust_and_security.

8.1.4.W
securityContext

This data type is identical to a TpString and contains a group of security relevant attributes.
8.1.4.X
securityDomain

This data type is identical to a TpString and contains the security domain in which the client application is operating.

8.1.4.Y
group

This data type is identical to a TpString and contains a definition of the access rights associated with all clients that belong to that group.

8.1.4.Z
serviceAccessType

This data type is identical to a TpString and contains a.definition of the specific security model in use.
Specific exceptions for method invocations in invalid states
Section 7 of 3G TS 29.198 states that methods that are invoked in an irrelevant state will cause an exception to be thrown. However, it is not specified which exception specifically. This paper proposes to modify the text in section 7 of 3G TS 29.198 as follows:

7
State Transition Diagrams

This section contains the State Transition Diagrams for the objects that implement the interfaces on the gateway side. The State Transition Diagrams show the behaviour of these objects. For each state the methods that can be invoked by the application are shown. Methods not shown for a specific state are not relevant for that state and will return the P_TAKS_REFUSED exception. Apart from the methods that can be invoked by the application also events internal to the gateway or related to network events are shown together with the resulting event or action performed by the gateway. These internal events are shown between quotation marks.

Error correction in the Scope definition, section 1

Section 1 of 3G TS 29.198 contains an error in the description of the Part 1 document. This paper proposes to correct the text as follows:

The stage 3 documentation of the OSA R’99 API consists of two parts:


The API specification (Part 1).
This is a normative stage 3 specification of the capabilities of the OSA R’99 API and describes the OSA API interface classes, containing class diagrams (see section 6), state transition diagrams (see section 7), data type definitions (section 8), and the IDLs (see section 9). 
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