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A subscriber typically uses several services provided by different servers or service providers. Such services could include Quality of Service, particular content, games, or even telephony. For this reason a payment engine shall be introduced that maintains subscriber accounts for all services provided by the network or even 3rd parties. The payment engine is a centralized entity and operates in a standardized way. All functions serving users are called request engines. Their behaviour with resprect to the payment engine shall also be standardized.

The subscriber accounts collect charges caused by network or service usage. The accounts are cleared against bank accounts, such as credit cards or giro accounts.

3GPP charging and billing shall enable application providers or service providers to outsource charging and billing to the network operator. As an add-on, the network operator may also provide tariffing as a service to the application providers.

3GPP could address the following issues:

· Specify a reference model that embeds the payment engine as a function into the 3GPP architecture.

· Identify reference points within the reference model that are subject to standardization:

· Interface request engine – payment engine

· Interface payment engine – bank account

· User interface to the payment engine

· Specify the functions to be provided by a payment engine

· Account management: keep track of subscriber’s account balance and transaction history

· Charging: collect charges on behalf of services used by subscribers. Verify if subscriber’s account balance allows to satisfy charge requests

· Aggregation: aggregate micropayments to larger  transactions.

· Billing: Reload the accounts maintained by the payment engine from bank accounts

· mask payment policy (prepaid/postpaid) from application providers

· mask payment type (credit card, cash, bank withdrawal) from application providers

· Anonymity: mask subscriber’s identity towards the application service provider

· Allow Application Service Providers (ASP’s) to charge subscribers for the services and applications they provide in a simple, affordable way:

· avoid the need to establish and maintain own subscriber database and billing processing facilities for application providers

· Allow the network operator to clear or settle the accounts that are maintained on the payment engine with associated bank accounts.

· Allow subscribers to access their accounting information at any time and from any device. Provide them with up-to-data account balance and transaction history as well as means to define/change policies how the account is billed, with which bank account it is billed, and how charge requests are processed.

· Multi-currency support: Allow application providers to request charging in their preferred currency.

· Split charge: Allow the network operator  to take a specific fraction of each charge as a fee.

· Security: The charging and billing solution must address security issues:

· Privacy: Ensure that charging data is accessible only to authorized individuals

· Integrity: Ensure that charging data cannot be altered upon transmission, and that the peer in a communication connection is exactly the one he claims to be

· Confirmation: Allow subscribers to control which Application Service Provider may charge them at all, allow subscribers to request a confirmation procedure before any charges are applied to their accounts.

