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1 Introduction

GUP TS 29.240 is making extensive use of Liberty Alliance specifications. Rg and Rp reference points are based on the SOAP protocol where headers and body shall be as defined by Liberty Alliance SOAP Bindings specification and Liberty Alliance Data Services Template specification respectively.

In particular, the Liberty Alliance Data Services Template specification contains a number of checklist tables the GUP specification TS 29.240 needs to fill-in in order to profile the use of the Liberty Alliance Data Service Template (DST) specification. 
2 Discussion

Current version of TS 29.240 already contains a placeholder in Annex <E> where the referred checklist tables shall be filled-in with according to the use GUP profile requires from DST.

However and in order to be able to accurately fill-in all the fields of these tables, it would be required to have at hand the actual data schema GUP will be handling. For example, it is not possible to accurately fill in fields such as “element Uniqueness”, independently from the specification of the GUP profile since special handling of elements under the same name might not be required if all elements within the schema have different names. In the same way, it is difficult to determine whether  “Sorting” and/or “Pagination” shall be supported without knowing if there are actually any data to be sorted or paginated. 

On top of that, we need to bear in mind that most probably the GUP data schema will be created by the concatenation of a number of different sub-schemas as hinted already in current version of TS 29.240. This modular approach allows for these sub-schemas to be designed and maintained independently of each other.

This leads to the conclusion that this kind of information better suits in the area of the spec where the actual GUP Component data is defined. GUP Component data definitions shall be included into Annex <A> of TS 29.240. Each GUP component definition will have a section under this annex and each of these sections shall include the DST checklist tables appropriately filled-in.  

3 Proposal

This contribution includes a proposal on where the checklist tables in the Liberty Alliance Data Services Specification shall be included within GUP specification TS 29.240.  

In particular, it is presented how the DST tables should appear within Annex <A> instead of Annex <E> as originally planned. For the moment, only HSS-IMS component is partially defined within Annex <A>. The DST tables are presented within this annex also partially filled-in until this part of the specification is also finalized. 

8.1           Reusing Liberty Alliance Data Services Template
Liberty Alliance Data Service Template [13] specification proposes a framework for web services that offers access to data in general. In the context of GUP, the data services should be restricted to GUP user profile data.

The Data Service Template defines: (1) some abstract definitions about messages that are sent and received by the web service and (2) some guidelines regarding the structure of the data offered through the service.

More concretely, the Liberty Alliance Data Service Template [13] specification offers a set of incomplete XML schemas with placeholders (for data types) that need to be filled based on the nature of the data offered by the data service.

In the context of GUP, we will:

· fill the place holders with some GUP specific data types, and

· add some new messages that are not offered by the Data Service Template specification

The details of this instantiation of the Liberty Alliance Data Service Template for each GUP component are summarized in corresponding checklist tables presented in Annex A together with the actual definition of the GUP component.

The guidelines and naming conventions recommended by Liberty Alliance when using XML and XML Schemas are directly applicable to GUP.
9.3.2 GUP SelectType

The SelectType is the type that must be defined by any service willing to be instantiated as a data service template (see Annex A). For GUP, we need to distinguish two cases: simple queries (asking for a portion of one given user profile) and list queries (asking of the list of profiles available from data repository). The SelectType consists of a choice between the two cases.

Case 1 (regular queries): the type permits to access portions of the user profile. It consist of a GCL and an optional component name. GCLType and ComponentType are defined as strings.

Case 2 (list queries): the type represent the search filtering criteria, represented as a string.

	<xs:complexType name="SelectType">
  <xs:choice>
    <xs:sequence>
      <xs:element name="Component" type="ComponentType" minOccurs="0" maxOccurs="1"/>
      <xs:element name="GCL" type="GCLType" minOccurs="1" maxOccurs="1"/>
    </xs:sequence>
    <xs:element name="SearchFilter" type="SearchFilterType" minOccurs="1" maxOccurs="1"/>
  </xs:choice>
</xs:complexType>

	<xs:simpleType name="GCLType">
  <xs:restriction base="xs:string"/>
</xs:simpleType>

	<xs:simpleType name="ComponentType">
  <xs:restriction base="xs:string"/>
</xs:simpleType>

	<xs:simpleType name="SearchFilterType">
  <xs:restriction base="xs:string"/>
</xs:simpleType>


Annex <A> (normative):
Component Data Definitions

A.1
HSS IMS GUP Component definition

The purpose of this annex is to provide GUP Profile Component definition for the IMS data of the HSS.

A.1.1
General description

The following Figure A.1 gives an outline of the UML model of the logical view of the HSS IMS GUP Components. The main Component is called HSSIMSData.

Each element in that figure represents a part of the XML Schema structure, either a GUP Component or a lower level block of data contained in a GUP Component. Elements marked with the same background colour make up an independently manageable GUP Component, whose root is marked with ‘<<GUP Component>>’.

All HSS IMS GUP Components can be managed with the procedures provided by GUP.

Component and attribute naming has been taken mainly from 3GPP TS 23.008 [8] where appropriate. If a name consists of more than one word or abbreviated word, capitalization is used to improve the readability of long names. Each word begins with capital letter.

If Component does not have a unique key of its own from the reference specification, it has been created for it.
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Figure A.1 Logical data model of the HSS IMS GUP Components
A.1.1.1
XML Schema files for HSS IMS GUP Components

XML Schema files attached to this specification combine together whole HSS IMS GUP Component data. XML Schema files are intended to be used by an XML parser.

Table A.1 lists HSS IMS GUP Components and XML Schema files that include those. CommonDataTypes file contains common data types, i.e. it is not a stand alone GUP Component on its own.

Table A.1 HSS IMS GUP Components in XML Schema files
	HSS IMS GUP Component
	XML Schema file

	AuthenticationAndCiphering
	AuthenticationAndCiphering.xsd

	HSSIMSData
	HSSIMSData.xsd

	ImplicitlyRegisteredIdSet
	ImplicitlyRegisteredIdSet.xsd

	SubscriptionIdentificationAndNumbering
	SubscriptionIdentificationAndNumbering.xsd

	ServiceProfile
	ServiceProfile.xsd

	Component independent data
	XML Schema file

	-
	CommonDataTypes.xsd


A.1.2
Element addressing

Contents for HSS IMS GUP Components can be addressed with XPath representation format as an input parameter for select clauses. Each GUP Component has a unique key.

Example

Following Select element addresses the BarringIndication element in the SubscriptionIdentificationAndNumbering GUP Component. Public User Identity is specified by ResourceID in the procedure message element, e.g. Query.

<Select>


<ComponentType>

http://3gpp/gup/ns/comp/SubscriptionIdentificationAndNumbering
</ComponentType>

<GCLRef>

//SubscriptionIdentificationAndNumbering/BarringIndication

</GCLRef>

</Select>
A.1.3
Relationships of the HSS IMS GUP Components

Each HSS IMS GUP Component contains a native key element, or if that is not available, an artificial key has been generated for it. Table A.1 shows how HSS IMS GUP Components can refer each other.

Referencing Component is the referencing GUP Component. Referencing element is the referencing element of that GUP Component.

Referenced Component is a referenced GUP Component. Referenced key element is the referenced key element of that GUP Component.

ResourceID Identifier (see 7.1 ResourceID) type describes which type of value is contained in the key. Each instance of these GUP Components can be addressed directly with a proper ResourceID value.

Table A.2 Relationships of the HSS IMS GUP Components
	Referencing Component
	Referencing element
	Referenced Component
	Referenced key element
	ResourceID Identifier type

	AuthenticationAndCiphering
	PrivateUserIdentityReference
	HSSIMSData
	Identity of

PrivateUserIdentity
	IMS Private Identity

	HSSIMSData
	AuthenticationAndCipheringReference
	AuthenticationAndCiphering
	AuthenticationAndCipheringKey
	Generic Data Reference

	
	SubscriptionIdentificationAndNumberingReference
	SubscriptionIdentificationAndNumbering
	PublicUserIdentity
	IMS Public Identity

	ImplicitlyRegisteredIdSet
	SubscriptionIdentificationAndNumberingReference
	SubscriptionIdentificationAndNumbering
	PublicUserIdentity
	IMS Public Identity

	SubscriptionIdentificationAndNumbering
	PrivateUserIdentityReference
	HSSIMSData
	Identity of

PrivateUserIdentity
	IMS Private Identity

	
	ServiceProfileReference
	ServiceProfile
	ServiceProfileKey
	Generic Data Reference

	
	ImplicitlyRegisteredIdSetReference
	ImplicitlyRegisteredIdSet
	ImplicitlyRegisteredIdSetKey
	Generic Data Reference

	ServiceProfile
	SubscriptionIdentificationAndNumberingReference
	SubscriptionIdentificationAndNumbering
	PublicUserIdentity
	IMS Public Identity

	
	
	HSSIMSData
	HSSIMSDataKey
	Generic Data Reference


A.2
HSS IMS GUP Component structure

HSS IMS GUP Component model includes following Components:

· HSSIMSData

· AuthenticationAndCiphering

· SubscriptionIdentificationAndNumbering

· ImplicitlyRegisteredIdSet

· ServiceProfile

This model is mainly based on the HSS data described in 3GPP TS 23.008 [8]. Authentication information is described in TS 33.203 [12] and TS 33.102 [11]. Data relationships are mainly based on descriptions from 3GPP TS 23.228 [9], 3GPP TS 29.328 [10] and 3GPP TS 29.228 [7].

Editor’s note: CAMEL related data is FFS

Editor’s note: Charging related data is FFS

A.2.1
HSSIMSData GUP Component

HSS IMS Data contains S-CSCF Selection-, Registration- and Private User Identity information.

HSS IMS Data contains also following data for Component linking purposes.

· HSSIMSDataKey

· HSS IMS Data Key is a primary key to uniquely identify HSS IMS Data Component.

· This value must be unique within all HSS IMS Data Components.

A.2.1.1
SCSCFSelection

S-CSCF Selection contains the following data, which are described in 3GPP TS 23.008 [8].

· MandatoryCapability

· OptionalCapability

· PreferredSCSCF

A.2.1.2
Registration

Registration contains the following data, which are described in 3GPP TS 23.008 [8].

· SCSCFName

· DiameterClientAddressOfSCSCF

A.2.1.3
PrivateUserIdentity

Private User Identity contains the following data, which is described in 3GPP TS 23.008 [8].

· Identity (Private User Identity)

In addition to the data listed above, Private User Identity element contains the following data for component linking purposes.

· SubscriptionIdentificationAndNumberingReference
· Subscription Identification And Numbering Reference list links this Private User Identity element to zero or more Public User Identities in Subscription Identification And Numbering GUP Component.

· AuthenticationAndCipheringReference
· Authentication And Ciphering Reference links this Private User Identity element to the Authentication And Ciphering GUP Component.

A.2.2
AuthenticationAndCiphering GUP Component

[Editor’s note: to be defined in more detail]

Authentication and Ciphering contains the following data, which are described in 3GPP TS 33.102 [11].

· K

· Algorithm

· AMF

K parameter can contain either Secret Key or Encrypted Secret Key value. The encryption algorithm is implementation specific.

In addition to data listed above, Authentication And Ciphering Component contains the following data for component linking purposes.

· AuthenticationAndCipheringKey

· Authentication And Ciphering Key is a primary key to uniquely identify Authentication And Ciphering Component.

· PrivateUserIdentityReference

· Private User Identity Reference links this Authentication And Ciphering GUP Component to one Identity element of the Private User Identity element in HSS IMS Data GUP Component.

A.2.3
SubscriptionIdentificationAndNumbering GUP Component

Subscription Identification And Numbering Component contains the following data, which are described in 3GPP TS 23.008 [8].

· PublicUserIdentity

· BarringIndication

· ListOfAuthorizedVisitedNetworkIdentifiers

· ServicesRelatedToUnregisteredState

Public User Identity is a primary key element for the Subscription Identification And Numbering Component.

In addition to the data listed above, Subscription Identification And Numbering Component contains the following data for component linking purposes.

· PrivateUserIdentityReference

· Private User Identity Reference list links this Subscription Identification And Numbering Component to one or more Identity elements of the Private User Identity element in HSS IMS Data GUP Component.

· ServiceProfileReference

· Service Profile Reference links this Subscription Identification And Numbering Component to a Service Profile Key element in Service Profile GUP Component.

· ImplicitlyRegisteredIdSetReference

· Implicitly Registered Id Set Reference links this Subscription Identification And Numbering Component to an Implicitly Registered Id Set Key element in Implicitly Registered Id Set GUP Component.

A.2.3.1
RepositoryData

Repository Data contains additional Sh-interface data, which are described in 3GPP TS 29.328 [10].

· AdditionalShData

Editor’s note: to be defined in more detail

Editor’s note: CAMEL related data is FFS

A.2.4
ServiceProfile GUP Component

The present sub clause presents the Service Profile GUP Component contents, which are defined based on the 3GPP TS 29.228 [7].

There exist some naming convention differences between Service Profile GUP Component XML Schema and XML Schema for Cx interface described in 3GPP TS 29.228 [7]. GUP XML Schema uses data type in a format XxxType, where XML Schema for Cx interface uses format tXxx.

E.g. corresponding GUP data element type for ServiceProfileType is tServiceProfile –Cx element type. This rule is valid to data types under ServiceProfileType –data type.

Service Profile contains the following data for Component linking purposes.

· ServiceProfileKey

· Service Profile Key is a primary key to uniquely identify Service Profile Component.

· This value must be unique within all Service Profile data.

· SubscriptionIdentificationAndNumberingReference

· Subscription Identification And Numbering Reference list links this Service Profile Component to zero or more Public User Identity element in Subscription Identification And Numbering Components.

A.2.4.1
CoreNetworkServiceAuthorization

Core Network Service Authorization contains the following data, which are described in 3GPP TS 29.228 [7].

· SubscribedMediaProfileIdentifier

A.2.4.2
InitialFilterCriteria

Initial Filter Criteria contains the following data, which are described in 3GPP TS 29.228 [7]. All data under Initial Filter Criteria are described in 3GPP TS 29.228 [7].

· Priority

A.2.4.2.1
ApplicationServer

The present sub clause presents the Application Server element contents, which are defined based on the 3GPP TS 29.228 [7].

· ServerName

· DefaultHandling

· ServiceInfo

A.2.4.2.2

TriggerPoint

The present sub clause presents the Trigger Point element contents, which are defined based on the 3GPP TS 29.228 [7].

· ConditionTypeCNF

A.2.4.2.2.1
ServicePointTrigger

The present sub clause presents the Service Point Trigger element contents, which are defined based on the 3GPP TS 29.228 [7].

Corresponding data element in Cx reference point is SePoTri.

· ConditionNegated

· Group

Service Point Trigger contains one of the following data structures described below.

A.2.4.2.2.1.1
RequestURI

The present sub clause presents the Request URI element contents, which are defined based on the 3GPP TS 29.228 [7].

· RequestURI

A.2.4.2.2.1.2
Method

The present sub clause presents the Method element contents, which are defined based on the 3GPP TS 29.228 [7].

· Method

A.2.4.2.2.1.3
SIPHeader

The present sub clause presents the SIP Header element contents, which are defined based on the 3GPP TS 29.228 [7].

· Header

· Content

A.2.4.2.2.1.4
SessionCase

The present sub clause presents the Session Case element contents, which are defined based on the 3GPP TS 29.228 [7].

· SessionCase

A.2.4.2.2.1.5
SessionDescription

The present sub clause presents the Session Description element contents, which are defined based on the 3GPP TS 29.228 [7].

· Line

· Content

A.2.5
ImplicitlyRegisteredIdSet GUP Component

Implicitly Registered Id Set contains the following data, which is described in 3GPP TS 29.228 [7].

· RegistrationStatus

In addition to data listed above, Implicitly Registered Id Set Component contains the following data for component linking purposes.

· ImplicitlyRegisteredIdSetKey

· Implicitly Registered Id Set Key is a primary key to uniquely identify Implicitly Registered Id Set Component.

· This value must be unique within all Implicitly Registered Id Set data.

· SubscriptionIdentificationAndNumberingReference

· Subscription Identification And Numbering Reference list links this Implicitly Registered Id Set Component to zero or more Public User Identity element in Subscription Identification And Numbering Components.

A.3
Common Data Types

GUP Components share some common data types defined in the CommonDataTypes.xsd - XML Schema file.

That XML Schema file includes the following elements or element types used by other GUP XML Schema files:

· Extension

· Will be used as an extension element

· ExtensionType

· Extension element type

· GenericDataType

· Will be used as a generic data type

· GenericComponentReferenceType

· Will be used as a generic Component reference type

A.4     Data Services Template Checklist tables

GUP is an instance of a data service as described by Liberty Alliance Data Services Template [13] specification and all its stipulations are hereby incorporated unless expressly waived or modified in this specification.

This section presents the checklist tables as defined in Liberty Alliance Data Service Template [13] specification filled-in with the values corresponding of the use HSS-IMS GUP Data component.
Table ??. General Service Parameters (1/2)
	Parameter 
	
	Value 

	<ServiceType> 
	
	

	Discovery Options 
	
	

	Data Schema 
	
	

	SelectType Deﬁnition 
	
	

	Semantics of the <Select> element 
	
	


Table ??. General Service Parameters (2/2)
	Parameter 
	Value 

	Element uniqueness 
	

	Data Extension Supported 
	

	
	


Table xx. Query Parameters (1/2)
	Parameter 
	Value 

	Support querying 
	

	Multiple <Query> elements 
	

	Multiple <QueryItem> elements 
	

	Support sorting 
	

	SortType deﬁnition 
	

	
	

	Support changedSince 
	

	
	

	Supported formats 
	

	
	

	
	


Table xx. Query Parameters (2/2)
	Parameter 
	Value 

	Support includeCommon
	

	Attributes 
	

	Support pagination 
	

	Support static sets 
	

	<Extension> in <Query> 
	

	
	


Table xx. Modify Parameters
	Parameter 
	
	Value 

	Support modiﬁcation 
	
	

	
	
	

	Multiple <Modify> elements 
	
	

	Multiple <Modification> ele​ments 
	
	

	Support partial success 
	
	

	Support notChangedSince 
	
	

	<Extension> in <Modify> 
	
	

	
	
	


Table xx. Subscribe Parameters (1/2)
	Parameter 
	Value 

	Support subscribing to notiﬁcations 
	

	Use of the <Subscribe> element for modifying and renewing sub​scriptions. 
	

	Multiple <Subscribe> elements 
	

	Multiple <Subscription> ele​ments 
	

	Use of the <NotifyEndedTo> ele​ment 
	

	TypeType deﬁnition 
	


Table xx. Subscribe Parameters (2/2)
	Parameter 
	Value 

	TriggerType deﬁnition 
	

	
	

	Start of a subscription 
	

	Subscription expiration 
	

	Use of expires and duration at​
	

	tributes 
	

	Support expires==starts 
	

	Support zero duration 
	

	<Extension> in <Subscribe> 
	

	
	


Table xx. QuerySubscriptions Parameters
	Parameter 
	Value 

	Support querying existing subscrip​tions 
	

	Multiple <QuerySubscriptions> elements 
	

	<Extension> in <QuerySubscrip
	


Table xx. Notify Parameters
	Parameter 
	Value 

	Support notiﬁcations 
	

	Are notiﬁcations acknowledged 
	

	<Extension> in <Notify> 
	

	
	


Table xx. EndNotify Parameters
	Parameter 
	Value 

	Support end notiﬁcations 
	

	Are end notiﬁcations acknowledged
	

	<Extension> in <Ended> 
	



