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Figures 1 & 2 are examples of how a CAMEL trunk originated trigger could be used. Generally the high level requirements for CAMEL support for trunk originated calls are similar to those for mobile originated calls, as outlined below. However, whereas in GSM/ UMTS a mobile originated call always contains complete dialled digits in the SetUp message (i.e. en-bloc signalling), trunk originated calls may be set-up using en-bloc or overlap signalling. Overlap signalling differs from en-bloc signalling in the following respects:

· The initial dialled digits message does not contain all the information necessary to complete the call. 

· Triggering may occur before all called party digits have been received.

As a partial digit string may not contain sufficient information for CSE-based processing to proceed, a means for the CSE to receive the complete dialled digits is required. Possible solutions are:

1. MSC/ SSP waits for all dialled digits to be collected before triggering;

2. MSC/ SSP collects a pre-defined minimum number of digits before triggering;

3. MSC/ SSP triggers on receipt of Set-Up/ IAM and supports CSE requests for additional digit collection.

Solutions 1 and 2 can be handled within the MSC/ SSP without any impact on the CAMEL stage 2 and stage 3 specifications. Solution 3 can be provided as an ‘OfferedCAMEL4Functionality’ and requires new CAMEL procedures and additions to the CAP interface, as identified below in yellow highlights. Network operators who require support for overlap signalling could use one or a combination of these solutions depending upon their requirements.
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High-level Requirements for CAMEL support of trunk originated calls:

To allow the CSE to:

· request additional dialled digits
· modify the handling of a call received from a trunk interface at the MSC,

· modify the call set-up information,

· continue the handling of the calling party without routeing the call to the destination,

· release the call,

· perform charging activities,

· request call information reports,

· cancel all event detection points and reports,

· order in-band user interaction with the calling party,

· activate subsequent control service events for the call (called party alert, called party connection, call disconnection, calling party abandon, unsuccessful call establishment, Mid call event, change of basic service).

CAMEL capabilities not applicable to trunk originated traffic case:

· CSE controlled e-values (Send Charging Information),

· Subsequent control service events: change of position.

Detailed Requirements in MSC/ SSP:

· To allow DP2 and DP3 to be statically armed as TDP-R for trunk-originated calls (provisioning and arming is at the discretion of the network operator).

· To allow DP Criteria to be assigned at DP2 and DP3 for trunk-originated calls (definition and provisioning is at the discretion of the network operator).

· To allow DP2 to be armed as EDP-R (in order for CSE to collect additional dialled digits)
· To support the CollectInformation operation (SCF to SSF)
· Trunk originated CAMEL call handling at the MSC/ SSP

· To generate a Trunk originated CAMEL record at the MSC for billing purposes.

Additions to CAMEL Information Flows for CS Call Control:

· New traffic case : TO – Trunk-Originated call at a MSC/ SSP

· New operation: CollectInformation (SCF to SSF)

· New parameter: collectedInfoSpecificInfo (CalledPartyNumber) in EventReportBCSM
· New parameter: ‘numberOfDigits’ in RequestReportBCSMEvent
· New use of: parameter ‘collectedInfo’ in RequestReportBCSMEvent
· New value: ‘Collected_Info DP’ in Offered CAMEL4 Functionalities parameter
· Specification of parameters for TO traffic case in CAP operations:

· InitialDP for DP2-T and DP3-T dialogue

· Request Report BCSM Event

· Event Report BCSM

· Apply Charging

· Connect

· Continue With Argument

Additions to CAP Interface (gsmSSF – gsmSCF):

· New operation: CollectInformation

· New parameter: collectedInfoSpecificInfo in EventReportBCSM
· New parameter: numberOfDigits in RequestReportBCSMEvent
· New value: Collected_Info DP in Offered CAMEL4 Functionalities MAP parameter
Summary of the CAMEL Procedure for CSE collection of additional dialled digits:

CollectedInfo (as EDP-R) is associated with a RRBE operation. When SCF determines that more information from the calling party is required to enable processing to proceed it invokes the RRBE operation with parameters collectedinfo and numberOfDigits to arm DP2 and request digits of calledpartynumber. The MSC/ SSF collects the calledpartynumber from the calling party. When the requisite number of digits has been received, DP2 is encountered, and ERB operation is invoked by the SSF, and the digits are sent to SCF.
Summary Of Specifications Affected:

22.078 – CAMEL Stage 1

23.078 – CAMEL Stage 2

29.078 – CAMEL Stage 3

29.002 – MAP

32.250 – CS domain Charging (Trunk Originated (TOC) billing record)






















Figure 2: CAMEL based VPN Service Example





Figure 1: GSM-R Functional Addressing Information Flow Example































































































