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1. Introduction

3GPP TSG‑CN WG4 (CN4) is currently working on Work Items which make use of an inter‑operator IP backbone network. Two of these are "WLAN Interworking" and "Generic Authentication Architecture". It is expected that the GPRS Roaming eXchange network (known as the GRX) will be re‑used to support these services between PLMNs. In order to have minimal impact on the GRX, it was identified during CN4 #25 that the ".3gppnetwork.org" domain should be re‑used. Therefore, two additional sub‑domains of this domain are required.
2. WLAN

CN4 notes that GSMA has previously allocated the "wlan" sub‑domain of ".mnc<MNC.mcc<MCC>.3gppnetwork.org" for use in WLAN NAIs (Network Access Identifiers) and thanks GSMA for allocating this. However, the need for another sub‑domain allocation has occurred.

Currently within 3GPP, mechanisms are being defined to allow the UE to perform a manual PLMN selection on WLAN access. That is, select which WLAN Access Network (AN) to attach to based on the PLMN(s) that the WLAN AN is connected to. For more information, please see the attached discussion document N4‑041407 (paying particular attention to section 2.1).
The proposed mechanism requires a known non‑routable domain to be reserved on the GRX under the ".3gppnetwork.org" domain in order to force a WLAN AN to fail in its attempt to automatically authenticate and authorise the UE when it attaches (the resulting error procedure of the WLAN AN right now being to send a list of PLMNs to which it is connected to the UE). As you may know, it is outside the scope of 3GPP to define logical processing for WLAN AN, therefore, 3GPP has to use this out of the ordinary technique. It is therefore proposed that this domain, although reserved, is never actually used or assigned to an entity. Just reserved.
During discussions in the CN4, the following domain name was agreed to be proposed to GSMA IREG PACKET for such use:


nonrouteable.3gppnetwork.org
3. Generic Authentication Architecture

The Generic Authentication Architecture (GAA) is a standardised method of subscriber certificate distribution by means of Generic Bootstrapping Architecture (GBA). Subscriber certificates support services whose provision the mobile operator assists, as well as services that are offered by the mobile operator. 3GPP is currently defining the signalling procedures for the support of issuing certificates to subscribers and the standard format of certificates and digital signatures. Note that it is not the intention of 3GPP to duplicate existing standards being developed by other groups on these topics (references are given where appropriate). For more information on GAA/GBA, please see 3GPP TS 33.221 and 3GPP TS 33.220, respectively.
To enable the UE to discover the address of the Boot Strapping Function (BSF) in the PLMN, an identity can be pre‑configured in the ISIM (IMS Subscriber Identity Module) on the UICC. However, in order to support GAA/GBA on a UICC which does not have an ISIM application (and therefore, does not have a pre‑configured BSF address) the UE, using a defined procedure, has to "create" a BSF address from the IMSI and a default domain name. This is done in the same manner as for UEs that are capable of IMS but also do not have access to an ISIM. See the attached CR in N4‑041613 (attached) for more information.

It was decided by CN4 to synergise the BSF discovery mechanism with the said IMS procedure as much as possible so it was proposed to use the same domain name and domain name structure. Thus, the following domain name was agreed to be proposed to GSMA IREG PACKET for such use:


bsf.mnc<MNC>.mcc<MCC>.3gppnetwork.org

4. Actions:

CN4 kindly asks GSMA IREG PACKET to:
1)
reserve the proposed sub‑domains of ".3gppnetwork.org" as defined above;
2)
never service DNS requests to the former proposed domain name on the GRX so that all DNS look‑ups to it will fail;
3)
address their response LS to this LS directly to 3GPP TSG CN plenary (CN) – but copying CN4 and CN1 – because there are no more CN4 meetings (or any other CN WG meetings) before the next CN where it is expected that the 3GPP Rel‑6 specification set will be frozen.
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