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Introduction

In Release 6 we introduce the possibility of identity sharing – that is that a single IMS Public User Identity could be registered by more than one IMS Private User Identity.

This contribution is about how the registration state for IMS identities is stored in the HSS. In Release 5, because a given Public User Identity could be registered by only a single Private User Identity, then storing the registration state of each Public User Identity provided the HSS with complete knowledge of the registration state.

In Release 6, storing the registration state against the Public User Identity no longer provides complete knowledge in the HSS of the registration state, because the HSS would not know which Private User Identities had registered this identity.

An alternative would be for the HSS to store the registration state of each valid Public/Private User Identity combination.

The specifications are presently ambiguous about which of the above approaches should be taken.

This contribution discusses the pros and cons of each approach and makes a recommendation.

Discussion

Registration state stored against Public User Identity

In this case the HSS knows the following:

· whether a given Public User Identity is “registered” or not

· whether an S-CSCF is assigned for this Public User Identity

(note that it is possible for the IMPU not to be “registered” but still to have an S-CSCF assigned, since it may have services related to the unregistered state.)

Implications of this approach are as follows:

· The registration state of the IMPU changes only when the first user registers or the last user de-registers. 
· HSS actions keyed on Private User Identity would need to be applied speculatively to every registered Public User Identity that the Private User Identity was entitled to register, rather than just those that it actually had registered. For example, HSS initiated de-registration.

· As a corollary to the above, the HSS-initiated de-registration procedures needs to be modified so that the HSS does not automatically note a Public User Identity as de-registered, but rather waits for an indication of this from the S-CSCF

· A number of other procedures which assume HSS knowledge of the relevant Private User Identity (e.g. PPR) would need modification

· The HSS ‘Authentication Pending’ state would need to be removed, since it is an IMPI-specific state that the HSS is no longer able to track. This would also have implications for the Authentication Failure case.

The most serious of the above is the second point, since it implies that HSS procedures cannot be applied only to the set of IMPIs which have actually registered a particular Public User Identity. For example, on the Sh interface, it is possible for the AS to request registration status of a Public User Identity, including geographic location information.

In the case of HSS-initiated de-registration, this is just an efficiency issue – the HSS may request de-registration of some Public/Private identity combinations which are not in fact registered. However, for provision of geographic location information, it is clearly necessary to know which device or devices have registered the Public User Identity.

In fact, there is a limited amount that the HSS can do with the information that a Public User Identity is “registered” or not. For most HSS procedures it is more important to know whether an S-CSCF is assigned or not, anything more requires reference to the S-CSCF itself where the knowledge of the registered Private User Identities is stored.

Registration state stored against Public/Private Identity

In this case, the HSS knows the following:

· Whether a given Private User Identity has registered a given Public User Identity or not

· Whether an S-CSCF is assigned for a given Public User Identity

Implications of this case are as follows:

· The HSS stored additional state information, which must be kept up-to-date against the information in the S-CSCF

· Registration and De-registration require modification to ensure that the state changes in the HSS are related to the Public/Private user identity combination, not to just the Public User Identity.  Moreover, all references made within specifications referring to registration state must be updated to refer to the Public User Identity – Private User Identity pair.
Conclusion

On the basis of the above discussion, we conclude that the HSS should store the registration state of each Public/Private identity combination.

If this is agreed, Nortel Networks has prepared clarification CRs to the meeting.

