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Background

Presence Work has been ongoing in CN1 with the production of the TR 24.841 and the TS 24.141. The working assumption within CN1 has been that XCAP could be used to retrieve Presence information. Within CN4, the Generic User Profile work has been progressing and CN4 have settled on the working assumption that SOAP would be used as the protocol for the Rp interface with the retrieval of XML schema data components using XPATH. This anomaly between use of XCAP and XPATH needs to be examined to see if they are complementary or in contention as it has been assumed in CN4 that the Presence architecture is just an application instance of the GUP architecture and therefore also to be used within the framework of the Liberty Alliance Project.
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Discussion

Jonathan Rosenberg has been developing a protocol/access method within the IETF to solve a problem relating to XML schema data retrieval that is: lightweight i.e. doesn’t have the overheads of SOAP, is compatible with XPATH i.e. a simplified subset and uses HTTP. This niche protocol solves the problem dealing with UEs, as you don’t get all the overhead of using e.g. SOAP. This has been put forward in CN1 as the way to go for Presence and has been adopted as the working assumption, although there may be drawbacks e.g. security may be an issue as you are forced to use HTTP Digest. 

In CN4, with the work on the Generic User Profile (GUP), SOAP and XPATH have been chosen as the working assumptions, as they are industry standards but have the disadvantages of overhead (SOAP) and are relatively inefficient as far as elegance of the data retrieval is concerned (XPATH). (Lucent had advocated the use Xsquirrel in the past as a more elegant solution but as it was not an yet industry standard and so was put aside).

CN4 should have further discussion on the merits of the protocols and the applications related to GUP. As there was plenty of momentum behind XCAP then perhaps it should be used for niche applications of GUP e.g. like Presence. XCAP is fundamentally compatible with XPATH and could be made more so.

XCAP is in IETF last call at the moment.

CN4 should discuss the merits of CN1’s direction of approach for use of XCAP for Presence, draw comparisons to the GUP architecture and perhaps consider an addition to the GUP working assumption that XCAP could be a useful addition for use by GUP in these niche GUP applications especially to the UE.

Other Issues for Consideration

Other issues that need to be considered are:

Security,

Expressiveness of XCAP (elegance of data retrieval compared to XPATH),

Privacy and Authorisation.
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Interfaces Ph, Pi, Pc, Pg, and Pl are based on existing Rel-5 procedures e.g. CAMEL, MAP, CAP, RADIUS, ISC, 

















