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Crux of the discussion

Lucent has the following concern with notification of states on the Sh interface to an application server and would like CN4 to consider the issues and come to a decision.

Authentication pending is a very short transient state (it could be just milliseconds).  When an IMS user is in an authentication pending transient state, this user still has one of the 3 registration states i.e. REGISTERED, NOT_REGISTERED, or REGISTERED_UNREG_SERVICES.  It is not really necessary for an AS to know an IMS user is authentication pending.

During an IMS user’s registration, the user's authentication pending state changes 2 times (from not_pending to pending and back again to not_pending).  So notification of the user's authentication state changes will generate a lot of network traffic to Application Servers to little effect.

Lucent proposes to add a sentence to TS29.328 section 7.6.3.  The sentence could be 'Since authentication pending is a transient state of normally very short duration, notification of an IMS user's authentication state change is not required to be sent to Application Servers’.

Or, as an alternative Lucent proposes to delete authentication pending state from IMSUserState for TS29.328 section 7.6.3 and from tIMSUserState in Annex D, Table D.1.

Background
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Figure A.4.1.1: Registration – user not registered

Looking at A.4.1 in 29.228, the interval before step 6 has the S-CSCFName=S-CSCF-1, Registered

After step 7, the state is Auth Pending, and the S-CSCFName=S-CSCF-2.

After step 18 the state is again Registered and the S-CSCF-Name=S-CSCF-2.

If an AS is subscribed to notification of the IMS User state, and the S-CSCF changes due to a re-registration, the AS will have received, "Registered" in the (really old) PNR and now after step 19 will get the value "Registered" again in this new PNR.

The S-CSCF name is formally changing only once.  The AS should be notified after step 6 that the state has changed to Authentication Pending, as this is when the HSS logic formally stores it (see 29.228, section 6.3.1, step 5 - 2nd indented paragraph, first bullet).  Notification should happen here, and also upon authentication failure if it is removed (step 19) (see 29.228, section 6.1.2.1 step 3 last dashed bullet.)

Lucent proposes a CR as an optimization for efficiency in Rel-6 to not notify an AS of the Authentication Pending State.

Another suggestion to remove Auth Pending from the IMS User Status also accomplishes this need.

If CN4 feels that this is not acceptable because for example it may be useful for an AS to know that authentication has just completed, Lucent has another proposal. Instead of sending PNR at the beginning of authentication pending (step 6) and at the end of authentication pending which could be just tens of milliseconds later, Lucent proposes that the HSS just sends only one event.

Since most authentication attempts will succeed, it may be worthwhile to have the HSS go to a wait state when Auth Pending is set, and X seconds later, send a message if the Auth is still pending i.e. authentication has failed in some way.

If authentication succeeds (sunny day path) the HSS shall send the notification message at the transition from Auth Pending to one of: Registered, Unregistered or Not-registered status, dependent on the Authentication status.  In this way, the AS knows (albeit slightly late) that an authentication attempt has been completed but it doesn't require the two PNR messages to the AS for every successful Registration i.e. one for transition to Authentication Pending and another for the transition from Authentication pending.

Conclusion

Lucent asks CN4 to consider the proposals for the best way forward and come to a conclusion but recommends that notification of AUTHENTICATION_PENDING is removed.

