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1. Introduction

The last CN4#23 meeting made a decision concerning the usage of Diameter Command-Codes.

Background

TS 29.109 reuses the Command-Codes 303 from IMS Cx MM Multimedia-Auth-Request/Answer messages, because it is practically impossible to get IETF/IANA to allocate new Command-Codes for 3GPP. There are in Cx messages mandatory AVPs, which are not needed in GAA. In earlier version of TS 29.109 they was kept required but defined to be filled with empty-value. The CN4#23 decided to remove required empty valued AVPs.

“ When handling TS 29.109 for Generic Authentication Architecture (GAA) the CN4 decided:

N4-040572   TS 29.109 - Terminological Changes; Nokia

Discussion:  Ericsson: Why do we need empty values like Public Identity AVP or User-Name?

France Telecom: This is an optional AVP, which is not needed.

Nokia: If we use same command codes as in Cx and Dx we believe it may cause some problems, but if it's acceptable for other vendors and it doesn't cause any problems in Cx/Dx-interface, empty values can be removed

Status:
Agreed to add in new version of TS 29.109”

And CN4 really removed the empty required AVPs, because the Diameter Application Id (i.e. interface) separates the messages with the same Command-Code from each others.

This CN4 decision means in practice that:

· Before the decision a Command-Code defined basically a fixed set of required AVPs for all applications. Addition of optional AVPs was allowed practically to any message types.

· Now they may be different kind of required AVPs definitions for the same Command-Code, if they are used under different Application-Ids ( i.e. interfaces).

The consequence of that is:

· The Command-Codes separates different message types only inside a certain Application-Id, not in general.

· For each Application-Ids there is possible to define its own set of Command-Codes and they required AVP contents although the same Command-Code value with different content may be used also for another Application-Id.

· In implementations, same modules cannot be used for checking the existence of mandatory AVPs on Diameter level with Command-Codes for different Application-Ids. E.g. the software module implemented for Cx cannot be reused directly by only adding new GAA AVP, because the absence of some missing Cx required AVPs will raise error message in Zh/Zn.


Why not go to the end in CN4 GAA:

Because the CN4#23 broke the link between Command-Codes and required AVPs definition, it is now possible redefine exactly the Cx Multimedia-Auth-request/Answer messages for GAA purposes i.e. define also the AVPs, that are mandatory in GAA to be required also in definition of the Command-Code 303 for GAA.  



Actually TS 29.109-030 defines already one required AVP to Zh that does not exists in Zn for Command-Code 303 according CN4#23 decision.

2. Questions

In order to define the final exact content with required/optional definition for Zh/Zn messages, the following three questions, marked in italic in the following table, should be also clarified. The most important question “Should GAA mandatory AVPs be defined as required in Diameter”  in practice is in bold and underlined in the table.

In the table the Cx refers to the original Multimedia-Auth-Request/Answer definition for Command Code 303 for IMS Cx. The Zh/Zn refers to the definitions in TS 29.109 for the same Command-Code.

	
	Mandatory in Zh/Zn
	Optional in Zh/Zn
	Not needed in Zh/Zn

	Required in Cx
	No problem. Required.
	Currently defined required.

Should this be 
optional ?
	CN4#23 decides that these AVPs can be removed.

	Optional in Cx
	Currently defined optionally.

Should this be 
Mandatory ?
	No problem. Optional.
	No problem. Removed.

	Not in Cx
	Currently defined optionally.

Should this be Mandatory?
	No problem. Optional
	No problem. 


If GAA mandatory AVPs are defined as required (not optional as now), the existence checking and raising of the error message can be made using the Diameter base modules. If they are optional, the GAA applications in BSF and NAF should to this checking on application level and special error codes should be standardized for application specific error messages.

3. Proposal

The answer to the three questions in the table is “yes”. 

The CN4#23 decision already made the Cx and Zh/Zn implementation incompatible. So, why not make the proper definition, that actually indicates which AVPs are really required in GAA and which are not. 
Annex A: Current GAA Mandatory/optionality situation 

The following table summaries the current view of GAA Mandatority/optionality of GAA specific AVPs and they current definition.  The inconsistency situations are marked by bold.

	
	GAA Mandatory

Now required
	GAA Mandatory

Now optional
	GAA Optional

Now Required
	GAA Optional

Now Optional

	Bootstrapping-
Request in Zh
	User-Name
	
	
	SIP-Number-Auth-Items

	Bootstrapping-
Answer in Zh
	
	
	
	SIP-Number-Auth-Items

SIP-Auth-Data-Item

User-Name
GAA-UserSecSettings

	Bootstrapping-
Info-
Request in Zn
	
	Transaction-Identifier

NAF-Hostname



	
	GAA-Application-Identifier

	Bootstrapping-
Info-
Answer in Zn
	
	

	
	User-Name

UICC-Key-Material

GAA-UserSecSettings
ME-Key-Material

Key-LifeTime
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