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8.4.4
MAP_FORWARD_ACCESS_SIGNALLING service

8.4.4.1
Definition

This service is used between MSC-A and MSC-B (E-interface) to pass information to be forwarded to the A-interface or Iu-interface of MSC-B.

The MAP_FORWARD_ACCESS_SIGNALLING service is a non-confirmed service using the primitives from table 8.4/4.

8.4.4.2
Service primitives

Table 8.4/4: MAP_FORWARD_ACCESS_SIGNALLING

	Parameter name
	Request
	Indication

	Invoke Id
	M
	M(=)

	Integrity Protection Information
	C
	C(=)

	Encryption Information
	C
	C(=)

	Key Status
	C
	C(=)

	AN-APDU
	M
	M(=)

	Allowed GSM Algorithms
	C
	C(=)

	Allowed UMTS Algorithms
	C
	C(=)

	Radio Resource Information
	C
	C(=)

	Radio Resource List
	C
	C(=)

	BSSMAP Service Handover
	C
	C(=)

	BSSMAP Service Handover List
	C
	C(=)

	RANAP Service Handover
	C
	C(=)

	Iu-Currently Used Codec
	C
	C(=)

	Iu-Supported Codecs List
	C
	C(=)

	RAB Configuration Indicator
	C
	C(=)

	Iu-Selected Codec
	C
	C(=)

	UESBI-Iu
	C
	C(=)


8.4.4.3
Parameter use

For the definition and use of all parameters and errors, see clause 7.6.1.

Invoke Id

For definition of this parameter see clause 7.6.1.

Integrity Protection Information

For definition of this parameter see clause 7.6.6. This UMTS parameter shall be included if available and if the encapsulated PDU is BSSMAP Cipher Mode Command.
Encryption Information

For definition of this parameter see clause 7.6.6. This UMTS parameter shall be included if available and if the encapsulated PDU is BSSMAP Cipher Mode Command.

Key Status

For definition of this parameter see clause 7.6.6. This UMTS parameter shall be included if available and if the encapsulated PDU is BSSMAP Cipher Mode Command.

AN-APDU

For definition of this parameter see clause 7.6.9.

Allowed GSM Algorithms

This parameters includes allowed GSM algorithms. This GSM parameter shall be included if the encapsulated PDU is RANAP Security Mode Command and there is an indication that the UE also supports GSM.

Allowed UMTS Algorithms

For definition of this parameter see clause 7.6.6. This UMTS parameter shall be included if Integrity Protection Information and Encryption Information are not available and the encapsulated PDU is BSSMAP Cipher Mode Command.

Radio Resource Information

For definition of this parameter see clause 7.6.6. This parameter shall be sent if the encapsulated PDU is RANAP RAB Assignment Request. If the parameter Radio Resource List is sent, the parameter Radio Resource Information shall not be sent.

Radio Resource List

For definition of this parameter see clause 7.6.6. This parameter shall be sent if the encapsulated PDU is RANAP RAB Assignment Request and MSC-A requests modification of multiple bearers. If the parameter Radio Resource Information is sent, the parameter Radio Resource List shall not be sent.

BSSMAP Service Handover

For definition of this parameter see clause 7.6.6. It shall be present if it is available and the encapsulated PDU is RANAP RAB Assignment Request. If the parameter BSSMAP Service Handover List is sent, the parameter BSSMAP Service Handover shall not be sent.

BSSMAP Service Handover List

For definition of this parameter see clause 7.6.6. It shall be present if it is available and the encapsulated PDU is RANAP RAB Assignment Request and MSC-A requests modification of multiple bearers. If the parameter BSSMAP Service Handover is sent, the parameter BSSMAP Service Handover List shall not be sent.

RANAP Service Handover

For definition of this parameter see clause 7.6.6.. It shall be present if it is available and the encapsulated PDU is BSSMAP Assignment Request.

Iu-Currently Used Codec

For definition of this parameter see subclause 7.6.6. This parameter shall be included if the encapsulated PDU is a RANAP RAB Assignment Request or BSSMAP Assignment Request for a speech bearer and the MS is in UMTS or GERAN Iu-mode access. This parameter shall not be included if the Iu-Supported Codecs List is not included.

Iu-Supported Codecs List

For definition of this parameter see subclause 7.6.6. This parameter shall be included if the encapsulated PDU is a RANAP RAB Assignment Request or BSSMAP Assignment Request and

· a new bearer is allocated for speech;

· an existing bearer is modified from data to speech; or

· for an existing speech bearer the order of priority in the Iu-Supported Codecs List needs to be modified.

This parameter shall not be included if the Iu-Selected Codec is included.

RAB Configuration Indicator

For definition of this parameter see subclause 7.6.6. This parameter may be included if the encapsulated PDU is a RANAP RAB Assignment Request for a speech bearer and MSC-A knows by means of configuration information that MSC-B supports the use of Iu-Supported Codecs List parameter. This parameter shall not be included if the Iu-Supported Codecs List is not included.

Iu-Selected Codec

For definition of this parameter see subclause 7.6.6. This parameter shall be included if

· the encapsulated PDU is a RANAP RAB Assignment Request or BSSMAP Assignment Request for an existing speech bearer;

· the MS is in UMTS or GERAN Iu-mode access; and 

· an Iu-Available Codecs List was received by MSC-A for this speech bearer before, either in the Prepare Handover service response or in the Process Access Signalling service request.

This parameter shall not be included if the Iu-Supported Codecs List is included.

UESBI-Iu

For definition of this parameter see clause 7.6.6. This parameter shall be included if new or changed value needs to be sent from MSC-A to MSC-B and the access network protocol is BSSAP.
****    NEXT MODIFIED SECTION    ****

17.7.1
Mobile Service data types

……

-- handover types

ForwardAccessSignalling-Arg ::= [3] SEQUENCE {


an-APDU

AccessNetworkSignalInfo,

integrityProtectionInfo
[0] IntegrityProtectionInformation

OPTIONAL,


encryptionInfo
[1] EncryptionInformation

OPTIONAL,


keyStatus

[2]
KeyStatus
OPTIONAL,


allowedGSM-Algorithms
[4]
AllowedGSM-Algorithms
OPTIONAL,


allowedUMTS-Algorithms
[5]
AllowedUMTS-Algorithms
OPTIONAL,

radioResourceInformation
[6] RadioResourceInformation
OPTIONAL,


extensionContainer
[3]
ExtensionContainer 
OPTIONAL,


...,


radioResourceList
[7]
RadioResourceList
OPTIONAL,


bssmap-ServiceHandover
[9]
BSSMAP-ServiceHandover
OPTIONAL,


ranap-ServiceHandover
[8]
RANAP-ServiceHandover
OPTIONAL,


bssmap-ServiceHandoverList
[10]
BSSMAP-ServiceHandoverList
OPTIONAL,


currentlyUsedCodec
[11] Codec
OPTIONAL,


iuSupportedCodecsList
[12] SupportedCodecsList
OPTIONAL,


rab-ConfigurationIndicator
[13] NULL

OPTIONAL,


iuSelectedCodec
[14]
Codec
OPTIONAL,


uesbi-Iu

[xx]
UESBI-Iu
OPTIONAL }

AllowedGSM-Algorithms ::= OCTET STRING (SIZE (1))


-- internal structure is coded as Algorithm identifier octet from


-- Permitted Algorithms defined in 3GPP TS 48.008


-- A node shall mark all GSM algorithms that are allowed in MSC-B

AllowedUMTS-Algorithms ::= SEQUENCE {


integrityProtectionAlgorithms
[0] 
PermittedIntegrityProtectionAlgorithms
OPTIONAL,


encryptionAlgorithms
[1] 
PermittedEncryptionAlgorithms

OPTIONAL,


extensionContainer
[2]
ExtensionContainer
OPTIONAL,


...}

PermittedIntegrityProtectionAlgorithms ::=



OCTET STRING (SIZE (1..maxPermittedIntegrityProtectionAlgorithmsLength))


-- Octets contain a complete PermittedIntegrityProtectionAlgorithms data type 


-- as defined in 3GPP TS 25.413, encoded according to the encoding scheme 


-- mandated by 3GPP TS 25.413. 


-- Padding bits are included, if needed, in the least significant bits of the 


-- last octet of the octet string. 

maxPermittedIntegrityProtectionAlgorithmsLength INTEGER ::= 9

PermittedEncryptionAlgorithms ::=



OCTET STRING (SIZE (1..maxPermittedEncryptionAlgorithmsLength))


-- Octets contain a complete PermittedEncryptionAlgorithms data type 


-- as defined in 3GPP TS 25.413, encoded according to the encoding scheme 


-- mandated by 3GPP TS 25.413


-- Padding bits are included, if needed, in the least significant bits of the 


-- last octet of the octet string. 

maxPermittedEncryptionAlgorithmsLength INTEGER ::= 9

KeyStatus ::= ENUMERATED {


old  (0),


new  (1),


...}


-- exception handling:


-- received values in range 2-31 shall be treated as "old"


-- received values greater than 31 shall be treated as "new"
PrepareHO-Arg ::= [3] SEQUENCE {


targetCellId
[0] GlobalCellId
OPTIONAL,


ho-NumberNotRequired
NULL


OPTIONAL, 


targetRNCId
[1] RNCId

OPTIONAL,


an-APDU

[2] AccessNetworkSignalInfo
OPTIONAL,


multipleBearerRequested
[3] NULL

OPTIONAL,


imsi


[4] IMSI

OPTIONAL,


integrityProtectionInfo
[5] IntegrityProtectionInformation

OPTIONAL,


encryptionInfo
[6] EncryptionInformation

OPTIONAL,


radioResourceInformation
[7] RadioResourceInformation
OPTIONAL,


allowedGSM-Algorithms
[9]
AllowedGSM-Algorithms
OPTIONAL,


allowedUMTS-Algorithms
[10]
AllowedUMTS-Algorithms
OPTIONAL,


radioResourceList
[11] RadioResourceList
OPTIONAL,


extensionContainer
[8] ExtensionContainer
OPTIONAL,


... ,


rab-Id

[12] RAB-Id
OPTIONAL,


bssmap-ServiceHandover
[13]
BSSMAP-ServiceHandover
OPTIONAL,


ranap-ServiceHandover
[14]
RANAP-ServiceHandover
OPTIONAL, 


bssmap-ServiceHandoverList
[15]
BSSMAP-ServiceHandoverList
OPTIONAL,

asciCallReference
[20]
ASCI-CallReference
OPTIONAL,


geran-classmark
[16] GERAN-Classmark
OPTIONAL,


iuCurrentlyUsedCodec
[17] Codec
OPTIONAL,


iuSupportedCodecsList
[18] SupportedCodecsList
OPTIONAL,


rab-ConfigurationIndicator
[19] NULL

OPTIONAL,


uesbi-Iu

[21]
UESBI-Iu
OPTIONAL
 }

BSSMAP-ServiceHandoverList ::= SEQUENCE SIZE (1.. maxNumOfServiceHandovers) OF





BSSMAP-ServiceHandoverInfo

BSSMAP-ServiceHandoverInfo ::= SEQUENCE {


bssmap-ServiceHandover
BSSMAP-ServiceHandover,


rab-Id

RAB-Id,


-- RAB Identity is needed to relate the service handovers with the radio access bearers. 


...}

maxNumOfServiceHandovers  INTEGER ::= 7
BSSMAP-ServiceHandover ::= OCTET STRING (SIZE (1))


-- Octets are coded according the Service Handover information element in


-- 3GPP TS 48.008.

RANAP-ServiceHandover ::= OCTET STRING (SIZE (1))


-- Octet contains a complete Service-Handover data type 


-- as defined in 3GPP TS 25.413, encoded according to the encoding scheme 


-- mandated by 3GPP TS 25.413


-- Padding bits are included in the least significant bits. 

RadioResourceList ::= SEQUENCE SIZE (1.. maxNumOfRadioResources) OF





RadioResource

RadioResource ::= SEQUENCE {


radioResourceInformation
RadioResourceInformation,


rab-Id

RAB-Id,


-- RAB Identity is needed to relate the radio resources with the radio access bearers. 


...}

maxNumOfRadioResources  INTEGER ::= 7
PrepareHO-Res ::= [3] SEQUENCE {


handoverNumber
[0] ISDN-AddressString
OPTIONAL,


relocationNumberList
[1]
RelocationNumberList
OPTIONAL,


an-APDU

[2]
AccessNetworkSignalInfo
OPTIONAL,


multicallBearerInfo
[3]
MulticallBearerInfo
OPTIONAL,

multipleBearerNotSupported
NULL


OPTIONAL,


selectedUMTS-Algorithms
[5]
SelectedUMTS-Algorithms
OPTIONAL,


chosenRadioResourceInformation
[6] ChosenRadioResourceInformation
 OPTIONAL,


extensionContainer
[4]
ExtensionContainer
OPTIONAL,


...,


iuSelectedCodec
[7] Codec

OPTIONAL,


iuAvailableCodecsList
[8] CodecList
OPTIONAL }

SelectedUMTS-Algorithms ::= SEQUENCE {


integrityProtectionAlgorithm
[0] 
ChosenIntegrityProtectionAlgorithm
OPTIONAL,


encryptionAlgorithm
[1] 
ChosenEncryptionAlgorithm
OPTIONAL,


extensionContainer
[2]
ExtensionContainer
OPTIONAL,


...}

ChosenIntegrityProtectionAlgorithm ::= OCTET STRING (SIZE (1))


-- Octet contains a complete IntegrityProtectionAlgorithm data type 


-- as defined in 3GPP TS 25.413, encoded according to the encoding scheme 


-- mandated by 3GPP TS 25.413


-- Padding bits are included in the least significant bits. 

ChosenEncryptionAlgorithm ::= OCTET STRING (SIZE (1))


-- Octet contains a complete EncryptionAlgorithm data type 


-- as defined in 3GPP TS 25.413, encoded according to the encoding scheme 


-- mandated by 3GPP TS 25.413


-- Padding bits are included in the least significant bits. 

ChosenRadioResourceInformation ::= SEQUENCE {


chosenChannelInfo
[0] ChosenChannelInfo
OPTIONAL,


chosenSpeechVersion
[1] ChosenSpeechVersion
OPTIONAL,


...}

ChosenChannelInfo ::= OCTET STRING (SIZE (1))


-- Octets are coded according the Chosen Channel information element in 3GPP TS 48.008

ChosenSpeechVersion ::= OCTET STRING (SIZE (1))


-- Octets are coded according the Speech Version (chosen) information element in 3GPP TS


-- 48.008 

PrepareSubsequentHO-Arg ::= [3] SEQUENCE {


targetCellId
[0] GlobalCellId
OPTIONAL,


targetMSC-Number
[1] ISDN-AddressString,


targetRNCId
[2] RNCId

OPTIONAL,


an-APDU

[3]
AccessNetworkSignalInfo
OPTIONAL,

selectedRab-Id
[4]
RAB-Id
OPTIONAL,

extensionContainer
[5]
ExtensionContainer
OPTIONAL,


...,


geran-classmark
[6] GERAN-Classmark
OPTIONAL,


rab-ConfigurationIndicator
[7] NULL

OPTIONAL }

PrepareSubsequentHO-Res ::= [3] SEQUENCE {


an-APDU

AccessNetworkSignalInfo,


extensionContainer
[0]
ExtensionContainer
OPTIONAL,


...}

ProcessAccessSignalling-Arg ::= [3] SEQUENCE {


an-APDU

AccessNetworkSignalInfo,

selectedUMTS-Algorithms
[1]
SelectedUMTS-Algorithms
OPTIONAL,

selectedGSM-Algorithm
[2]
SelectedGSM-Algorithm
OPTIONAL,

chosenRadioResourceInformation
[3] ChosenRadioResourceInformation OPTIONAL,


selectedRab-Id
[4] RAB-Id
OPTIONAL,

extensionContainer
[0]
ExtensionContainer 
OPTIONAL,


...,


iUSelectedCodec
[5] Codec

OPTIONAL,


iuAvailableCodecsList
[6] CodecList
OPTIONAL }

SupportedCodecsList ::= SEQUENCE {


utranCodecList
[0] CodecList
OPTIONAL,


geranCodecList
[1] CodecList
OPTIONAL,


extensionContainer
[2] ExtensionContainer
OPTIONAL,


...}

CodecList ::= SEQUENCE {


codec1

[1] Codec,


codec2

[2] Codec

OPTIONAL,


codec3

[3] Codec

OPTIONAL,


codec4

[4] Codec

OPTIONAL,


codec5

[5] Codec

OPTIONAL,


codec6

[6] Codec

OPTIONAL,


codec7

[7] Codec

OPTIONAL,


codec8

[8] Codec

OPTIONAL,


extensionContainer
[9] ExtensionContainer
OPTIONAL,


...}


-- Codecs are sent in priority order where codec1 has highest priority

Codec ::= OCTET STRING (SIZE (1..4))


-- The internal structure is defined as follows:


-- octet 1
Coded as Codec Identification code in 3GPP TS 26.103


-- octets 2,3,4
Parameters for the Codec as defined in 3GPP TS


--


26.103, if available, length depending on the codec

GERAN-Classmark ::= OCTET STRING (SIZE (2..87))


-- Octets are coded according the GERAN Classmark information element in 3GPP TS 48.008

SelectedGSM-Algorithm ::= OCTET STRING (SIZE (1))


-- internal structure is coded as Algorithm identifier octet from Chosen Encryption


-- Algorithm defined in 3GPP TS 48.008


-- A node shall mark only the selected GSM algorithm

SendEndSignal-Arg ::= [3] SEQUENCE {


an-APDU

AccessNetworkSignalInfo,

extensionContainer
[0]
ExtensionContainer 
OPTIONAL,


...}

SendEndSignal-Res ::= SEQUENCE {


extensionContainer
[0]
ExtensionContainer 
OPTIONAL,


...}

RNCId ::= OCTET STRING (SIZE (7))


-- The internal structure is defined as follows:


-- octet 1 bits 4321
Mobile Country Code 1st digit


--         bits 8765
Mobile Country Code 2nd digit


-- octet 2 bits 4321
Mobile Country Code 3rd digit


--         bits 8765
Mobile Network Code 3rd digit


--


or filler (1111) for 2 digit MNCs


-- octet 3 bits 4321
Mobile Network Code 1st digit


--         bits 8765
Mobile Network Code 2nd digit


-- octets 4 and 5
Location Area Code according to 3GPP TS 24.008


-- octets 6 and 7
RNC Id value according to 3GPP TS 25.413

RelocationNumberList ::= SEQUENCE SIZE (1..maxNumOfRelocationNumber) OF





RelocationNumber

MulticallBearerInfo ::= INTEGER (1..maxNumOfRelocationNumber)

RelocationNumber ::= SEQUENCE {


handoverNumber
ISDN-AddressString,


rab-Id

RAB-Id,


-- RAB Identity is needed to relate the calls with the radio access bearers. 


...}

RAB-Id ::= INTEGER (1..maxNrOfRABs)

maxNrOfRABs INTEGER ::= 255

maxNumOfRelocationNumber  INTEGER ::= 7
RadioResourceInformation ::= OCTET STRING (SIZE (3..13))


-- Octets are coded according the Channel Type information element in 3GPP TS 48.008

IntegrityProtectionInformation ::= OCTET STRING (SIZE (18..maxNumOfIntegrityInfo))


-- Octets contain a complete IntegrityProtectionInformation data type 


-- as defined in 3GPP TS 25.413, encoded according to the encoding scheme 


-- mandated by 3GPP TS 25.413


-- Padding bits are included, if needed, in the least significant bits of the 


-- last octet of the octet string. 

maxNumOfIntegrityInfo INTEGER ::= 100

EncryptionInformation ::= OCTET STRING (SIZE (18..maxNumOfEncryptionInfo))


-- Octets contain a complete EncryptionInformation data type 


-- as defined in 3GPP TS 25.413, encoded according to the encoding scheme 


-- mandated by 3GPP TS 25.413


-- Padding bits are included, if needed, in the least significant bits of the 


-- last octet of the octet string. 

maxNumOfEncryptionInfo INTEGER ::= 100
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