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INTRODUCTION AND SCOPE

Close cooperation between GSM wireless communication network and Internet makes it possible to provide a great variety of services, such as e-mail, weather information, hotel information, film forenotice, financial information and personalized customization. One key issue in realizing this type of service is how the Service Control Point (SCP) of the intelligent network cooperates with the intelligent peripherals(IP) to execute the scripts provided by the internation content provider (ICP). In the ITU-T fixed IN specifications (NAP specifications) the interactive procedure between SCP and IP is defined in detail, which is called UIScript (see Interface Script interaction interface. A great variety of the services are currently provided based on the above-mentioned scheme, such as news online, livelihood finance, announcements to citizens, entertainment, common health knowledge, supply and demand information, and chat on the web. 
The UIScript interface between SCP and IP is not defined in the Camel CAP specification, as a result, it is impossible for SCP and IP to complete the script interaction, nor is it possible to implement services established on this interface. The UIScript interface is defined in detail in ITUT E1228E series specifications. 
In consideration of the above situation, and based on the ITUT, this scheme comes up with the addition of the Camel CAP3 operations to realize the UIScript interaction interface and related mechanisms in an effort to provide GSM network users with the Internet-based services. 

1 REFERENCES

Applicable references for this specification include the following:

2.1 Normative References

[1] 3GPP TS 29.078 5.6.0(2003-12)

[2] ITU-T E1228E

2.2 Informative References

2 DEFINITIONS AND ABBREVIATIONS

The terms and abbreviations that are used within this stage 1 are as follows:

	ICP
	Internet Content Provider

	SSP
	Service Switching Point

	SCP
	Service Control Point

	IP
	Intelligent Peripheral     

	INAP
	Intelligent Network Application Protocol

	ISUP
	Integrated Services Digital Network User Part/ISDN User Part

	TUP
	Telephone User Part

	HTTP
	Hyper Text Transport Protocol  

	XML  
	Extensible Mark-up Language

	
	

	
	


3 GENERAL FEATURE DESCRIPTION

3.1 UIScript  Service model

This scheme proposes the realization of the UIScript interactive interface between the SCP and the IP based on enhancing the Camel CAP3 operation protocol, so that the functional entity SCP on the GSM network can instruct the IP to execute the script provided by ICP and complete information interaction with the IP, thus providing GSM network users with richer and more colorful internet services. Below is a schematic diagram of the service and execution procedures of the service flow: 
1) The user dials the access code to trigger a value-added service to the SCP via the SSP. 

2) The SCP interprets and executes the service logic, and instructs the SSP to establish connection to the IP. 

3) After receiving the indication that the connection to the IP is already established, SCP delivers to the IP the instruction of executing the user interaction script, and instructs the IP to execute the corresponding script procedures.

4) After receiving this instruction, IP instructs Voice IE to send a request to ICP for the VXML page on the ICP according to the actual UI Script information.

5) Voice IE interprets and executes the Voice XML flow procedure script and controls the interaction between the IP­SP and the phone user, such as playing recorded announcement, playing the sound and receiving the number. 
6) After executing the user interaction script, VoiceIE reports to the SCP the result of script execution.
[image: image3.wmf]
4 Numbered Requirements 

The followings are high-level requirements for Prepaid Service.

4.1 Function entities Requirements 

The followings are the requirements for serveral function entities:

PP-01 SCP:It should control the execution of the whole value-added service flow, as well as control the SSP and IP to realize the service function, and cooperate with the SSP to complete the flexible charging function. 
PP-02 IP: providing the dedicated resource capabilities such as sound playing, number receiving, recording, fax and UI-Script, its voice engine (voiceIE) is capable of interpreting and executing the VoiceXML script flow provided by the ICP(internet Content Provider) realizing the interaction process with phone users. 
PP-03 ICP: storing the published VoiceXML flow script, and providing the corresponding VoiceXML flow script at the request of the voice engine (VoiceIE) on the IP. 
PP-04  SSP: Responsible for receiving phone calls and completing the triggering of value-added services. 
PP-05 Interacting between the SCP and the IP, its connection relations still adopts the existing UI interactive interface in the current Camel specification, and the UIScript interactive interface should meet the existing connection mechanism. 
PP-06 Time based prepaid service shall apply for active/connected packet data services. 
4.2 Interface  Requirements 

The followings are the requirements for the interface:

PP-07 The newly added interface for UIScript interaction between the SCP and the IP is preferably based on the existing specification, such as the INAP. In this way, the reliability of the interface is enhanced, and at the same time it is easier for the devices (SCP and IP) to support. 

5 DETAILED FUNCTIONALITY REQUIREMENTS

Detailed Feature Characteristics and Requirements

5.1 New CAP operates for UIScript

The four interface operations defined here for UISCript are: ScriptRun, ScriptEvent, ScriptInfo, and ScriptClose, with their meanings as follows: 

ScriptRun: SCP sends the ScriptRun(script running) instruction to the IP, to instruct  the IP to invoke and execute the script provided by the ICP.
It is used to allocate the user interaction script instance resources (if necessary) and activate the instance, this is a type-2 operation. 

· Direction: SCP→ IP

· Operation identifier


opcode-scriptRun


Code ::= local : 110
· Operation and parameter definition

scriptRun {PARAMETERS-BOUND : bound} OPERATION ::={


ARGUMENT

ScriptRunArg { bound}


RETURN RESULT

FALSE


ERRORS


{






systemFailure |






missingParameter |






taskRefused |






unavailableResource |






unexpectedComponentSequence |






unexpectedDataValue |






unexpectedParameter






}


CODE


opcode-scriptRun

}

ScriptRunArg {PARAMETERS-BOUND : bound} ::= SEQUENCE {


uIScriptId




UIScriptID,


uIScriptSpecificInfo

[0]UIScriptSpecificInfo
  OPTIONAL,


disconnectFromIPForbidden
[2] BOOLEAN

DEFAULT TRUE

}


Here, the meaning of UIScriptId and  UIScriptSpecificInfo is the same as the definition of corresponding parameters in ScriptInformation. 

DisconnectFromIPForbidden: the flag to prohibit disconnection, indicating whether the SRF should be disconnected from the SCP after the execution of user interaction script is completed.

ScriptEvent: The IP reports the execution result via ScriptEvent.
It is used to allocate the user interaction script instance resources (if necessary) and activate the instance, this is a type-2 operation. 

· Direction: SCP → IP

· Operation identifier


opcode-scriptRun


Code ::= local : 110
· Operation and parameter definition

scriptRun {PARAMETERS-BOUND : bound} OPERATION ::={


ARGUMENT

ScriptRunArg { bound}


RETURN RESULT

FALSE


ERRORS


{






systemFailure |






missingParameter |






taskRefused |






unavailableResource |






unexpectedComponentSequence |






unexpectedDataValue |






unexpectedParameter






}


CODE


opcode-scriptRun

}

ScriptRunArg {PARAMETERS-BOUND : bound} ::= SEQUENCE {


uIScriptId




UIScriptID,


uIScriptSpecificInfo

[0]UIScriptSpecificInfo
  OPTIONAL,


disconnectFromIPForbidden
[2] BOOLEAN

DEFAULT TRUE

}

Here, the meaning of UIScriptId and UIScriptSpecificInfo is the same as the definition of corresponding parameters in ScriptInformation.

DisconnectFromIPForbidden: the flag to prohibit disconnection, indicating whether the SRF should be disconnected from the SCP after the execution of user interaction script is completed.
ScriptInfo: After receiving the Script result reported by the IP, if SCP still needs other information interaction with the IP, it sends ScriptInfo to the IP to complete it

.
This is a type-2 operation.

· Direction: SCP → IP

· Operation identifier


opcode-scriptInformation


Code ::= local : 108
· Operation and parameter definition

scriptInformation {PARAMETERS-BOUND : bound} OPERATION ::={


ARGUMENT


ScriptInformationArg { bound}


RETURN RESULT

FALSE


ERRORS
{






systemFailure |






missingParameter |






taskRefused |






unavailableResource |






unexpectedComponentSequence |






unexpectedDataValue |






unexpectedParameter






}


CODE


opcode-scriptInformation

}

ScriptInformationArg {PARAMETERS-BOUND: bound }::= SEQUENCE {


uIScriptId


UIScriptID,


uIScriptSpecificInfo
[0]UIScriptSpecificInfo
 OPTIONAL

}

where,

UIScriptId:script identifier, its definition is as follows:


UIScriptID
:= Integer4


The encoding rule of the script identifier UIScriptI:

Data of UIScriptID is of an integer type occupying 4 bytes. As required by the specification, the user interaction scrip identifier should contain service information, and can uniquely determine one script in this service.  Therefore, the four bytes of the UIScriptID can be encoded with reference to the encoding rule of the MessageID. 
Table 1  UIScriptID encoding rule
	Domain of service encoding bits 
	Domain of script ID encoding bits 

	31
	Reserved
	15

	31
	24
	20
	16
	12
	8
	4
	0


The UIScriptID consists of two parts: domain of service encoding bits and domain of the user interaction script ID encoding bits, with the domain of the service encoding bits occupying 8 bits, and its meaning being consistent with that of the domain of service encoding bits in the MessageID. The rule is as follows: 

Table 2  Rule for UIScriptID domain of service encoding bits 
	Value range
	Meaning

	0x00-0xDF
	Service code corresponding to different services

	0xE0-0xFF
	Reserved


The domain of UIScriptID script  ID encoding bits occupies 24 bits. The rule is as follows: 

Table 3 Rule for the domain of UIScriptID script ID encoding bitsp
	bit
	Meaning

	0~15
	One user interaction script in a specific service

	16~23
	Reserved

	24~31
	Service code


UIScriptSpecificInfo:used to provide the SRF with the information required for the execution of the script, the definition is as follows: 

UIScriptSpecificInfo
=OCTET STRING (SIZE(1. 127))
The UIScriptSpecificInfo defines a string, with its interior still in the encoding mode of ASN.1, and the framework is as follows:
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Organization framework of UIScriptSpecificInfo

Here, only the basic types of Tag are used, with the definitions as follows:

Table 4  Definition of basic TAG types
	Type
	TAG

	Boolean
	0x01

	Integer
	0x02

	String
	0x04

	NULL
	0x05

	Enumerate
	0x0A


Note: The parameter length of the String type must be limited as (SIZE(minString­ maxString)) 

minString         1
maxString

127
ScriptClose: The SCP sends the ScriptClose instruction to IP to close the script and end the session interaction.
It is used to release the script execution resources and is a type-2 operation.
· Direction: SCP → IP

· Operation identifier


opcode-scriptClose


Code ::= local : 111
· Operation and parameter definition

scriptClose {PARAMETERS-BOUND : bound} OPERATION ::= {


ARGUMENT


ScriptCloseArg { bound}


RETURN RESULT

FALSE


ERRORS



{







systemFailure |







missingParameter |







taskRefused |







unavailableResource |







unexpectedComponentSequence |







unexpectedDataValue |







unexpectedParameter 







}


CODE 



opcode-scriptClose

}

ScriptCloseArg {PARAMETERS-BOUND: bound}:= SEQUENCE {


uIScriptId



UIScriptID,


uIScriptSpecificInfo
[0] UIScriptSpecificInfo
OPTIONAL

The meaning of UIScriptId and UIScriptSpecificInfo is the same as that of corresponding parameters in ScriptInformation.

Note: The message encoding/decoding format of the UIScriptID parameter for the operation above is the “Universal ” encoding/decoding format. 
There can be multiple ScriptInfo and ScriptEvent interactions between the SCP and the IP. These two operate alternatively, that is, for one ScriptInfo, there must be one ScritptEvent corresponding to it, the to-and-back interactions maintain the continuation of the interaction. The question as how many times the interaction should take place depends on the service specification. The script corresponds to the intelligent service, and the two keep consistent. 

5.2 Normal Procedures with Successful Outcome
The processing flow of the UIScript interaction between the SCP and the IP is shown in the figure below: 
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1) The SCP sends the ConnectToResource to the SSP, instructing the SSP to connect the link with IP, so as to provide the voice interaction capability for subsequent interactive processes. 

2) After establishing its link with the SSP, the IP sends to the SCP the EventReportRequest to inform the SCP that the link is established and the SCP can complete the subsequent interactions.

3) SCP delivers the ScriptRun. (script running) instruction to the IP, instructing  the IP to invoke and execute the script provided by the ICP.

4) The IP reports the execution result via ScriptEvent.

5) After receiving the Script result reported from the IP, if the SCP still needs other information interaction with the IP, it sends ScriptInfo to the IP.

6) After receiving the ScriptInfo from the SCP, the IP continues to execute the script, and reports the ScriptEvent once again when the triggering condition for reporting the ScriptEvent is met, then repeats 6}}, 7} and 8}.

7) After the execution of the script is completed, the IP reports the last ScriptEvent (in the ScriptEvent, there is an indicative flag as to whether it is the last Event).

8) After receiving the last Event from the IP, the SCP delivers the ScriptClose to instruct the IP to close the script.

9) The SCP delivers DisconnectForwardConnectionwithArgument to  SSP to disconnect its link with the IP. After receiving the Disconnect instruction from the SCP, the SSP disconnects the link with the IP.

10) The SSP sends the EventReportRequest to the SCP to report the link disconnection.



















Figure 2  UIScript interaction procedure








Figure 1  Processing procedure of interaction between GSM network and Internet
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