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Beginning of the first modification
6.1.1
Data read (Sh-Pull)

This procedure is used between the AS and the HSS.  The procedure is invoked by the AS and is used:

-
To read transparent and/or non-transparent data for a specified user from the HSS.

This procedure is mapped to the commands User-Data-Request/Answer in the Diameter application specified in 3GPP TS 29.329 [5]. Tables 6.1.1.1 and 6.1.1.2 detail the involved information elements.

Table 6.1.1.1: Sh-Pull

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity

(See 7.1)
	User-Identity
	M
	IMS Public Identity or MSISDN of the user for whom the data is required.



	Requested data

(See 7.3)
	Data-Reference
	M
	This information element indicates the reference to the requested information. The set of valid reference values are defined in 7. 6.

	Requested Identity set (See 7.11)
	Identity-Set
	O
	If Data-Reference indicates that IMS Public Identities is the requested data set to be downloaded, this information element should be included.

When this information element takes the value IMPLICIT_IDENTITIES, the HSS shall provide all IMS Public Identities that are implicitly registered with the IMS Public Identity included in the message in the User-Identity AVP.

When this information element takes the value REGISTERED_IDENTITIES, the HSS shall provide all IMS Public Identities whose state is registered, belonging to all Private Identities that the IMS Public Identity in the User-Identity AVP is associated with.
When this information element takes the value ALL_IDENTITIES, the HSS shall provide all IMS Public Identities, belonging to all Private Identities that the IMS Public Identity in the User-Identity AVP is associated with.
If Data-Reference indicates that IMS Public Identities is the requested data set to be downloaded and this information element is not included, the HSS shall download the set of IMS Public Identities that would be downloaded if the value of this information element had been ALL_IDENTITIES.

	Requested domain

(See 7.2)
	Requested-Domain
	C
	This information element indicates the domains to which the operation is applicable. Check table 7.6.1 to see when it is applicable.

	Current Location

(See 7.8)
	Current-Location
	C
	This information element indicates whether an active location retrieval has to be initiated or not. It shall be present if Location Information is requested.

If this information element takes the value InitiateActiveLocationRetrieval (1) the HSS shall indicate to the MSC/VLR and/or SGSN the need to initiate an active location retrieval.

	Service Indication

(See 7. 4)
	Service-Indication
	C
	IE that identifies, together with the User-Identity and Data-Reference, the set of service related transparent data that is being requested..

	Application Server Identity (See 7.9)
	Origin-Host
	M
	IE that identifies the AS originator of the request and that is used to check the AS permission list.

	Application Server Name
	Server-Name
	C
	IE that is used, together with the user identity and Data-Reference, as key to identify the filter criteria.

This element shall be present when the Data-Reference value is InitialFilterCriteria (13).


Table 6.1.1.2: Sh-Pull Resp

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 7.5)
	Result-Code / Experimental_Result
	M
	Result of the request. 

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Sh errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Data

(See 7.6)
	User-Data
	O
	Requested data.


6.1.1.1

Detailed behaviour

The conditions for the inclusion of Requested-Domain as an additional key to the requested data are described in table 7.6.1.  If repository data is requested, Service-Indication shall be present in the request. If initial filter criteria are requested, the Server-Name AVP shall contain the SIP URL of the AS that initiates the request; requests for initial filter criteria are limited to those initial filter criteria which are relevant to the requesting AS.

Upon reception of the Sh-Pull request, the HSS shall, in the following order:

1.
Check that the AS sending the request (identified by the Origin-Host AVP) has Sh-Pull permission in the AS Permissions List (See 6.2).  If not, Experimental-Result-Code shall be set to DIAMETER_ERROR_OPERATION_NOT_ALLOWED in the Sh-Pull Response.

2.
Check that the user for whom data is asked exists in HSS.  If not, Experimental-Result-Code shall be set to  DIAMETER_ERROR_USER_UNKNOWN in the Sh-Pull Response.

3.
Check that the requested user data is allowed to be read by the AS.

-
If the data referenced in the request is not allowed to be read, Experimental-Result Code shall be set to DIAMETER_ERROR_USER_DATA_CANNOT_BE_READ in the Sh-Pull Response.

4.
Check whether or not the data that is requested to be downloaded by the AS is currently being updated by another entity.  If there is an update of the data in progress, the HSS shall delay the Sh-Pull-Resp message until the update has been completed and shall include in the Sh-Pull-Resp message the updated data requested.

If there is an error in any of the above steps then the HSS shall stop processing and shall return the error code specified in the respective step (see 3GPP TS 29.329 [5] and 3GPP TS 29.229 [7] for an explanation of the error codes). Otherwise, the requested operation shall take place and the HSS shall return the Result-Code AVP set to DIAMETER_SUCCESS and the requested data identified by User-Identity and Data-Reference in the Sh-Pull Response message..

End of the first modification
Beginning of the second modification
A.3
Sh message parameters to Diameter AVP mapping

The following table gives an overview about the mapping:

Table A.3.1: Sh message parameters to Diameter AVP mapping

	Sh parameter
	AVP Name

	User identity
	User-Identity

	Requested data, Unauthorized data
	Data-Reference

	Service Indication
	Service-Indication

	Result, Data Request Result, Data Update Result
	Result-Code / Experimental-Result

	Requested Data, Updated data, Changed data
	User-Data

	Subscription request type
	Subs-Req-Type

	Unauthorized data
	Data-Reference

	Requested Domain
	Requested-Domain

	Current Location
	Current-Location

	Application Server Identity
	Server-Name

	Requested Identity Set
	Identity-Set


End of the second modification
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