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1. Introduction

There are two main alternatives for “redirect” in a shared network configured using the Multi Operator Core Network (MOCN) – a “RAN Centric” approach and a “CN Centric” approach. “Redirect” is a mechanism required for “non-supporting UE’s” (e.g. pre-rel-6 UE´s) in a MOCN in some less frequent situations, for example a visiting subscriber doing his very first initial attach to a new network. 

The RAN Centric approach described in TR 23.851 V6.0.0 includes some alternatives and ffs’es (subclause 4.3 method 1). The purpose with this discussion paper is to propose one RAN centric approach, clean-up ffs’es, and provide a more comprehensive description of the approach.

2. Background

Redirection is a mechanism used as part of the “assignment of CN operator” only in some less frequent situations in a MOCN configuration where the RNC doesn’t know what CN operator to assign. This has for example earlier been discussed in S2-040723 (clause 2) from SA2#38. The mechanisms of the RAN Centric redirect are presented in clause 3 – “Discussion” below.
Figure 1 and 2 shows the most frequent situations of CN operator assignment. In these situations are redirections not necessary. Figure 1 shows when a supporting UE registers to a CN operator in a shared network. For supporting UEs redirection is never done.
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Figure 1, Assignment of CN operator for supporting UEs

Figure 2 shows a non-supporting UE which has previously been registered (attached) to one of the CN operators, and hence has a TMSI/P-TMSI which is valid in one of the CN nodes. Using normal Iu-flex functionality, the terminal shall indicate the NRI (which is part of TMSI/P-TMSI) to the RNC. The Iu-flex function in the RNC then selects the correct CN node (and thereby CN operator) for the registration request. The CN operators has to coordinate their NRI’s, e.g. by letting the most significant bit(s) indicate the operator. The Iu-flex functions makes redirection unnecessary in this case for non-supporting UE’s.
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Figure 2, Assignment of CN operator for non-supporting UEs doing subsequent registrations 

3. Discussion

3.1 RAN Centric redirection

For a non-supporting UE which wasn’t previously attached to any of the CN operators, and hence has no valid TMSI/P-TMSI for none of the CN nodes, figure 3 shows an example of a redirect case. The RNC receives the initial registration and selects a CN node either randomly or based on an invalid NRI. In those situations the CN node may be able to attach the UE successfully, but it may also have to request the RNC to do a redirection. The amount of successful attachments depends, for home subscribers on the number of CN operators in the MOCN, and for visiting subscribers on the roaming agreements the CN operators have. 

For home subscribers, where IMSI can be found among the RNC configured IMSI ranges, the attach request will always be successful on the second try if it wasn’t already on the first. For visiting subscribers the number of tries depends on number of CN operators and what roaming agreements they have.     
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Figure 3, Assignment of CN operator for non-supporting UEs doing subsequent registrations 

3.2
Information flow for RAN Centric redirection

An example of an information flow for the RAN centric redirection is shown below. In this example an attach request from a non-supporting UE is directed to three different CN operators. The first rejects since it has no roaming agreement with the subscribers Home PLMN. The second rejects because of a roaming restriction found in HLR. The third CN operator accepts and completes the attach request.
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Figure 4, Information flow for RAN centric redirection

1) The RRC connection is established.

2) RNC receives an Initial Direct Transfer from an UE. The RNC is configured to work in a Shared RAN MOCN, and therefore it forwards the NAS message in an Initial UE with an additional redirect attempt flag set. 

3) The MSC/SGSN receives the Initial UE with the redirect attempt flag set. It then knows it shall answer with a Reroute Command or Reroute Complete message. 

4) The MSC/SGSN needs the IMSI of the UE. It is retrieved either from old MSC / old SGSN or from the UE as in this example. By comparing the IMSI with the roaming agreements of the CN operator, the MSC/SGSN discovers that roaming is not allowed. Attach procedure is aborted.

5) A message is sent back to the RNC with two NAS messages, the attach reject message and the original attach request message received from the UE (alternatively the original NAS message may be stored in the RNC). The IMSI is also included in the message, plus a cause code indication to the RNC. The message should be a new RANAP message, Reroute Command. It might also be an extended Direct Transfer message (later RAN3 decision).  

The RNC releases the signalling connection with MSC/SGSN A. The RNC then compares the received IMSI in the Reroute Command message with configured IMSI ranges it has of the CN operators of the shared RAN. If a match is found the UE is a home subscriber by one of the CN operators and the RNC then knows the correct MSC/SGSN to redirect to in next step. If no match is found (as in this example) the UE is a visiting UE and the RNC has to select a MSC/SGSN randomly in next step. The already tried MSC/SGSNs is stored in the RNC during the redirect procedure so that the same node is not selected twice.   

6) The RNC sends a new Initial UE to the next selected MSC/SGSN with the original NAS attach request message. Redirect attempt flag is set and IMSI may also be included to avoid a second IMSI retrieval from UE or old MSC/SGSN. The MSC/SGSN receiving the message starts its attach procedure. 

7) MSC/SGSN B does in general support roaming for the HPLMN of the IMSI and requests Authentication Vectors from the HLR.  

8) MSC/SGSN B authenticates the UE.

9) MSC/SGSN B verifies authentication result and starts RAN ciphering.

10) MSC/SGSN B updates the HLR and receives subscriber data from HLR.

11) The subscription data do not allow roaming (e.g. regional or 3G ). MSC/SGSN B sends a Reroute Command message including the attach reject message, the original attach request message (alternatively stored in the RNC) and the IMSI (MSC/SGSN does not need know if RNC has already got the IMSI or not), the N(SD) (for MSC only), and authentication vectors. 

The RNC releases the signalling connection with MSC/SGSN B. The RNC then selects a new MSC/SGSN as in step 5.   

12) The MSC/SGSN C receives an Initial UE (with the original NAS attach request message) with the redirect attempt flag is set, an IMSI, N(SD) (if MSC), and authentication vectors. The MSC/SGSN C starts the attach procedure and makes bypasses based on provided information.  

13) MSC/SGSN C updates the HLR and receives subscriber data from HLR. Subscriber data allows roaming, and the MSC/SGSN C completes the attach procedure. This includes the assignment of a new TMSI/P-TMSI with an NRI that can be used by RNC to route subsequent signalling between UE and correct MSC/SGSN. This is existing Iu-flex functionality.  

14) A Reroute Complete message with the NAS Attach accept message is sent to RNC.  The RNC notices that the redirect is finished and cleans up any stored redirect data.

15) The Attach Accept is forwarded to the UE. The UE stores the TMSI/P-TMSI with the Iu-flex NRI to be used for future signalling, even after power off. This is existing functionality.

16) UE responds with an Attach Complete message.  

If the RNC finds no more MSC/SGSN to redirect to after receiving a Reroute Command message, e.g. step 5 or step 11, it compares the cause code with cause codes from other Reroute Command messages it has earlier received for this UE. The “softest” cause code is chosen and the corresponding saved NAS attach reject message is returned to the UE.

During the whole redirect procedure the RNC keeps a timer which corresponds to the UE timer of releasing the RR connection (20 seconds). If the RNC when receiving a Reroute Command message finds that there is not sufficient time for another redirect, the whole procedure is aborted and messages and stored information is silently discarded. The UE will repeat its attach request four times (each time waiting 15 seconds before it re-establishes the RR connection for another try). The risk that a random selection after four retries would still have missed one MSC/SGSN that would have accepted the UE can be calculated to a very small probability.  

3.3 RAN Centric redirection architectural description aspects

· The used IMSI ranges of all the CN operators in the shared network shall be configured in each RNC in shared RAN. This ensures that never more than one redirection is needed for home subscribers of the CN operators of the shared network.

· Specification and design of the redirect function must consider that a CN operator shall be able to use pooled CN resources, i.e. Iu-flex. Moreover, the redirect selection function (using stored info in RNC e.g. earlier tried nodes, info received in Reroute Command and randomizing function) is highly related to the Iu-flex selection function in the RNC, see figure below. This needs to be considered when specifying the redirect function to minimize impact in standards and products.
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Figure 5, Pool aspects for MOCN redirect function

3.4 Connection less probing as an extension to RAN Centric redirection

A method for a sort of ‘parallel probing’ of CN nodes for several CN operators is presented in S2-041298 & 99. This method uses a connection less signaling over Iu. The method should be possible to use as an extension to the RAN centric approach to reduce registration time for non-supporting UEs not having a valid TMSI/PTMSI for the network it tries to connect to.  

4. Proposal

It is proposed to consider and adopt the described RAN centric approach when recommending and selecting a method for redirect in MOCN shared network configurations in the answer on the SA2 LS on “Evaluation of MOCN redirect alternatives“.
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