3GPP TSG CN WG4 Meeting #22bis
N4-040565
Zagreb, Croatia, 10th – 14th May 2004
Source:
Nokia
Title:
Wg reference point 
Agenda item:
WLAN
Document for:
Discussion and Decision
1. Introduction

This contribution suggests adding missing Scenario-3 related chapters to TS 29.234..  

2. Discussion

According to 23.234, the WAG should implement policy reinforcement on traffic sent to/from the WLAN-UE. The information with which it shall do this is supplied by the AAA-Server and/or AAA-proxy via the Wg interface. Since this is an inter/intra operator interface, it is propsed to add a chapter to 29.234 to describe it.

Further, this Discussion paper seeks to instigate discussion as to the nature of the protocol to be used on the Wg interface.

Section 7.9 of 23.234 (V6.0.0) describes the functionality required during the tunnel setup procedure, for:

(i) PDG in VPLMN

During the tunnel establishment procedure, the PDG and the WAG exchange information via the 3GPP AAA Proxy in order to establish a filtering policy to allow the forwarding of tunnelled packets to the PDG. The 3GPP AAA Proxy requests the WAG to apply filtering policy based on information obtained from the PDG. The 3GPP AAA Proxy decides which filtering policy could be applied by the WAG according to local information (e.g. based on number of users, WAG capabilities, roaming agreement policy, etc).

(ii) PDG in HPLMN
During the tunnel establishment, the PDG and the WAG exchange information via the 3GPP AAA Server and 3GPP AAA Proxy in order to establish a filtering policy to allow the forwarding of tunnelled packets to the PDG. The 3GPP AAA server requests to the WAG to apply filtering policy based on information obtained from the PDG. The 3GPP AAA server decides which filtering policy could be applied by the WAG according to local information (e.g. based on number of user, WAG capabilities, roaming agreement policy, etc). The applied filtering policy is communicated to the Home-PDG.

This suggests that during tunnel setup, there is signalling from the PDG to the AAA-Server across the Wm interface detailing the tunnel attributes (e.g. source/destination transport layer IP addresses of packets), which must be appended and forwarded to the WAG. 

On tunnel disconnect, signalling is also needed across Wg:
Upon receiving the Tunnel disconnection report, the 3GPP AAA server updates the related service information and/or status of the subscriber; and removes the filtering policy related to the disconnected tunnel from WAG if necessary.
This discussion paper makes no proposal as to the nature of the protocol to be used on the Wg, rather it poses the question: should we use a Diameter based application, or is another protocol method applicable here?

1 Proposal
The text modifications related Wm reference point are proposed to the TS29.234.

################Modification Part 1 Beginning##########################
11
Wg Description

Editor’s Note:  This chapter shall describe the procedures by which policy reinforcement information is downloaded from the AAA-proxy/AAA-Server to the WAG.
################ Modification Part 2 End##########################








































































