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B.2.2
Initial Filter Criteria

The following picture gives an outline of the UML model of Initial Filter Criteria class:
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Figure B.2.2.1.1: Initial Filter Criteria
Each instance of the Initial Filter Criteria class is composed of one instance of a Trigger Point class and one instance of an Application Server class. FilterID identifies the particular instance of the Filter Criteria class. Priority indicates the priority of the Filter Criteria. The higher the Priority Number the lower the priority of the Filter Criteria is; i.e., a Filter Criteria with a higher value of Priority Number shall be assessed after the Filter Criteria with a smaller Priority Number have been assessed. The same priority shall not be assigned to more than one AS. ConditionTypeCNF is a boolean that is TRUE when the Trigger Point associated with the FilterCriteria is a boolean expresion in Conjuctive Normal Form (CNF) and FALSE if the Trigger Point is expressed in Disjunctive Normal Form (DNF) (see Annex C).

Trigger Point class describes the trigger points that should be checked in order to find out if the indicated Application Server should be contacted or not. Each TriggerPoint is a boolean expression in Conjuctive or Disjunctive Normal form (CNF of DNF).

The attribute ConditionTypeCNF attribute defines how the set of SPIs are expressed, i.e. either an Ored set of ANDed sets of SPI statements or an ANDed set of Ored sets of statements. Individual SPI statements can also be negated.  These combinations are termed, respectively, Disjunctive Normal Form (DNF) and Conjunctive Normal Form (CNF)  for the SPI (see Annex C). Both DNF and CNF forms can be used.

Each Trigger Point is composed by 0 to n instances of the class Service Points of Interest.

Application Server class defines the application server, which is contacted, if the trigger points are met. Server Name is the SIP URL of the application server to contact. Default Handling determines whether the dialog should be released if the Application Server could not be reached or not; it is of type enumerated and can take the values: SESSION_CONTINUED or SESSION_TERMINATED. 

The Application Server class contains zero or one instance of the Service Information class and zero or one insance of the Service Key class. Service Information class allows to download to S-CSCF information that is to be transferred transparently to an Application Server when the trigger points of a filter criterion are satisfied. ServiceInformation is a string conveying that information. Service Key class allows to download the Service Key  to an Application Server when the trigger points of a filter criteria are met. See 3GPP TS 23.218 [7] for a description of the use of this information element.

B.2.3
Trigger Point

The following picture gives an outline of the UML model of Filter Criteria class:
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Figure B.2.3.1: Trigger Point
The attribute Group of the class Service Points of Interest allows the grouping of SPIs that will configure the sub-expressions inside a CNF or DNF expression. For instance, in the following CNF expression (A+B).(C+D), A+B and C+D would correspond to different groups. 

In CNF, the attribute Group identifies the Ored sets of SPI instances. If the SPI belongs to different Ored sets, SPI can have more than one Group values assigned. At least one Group must be assigned for each SPI.

In DNF, the attribute Group identifies the ANDed sets of SPI instances. If the SPI belongs to different ANDed sets, SPI can have more than one Group values assigned. At least one Group must be assigned for each SPI.

The attribute ConditionNegated of the class Service Points of Interest defines whether the individual SPI instance is negated (i.e. NOT logical expression).

Request-URI class defines SPI for the Request-URI. Request-URI contains attribute RequestURI.

SIP Method class defines SPI for the SIP method. SIP Method contains attribute SIPMethod which can evaluate to any existent SIP method.

SIP Header class defines SPI for the presence or absence of any SIP header or for the content of any SIP header. SIP Header contains attribute SIP Header which identifies the SIP Header, which is the SPI, and the Content attribute defines the value of the SIP Header if required. The value of the Content attribute is a string that shall be interpreted as a regular expression. Perl-like regular expressions shall be taken as a model for legal regular expressions for this function. A regular expression would be as simple as a literal (e.g. “john”) or a more elaborated one, allowing to match a string “containing” a substring, beginning with a substring, etc. Examples of regular expressions valid for the “Match” attribute could be:

(1 “Joe”: meaning that a given header matches exactly with the string “Joe”.

(1 “^(Jo).*”: meaning that a given header contains a value that begins with “Jo”.

(1 “.*Jo.*”: meaning that a given header contains the sub string “Jo” at any position.

The absence of the Content attribute and ConditionNegated = TRUE indicates that the SPI is the absence of a determined SIP header.

Session Case class represents an enumerated type, with possible values “Originating”, “Terminating”, “Terminating_Unregistered” indicating if the filter should be used by the S-CSCF handling the Originating, Terminating or Terminating for an unregistered end user services.

Session Description Information class defines SPI for the content of any SDP field within the body of a SIP Method. The Line attribute identifies the line inside the session description. Content is a string defining the content of the line identified by Line. Perl-like regular expressions shall be taken as a model for regular expressions for this function (as described above).

Annex C (informative):
Conjunctive and Disjunctive Normal Form

A Trigger Point expression is constructed out of atomic expressions (i.e. Service Points of Interest) linked by Boolean operators AND, OR and NOT. Any logical expression constructed in that way can be transformed to forms called Conjunctive Normal Form (CNF) and Disjunctive Normal Form (DNF).

A Boolean expression is said to be in Conjunctive Normal Form if it is expressed as a conjunction of disjunctions of literals (positive or negative atoms), i.e. as an AND of clauses, each of which is the OR of one of more atomic expressions. 

Taking as an example the following trigger:

Method = “INVITE” OR Method = “MESSAGE” OR (Method=”SUBSCRIBE” AND NOT Header = “from” Match = “joe”)

The trigger can be split into the following atomic expressions:

· Method=”INVITE”

· Method=”MESSAGE”

· Method=”SUBSCRIBE”

· NOT header=”from” Match=”joe”

Grouping the atomic expressions, the CNF expression equivalent to the previous example looks like:

(Method=”INVITE” OR Method = “MESSAGE” OR Method=”SUBSCRIBE”) AND (Method=”INVITE” OR Method = “MESSAGE” OR (NOT Header = “from” Match = “joe”))

This result in two “OR” groups linked by “AND” (CNF):

· (Method=”INVITE” OR Method = “MESSAGE” OR Method=”SUBSCRIBE”)

· (Method=”INVITE” OR Method = “MESSAGE” OR (NOT Header = “from” Content = “joe”))

The XML representation of the trigger is:

<?xml version=”1.0” encoding=”UTF-8”?>

<testDatatype xmlns:xsi=”http://www.w3.org/2001/XMLSchema-instance” xsi:noNamespaceSchemaLocation=”D:\ \CxDataType.xsd”>


<IMSSubscription>



<PrivateID>IMPI1@homedomain.com</PrivateID>



<ServiceProfile>




<PublicIdentity>





<BarringIndication>1</BarringIndication>





<Identity> sip:IMPU1@homedomain.com </Identity>




</PublicIdentity>




<PublicIdentity>





<Identity> sip:IMPU2@homedomain.com </Identity>




</PublicIdentity>

””””


<InitialFilterCriteria>

””



<Priority>0</Priority>





<TriggerPoint>






<ConditionTypeCNF>1</ConditionTypeCNF>






<SPI>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>INVITE</Method>






</SPI>






<SPI>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>MESSAGE</Method>






</SPI>






<SPI>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>SUBSCRIBE</Method>






</SPI>






<SPI>







<ConditionNegated>0</ConditionNegated>







<Group>1</Group>







<Method>INVITE</Method>






</SPI>






<SPI>







<ConditionNegated>0</ConditionNegated>







<Group>1</Group>







<Method>MESSAGE</Method>






</SPI>






<SPI>







<ConditionNegated>1</ConditionNegated>







<Group>1</Group>







<SIPHeader>








<Header>From</Header>








<Content>”joe”</Content>







</SIPHeader>






</SPI>





</TriggerPoint>





<ApplicationServer>






<ServerName>sip:AS1@homedomain.com</ServerName>






<DefaultHandling>0</DefaultHandling>





</ApplicationServer>




</InitialFilterCriteria>



</ServiceProfile>


</IMSSubscription>

</testDatatype>

A Boolean expression is said to be in Disjunctive Normal Form if it is expressed as a disjunction of conjuctions of literals (positive or negative atoms), i.e. as an OR of clauses, each of which is the AND of one of more atomic expressions.

The previous example is already in DNF, composed by the following groups:

· Method=”INVITE”

· Method=”MESSAGE”

· Method=”SUBSCRIBE” AND (NOT header=”from” Match=”joe”)

The XML representation of the trigger is:

<?xml version=”1.0” encoding=”UTF-8”?>

<testDatatype xmlns:xsi=”http://www.w3.org/2001/XMLSchema-instance” xsi:noNamespaceSchemaLocation=”D:\ CxDataType.xsd”>


<IMSSubscription>



<PrivateID>IMPI1@homedomain.com</PrivateID>



<ServiceProfile>




<PublicIdentity>





<BarringIndication>1</BarringIndication>





<Identity> sip:IMPU1@homedomain.com </Identity>




</PublicIdentity>




<PublicIdentity>





<Identity> sip:IMPU2@homedomain.com </Identity>




</PublicIdentity>””””




<InitialFilterCriteria>

””



<Priority>0</Priority>





<TriggerPoint>






<ConditionTypeCNF>0</ConditionTypeCNF>






<SPI>







<ConditionNegated>0</ConditionNegated>







<Group>0</Group>







<Method>INVITE</Method>






</SPI>






<SPI>







<ConditionNegated>0</ConditionNegated>







<Group>1</Group>







<Method>MESSAGE</Method>






</SPI>






<SPI>







<ConditionNegated>0</ConditionNegated>







<Group>2</Group>







<Method>SUBSCRIBE</Method>






</SPI>






<SPI>







<ConditionNegated>1</ConditionNegated>







<Group>2</Group>







<SIPHeader>








<Header>From</Header>








<Content>”joe”</Content>







</SIPHeader>






</SPI>





</TriggerPoint>





<ApplicationServer>






<ServerName>sip:AS1@homedomain.com</ServerName>






<DefaultHandling index=”0">0</DefaultHandling>





</ApplicationServer>




</InitialFilterCriteria>



</ServiceProfile>


</IMSSubscription>

</testDatatype>

Annex D (informative):
High-level format for the User Profile

The way the information will be transferred through the Cx interface can be seen from a high-level point of view in the following picture:
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Figure C.1: Example of in-line format of user profile

If more than one service profile is created, for example to assign a different set of filters to public identifiers 1 and 2 and public identity 3, the information will be packaged in the following way:
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Figure C.2: Example of in-line format of user profile
Annex E (normative):
XML schema for the Cx interface user profile

The file CxDataType.xsd, attached to this specification, contains the XML schema for the Cx interface user profile. Such XML schema details all the data types on which XML documents containing Cx profile information shall be based. The XML schema file is intended to be used by an XML parser.

Table E.1 describes the data types and the dependencies among them that configure the XML schema.

Table E.1: XML schema for Cx interface: simple data types

	Data type
	Tag
	Base type
	Comments

	tPriority
	Priority
	integer
	>= 0

	tGroupID
	Group
	integer
	>= 0

	tDefaultHandling
	DefaultHandling
	enumerated
	Possible values: 

0 (SESSION_CONTINUED)

1 (SESSION_TERMINATED)

	tDirectionOfRequest
	SessionCase
	enumerated
	Possible values: 

0 (ORIGINATING_SESSION)

1 TERMINATING_SESSION 

2 (TERMINATING_UNREGISTERED)

	tPrivateID
	PrivateID
	anyURI
	Syntax described in RFC 2486

	tSIP_URL
	PublicIdentity
	anyURI
	Syntax described in RFC 3261

	tTEL_URL
	PublicIdentity
	anyURI
	Syntax described in RFC 2806

	tPublicIdentity
	PublicIdentity
	(union)
	Union of tSIP_URL and tTEL_URL

	tServiceInfo
	ServiceInfo
	string
	

	tServiceKey
	ServiceKey
	string
	

	tString
	RequestURI, Method, Header, Content, Line
	string
	

	tBool
	ConditionTypeCNF, ConditionNegated
	boolean
	Possible values: 

0 (false)

1 (true)


Table E.2: XML schema for Cx interface: complex data types

	Data type
	Tag
	Compound of

	
	
	Tag
	Type
	Cardinality

	tIMSSubscription
	IMSSubscription
	PrivateID
	tPrivateID
	1

	
	
	ServiceProfile
	tServiceProfile
	(1 to n) 

	tServiceProfile
	ServiceProfile
	PublicIdentity
	tPublicIdentity
	(1 to n

	
	
	InitialFilterCriteria
	tInitialFilterCriteria
	(1 to n

	tInitialFilterCriteria
	InitialFilterCriteria
	Priority
	tPriority
	1

	
	
	TriggerPoint
	tTrigger
	(0 to 1)

	
	
	ApplicationServer
	tApplicationServer
	1

	tTrigger
	Trigger
	SPI
	tSiPoInt
	(0 to n

	
	
	ConditionTypeCNF
	tBool
	1

	tSiPoInt
	SPI
	ConditionNegated
	tBool
	(0 to 1)

	
	
	Group
	tGroupID
	(1 to n

	
	
	Choice of
	RequestURI
	tString
	1

	
	
	
	Method
	tString
	1

	
	
	
	SIPHeader
	tHeader
	1

	
	
	
	SessionCase
	tDirectionOfRequest
	1

	
	
	
	SessionDescription
	tSessionDescription
	1

	tHeader
	SIPHeader
	Header
	tString
	1

	
	
	Content
	tString
	(0 to 1)

	tSessionDescription
	SessionDescription
	Line
	tString
	1

	
	
	Content
	tString
	(0 to 1)

	tApplicationServer
	ApplicationServer
	ServerName
	tSIP_URL
	1

	
	
	DefaultHandling
	tDefaultHandling
	(0 to 1)

	
	
	ServiceInfo
	tServiceInfo
	(0 to 1)

	
	
	ServiceKey
	tServiceKey
	(0 to 1)

	NOTE: “n” shall be interpreted as non-bounded.


------------End of Change--------------------
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