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1. Discussion

Transparent Data which are stored in the HSS may be shared by more than one Application Server, i.e. more than one AS may have access rights to update these data in the HSS. It is assumed that all Application Server sharing the same transparent data subscribe to modification of these transparent data in order to assure data consistency. 
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However, in certain situations where e.g. two Application Server update shared transparent data at nearly the same time, consistency may get lost:
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To overcome this situation the following is proposed:
2. Proposal

It is proposed to add an Update-Sequence-Number to the shared transparent data. This USN is incremented each time when the transparent data in updated. The HSS shall not update transparent data if the Update-Sequence-Number does not match. Instead an appropriate error shall be returned to the AS.  The AS may then either wait for the notification, or actively read (pull) the up-to-date transparent data from the HSS before starting an update retry. However, this retry may again be unsuccessful if another AS successfully updated the transparent data between the notify/pull and the retry. To overcome this problem it is proposed to add a lock-flag to the data-read- (Sh pull) -request to instruct the HSS not to accept updates from other Application Server until an update from the Application Server asking for the lock is performed. The HSS shall immediately reject update requests from other Application Server when the transparent data are locked. The HSS shall delay processing (queue) further read-lock requests from other Application Server until the transparent data are unlocked.
CRs to 29.328 and 29.329 to introduce the proposed solution can be found in Tdocs N4-021410 and N4-021411.
