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In CN4 #13, Nortel presented document N4-020340 detailing what Nortel perceived to be a number of areas where the specifications for the Cx interface left gaps that ought to be closed in order to make the specifications more useful and to remove the possibility of misinterpretation of the specifications that might latterly cause problems for operators when trying to gain interoperability in a multi-vendor environment.  

Following the presentation of this document, considerable clarification was given verbally on the meanings and definitions that Nortel raised concerns about.  It is the intention of this document (and others) to capture these clarifications.

The process by which the I-CSCF selects an S-CSCF does not take into account situations where not all capabilities are met.  It also would seem that the current location of the description of the S-CSCF selection process is both incomplete and incorrectly placed within 29.228.  This document proposes to correct these matters by recommending the following changes to 29.228

Start of Modification
6.6
S-CSCF Assignment
The list of mandatory and optional capabilities received by an I-CSCF from the HSS allows operators to distribute users between S-CSCFs , depending on the different capabilities (features, role, etc.) that each S-CSCF may have. Alternatively, an operator has the possibility to steer users to certain S-CSCFs. 
The operator shall define (possibly based on the functionality offered by each S-CSCF installed in the network) the exact meaning of the mandatory and optional capabilities. It is a configuration task for the operator to ensure that the I-CSCF has a correct record of the capabilities of each S-CSCF available in his network. The I-CSCF does not need to know the semantic of the capabilities received from the HSS. This semantic is exclusively an operator issue.

As a first choice, the I-CSCF shall select an S-CSCF that has all the mandatory and optional capabilities for the user. Only if that is not possible shall the I-CSCF apply a ‘best-fit’ algorithm. If more than one S-CSCF is identified that supports all mandatory capabilities the I-CSCF may then consider optional capabilities in selecting a specific S-CSCF. The ‘best-fit’ algorithm is implementation dependent and out of the scope of this specification.


It is the responsibility of the operator to ensure that there are S-CSCFs which have the mandatory capabilities indicated by the HSS for any given user. However, configuration errors may occur. If such errors occur and they prevent the I-CSCF from selecting an S-CSCF which meets the mandatory capabilities indicated by the HSS, the I-CSCF shall inform the HSS via O&M. However, the I-CSCF should still select the ‘best fit’ S-CSCF, first based on the mandatory capabilities necessary for that user, and then based on the optional capabilities if more than one ‘best fit’ S-CSCF is selected based on the mandatory capabilities. This will provide better user service experience than the user receiving a ‘no service (no S-CSCF) available’ indication.

As an alternative to selecting an S-CSCF based on the list of capabilities received from the HSS, it is possible to steer users to certain S-CSCFs. To do this, the operator may include one or more S-CSCF names as part of the capabilities of the user profile. The reason for the selection (e.g. all the users belonging to the same company/group could be in the same S-CSCF to implement a VPN service) and the method of selection are operator issues and out of the scope of this specification.




· 
· 
Next Modification
7.5 S-CSCF Capabilities

This information element carries information to assist the I-CSCF during the process of selecting an S-CSCF for a certain user. 





