3GPP TSG CN WG4 Meeting  #14
N4-020649

Budapest, Hungary 13th – 17th May 2002
Source:
Ericsson

Title:
Network sharing: Impact on Architecture 

Agenda item:
8

Document for:
DISCUSSION 

SA1 has agreed the following requirement related to Network Sharing in Rel-5: 

Text to be included in the 3GPP TS 22.129: 

It shall be possible to prevent handover to cells to which the UE does not have access rights. In this case, the network shall attempt to carry out a successful handover to allowed cells. For this release this requirement only applies for UTRAN to UTRAN and UTRAN to GERAN handover.

This document presents in a stage 2 like format the architectural impact that Network Sharing has in Rel-5. The impact is very small, as the main architecture is maintained and only new data to be stored and transferred in/between different network nodes is required.

1
Definitions and abbreviations

For the purposes of the present document, the following terms and definitions apply.

Allowed area: Location Area(s) where the subscriber is allowed for idle and connected mode.

SAG member information: Information obtained from the CN indicating of which SAGs a UE is a member.
SAG access information: Information configured per LA indicating for which SAGs access to this LA shall be allowed or not allowed.

Shared Network Area (SNA):  Area consisting or one or more LA’s to which access can be controlled. Subscriber Access Group (SAG): Group of subscribers for which access to LAs of the UTRAN or LAs of neighbouring networks can be controlled.

2
Main concepts

2.1
Network Sharing

Based on the Release-99 specifications, the CN+UTRAN have mechanisms available to provide UE-specific access restrictions for LA’s of the current PLMN and other PLMN’s when the UE is in Idle Mode .  These mechanisms can be used for implementing shared networks solutions in which, based on roaming agreements, the access restrictions to be applied might be different for different UE’s.

Although the Release-99 specifications specify these mechanisms for handling the UE when in Idle Mode, insufficient mechanisms are specified to provide similar access restrictions in Connected Mode. In Connected mode the UE mobility is handled by the UTRAN and the UTRAN does not have the necessary information (e.g. roaming agreements) to provide a consistent access restriction handling in Connected Mode.

Two basic shared network scenarios are:

1) Geographically Split Network
E.g. 2 operators both covering part of the country, together providing UMTS access in the whole country.

2) Common Shared Network
E.g. one UMTS operator providing UMTS service for himself and 2 other GSM operators

2.1.1 Geographically Split Network

The Geographically Split network solution results in a situation in which different UE’s which are allowed access to a UTRAN have different access restrictions to different parts of this UMTS RAN. An example situation is shown in figure 1:
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Figure 1: Geographically Split example

In this example, operator A and B work together to cover a whole country but still compete in the middle area where they both have coverage. The PLMN’s of Operator A and B UMTS RAN’s will typically be equivalent PLMN’s in this solution. UE’s of operator B might be allowed in the whole UTRAN of operator A except where the two UTRAN’s overlap. In these overlap areas, access of operator B UE’s to LA/cells of operator A would normally be restricted. In Idle mode and connected mode other than CELL-DCH, national roaming on a regional basis (based on LA’s), solves the problem. A consistent solution is needed for CELL-DCH state. 

2.1.2. Common Shared Network

In the Common Shared Network scenario, there are no access issues within the UTRAN but at the borders of the UTRAN, the UTRAN has to consider the correct neighbouring GSM/UMTS cells as possible candidates for handovers. 
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Figure 2: Common Shared Network example

In figure 2, UMTS operator A has allowed access to UE’s from operators B and C to its UMTS network. When a UE moves as indicated, the correct GSM cells should be considered for handovers. The situation is further complicated because national roaming restrictions might exist between e.g. operator C and operator B. These NRR should be extended to all UE states.

2.1.3. Comparison

Note that although in figure 2, the neighbouring networks are considered to be GSM networks, this is not required; they could also be UMTS networks. Although in such a situation, there is more than 1 UMTS network involved, still this Common Shared Network case is quite different from the Geographically Split Network case:

· In the Geographically Split Network case, the shared UMTS area is covered by multiple (equivalent) UTRANs each with their own PLMN-Id, whereas in Common Shared Network case, the shared UMTS area is covered by one UTRAN (one PLMN-Id). 

· In the Geographically Split case, the focus is on access restriction issues within the shared network. In the Common Shared Network case, the focus is on access restriction issues at the boundary of the shared network to cells of neighboring networks.

The above two cases should be considered “school examples”. Real-life configurations might be complex combinations of these two cases. E.g., since the “equivalent PLMN UTRANs” of the Geographically Split will typically also have neighbouring networks, the problem described for the Common Shared network might also occur at the boundary of the Geographically Split network. 

2.2
Information structure

2.2.1
Relation IMSI – Access Right 

For own subscribers and for the subscribers belonging to the sharing network partner(s) as well as for each roaming partner’s subscribers, the network operator can define which access rights will the subscribers have in the whole area of the shared network. Here an example for network shared by operator A and operator B: 

	SUBSCRIBERS IMSI BELONGS TO:
	ACCESS RIGHTS:

	IMSI series of own subscriber
	AR1

	IMSI series of shared Network Partner(s)
	AR2

	IMSI series of operator which has roaming agreement with A only
	AR3

	IMSI series of operator which has roaming agreement with B only
	AR4

	IMSI series of operator which has roaming agreement with A and B
	AR5


AR1…n can have any form, e.g. it can reflect actual geographical areas where subscriber is allowed, or it can reflect only e.g. the roaming agreements that apply to subscribers home operator.

In the SAG solution subscribers with the same access rights are grouped together, reflecting only the roaming agreements. For each UE, the SAG member information is constructed such that each bit represents (when set) a subscriber access group where the UE’s subscriber is a member of. 

In the SNA solution the AR represents actual geographical areas (Shared Network Areas): if access rights for a specific UE needs to be restricted, the CN shall provide the list SNAs that UE is allowed to access.

In the LA based solution the AR represents the Location Areas where subscriber is allowed to access. Consequently, all CN nodes need to contain and maintain information about all location areas in the whole shared network.

2.2.2
Relation Access Right - Location

Information in the radio access network defines which access rights are tied to which LA(s). This can have a form of e.g. 

	Location Area
	Access rights (can be accessed by subscribers having this access rights)

	LA1
	AR1,AR2,AR3

	LA2
	AR2

	.
	.

	.
	.

	.
	.

	LAn
	ARk


In SAG solution, the SAG access information is tied to each LA(if there are access restrictions relative to that LA),constructed such that each bit represents (when set) a subscriber access group which is allowed to access that particular LA. 
In SNA solution, the (list of) SNA(s) are tied to each LA (if there are access restrictions relative to that LA).

In LA based solution, there is no additional configuration, as the CN node delivers the allowed location areas to the radio access network.

2.3
Support in idle mode

In Idle mode, UE uses the list of equivalent PLMNs to stay in the correct network. This is an existing R99 functionality. When the UE roams into a LA where it’s access is restricted and performs Locations/Routing Area Updates (LAU/RAU)/GPRS Attach, the CN will inform it about the applicable access restrictions by sending reject with an appropriate cause. That is also an existing functionality from Rel-99.

With functionality described in this document for connected mode we will achieve an alignment of the connected and idle mode. By fulfilling the SA1 requirement we will restrict the subscriber from handover to a part of network where a Location Update/Routing Area Update would be rejected anyhow. 

2.4
Support in connected mode

It shall be possible to allow or prohibit relocation/handover depending on the subscriber’s AR information. Subscribers AR information is provided at call setup from CN to the radio network. Information is also provided at handover from the CN to the target radio network.

Note: No access restrictions shall apply for emergency call, so at any emergency call set-up, no AR information shall be sent from CN to radio network.

Information to be made available to the radio resource allocation function and the handover function are as depicted in chapter 7.

Handovers/relocations to LA which has defined AR shall be allowed only for subscribers which have matching AR.

3
General architecture

No specific requirements are identified. General UMTS architecture is maintained. 
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Figure 1: General architecture

Note: in future releases it will be possible to add GERAN into the picture. 

4
Compatibility issues

When the CN does not provide Subscriber’s AR, than the radio network will not apply access restrictions. 

5
Transmission

No specific requirements are identified.

6
Information storage

6.1
Stored in the HLR

No information is stored in the HLR.

6.2
Stored in the VLR

No information is stored in the VLR.

6.3
Stored in the SIM

No information is stored in SIM.

6.4
Stored in the SGSN

The following mandatory information, which is relevant in the whole area of the shared network, shall be stored in the SGSN for each IMSI series:

a list of the access rights per IMSI series; 

Note – information contained is only based on roaming agreements, and not relating to LA information of other networks. So this information has to change only when roaming agreements are changed.

6.5
Stored in the MSC

The following mandatory information, which is relevant in the whole area of the shared network, shall be stored in the SGSN for each IMSI series:

a list of the access rights per IMSI series;

Note – information contained is only based on e.g. roaming agreements, and not relating to LA information of other networks. So this information has to change only when e.g. roaming agreements are changed.

6.6
Stored in the RNC

The information stored in the RNC is the network specific service configuration of each LA defined by the network operator and relevant for the RNC and its direct neighbors.

For each LA relevant for the RNC and its direct neighbors, there are data on the access right.

Note – the data administered in the RNC is changed only when access rights for the LAs of the RNC and its direct neighbors are changed. So impact is local.

7
Identities

7.1
SAG

The SAG member information for a specific UE is constructed such that each bit represents (when set) a subscriber access group where the UE’s subscriber is a member of. The rule to enter a certain subscriber into a subscribers access group is performed in the CN, and can be based on the PLMN-ID extracted from the IMSI. The subscribers access group concept copes also with roaming users. Below, an example illustrates how it is possible to specify such information for a scenario with 3 operators.

Bit1 is set =SubscribersGroup1 is allowed;

Bit2 is set = SubscribersGroup2 is allowed;

…

Bit16 is set= SubscribersGroup16 is allowed;

Where:

SubscribersGroup1: operator A, 3rd party with roaming agreement with A only, …

SubscribersGroup2: operator B, 3rd party with roaming agreement with B only,…

…

SubscribersGroup16: …

The SAG access information for a specific cell is constructed such that each bit represents (when set) a subscriber access group which is allowed to access that particular cell.

The proposed SAG member information is constructed as follows:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Subscriber Access Group Member Info
	
	
	BIT STRING (32, …)
	A bit set to one indicates that the UE belongs to the subscriber access group represented by that bit in the bitmap. 

A bit set to zero indicates that the UE does not belong to the subscriber access group represented by that bit in the bitmap.

The order of bits is to be interpreted according to subclause 9.3.4.


7.2
SNA

An SNA is an area corresponding to one ore more LAs, to which UE access can be controlled.

If access restrictions shall be applied for an LA in the UTRAN or for an LA of a neighbouring system, the UTRAN shall be aware of which SNAs this LA is a part.

The proposed SNA information is constructed as follows:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Shared Network Area Info
	
	
	
	At least one of the Universal SNAs IE and the Non Universal SNAs IE shall be included.

	   >Universal SNAs
	O
	0 to <maxNrOfUniversalSNAs, …>
	INTEGER (0..65535)
	Universal shared network areas that the UE is allowed access to.

	   >Non Universal SNAs
	O
	0 to <maxNrOfSNAPLMNs, …>
	
	Non universal shared network areas that the UE is allowed access to.

	     >>PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	     >>PLMN specific SNA
	M
	1 to <maxNrOfSNAinPLMN, …>
	INTEGER (0..65535)
	


	Range bound
	Explanation

	maxNrOfUniversalSNAs
	Maximum no. of universal shared network areas that the UE can be allowed access to. Value is 64.

	maxNrOfSNAPLMNs
	Maximum no. of PLMNs for which a UE can have non universal shared network area information. Value is 8.

	maxNrOfSNAinPLMN
	Maximum no. of non universal shared network areas, within one PLMN, that the UE can be allowed access to. Value is 8.


7.3 LA ranges

It is necessary to provide for each UE a list of the authorised PLMNs and information on the LAs of this PLMN to which access is allowed. In order to minimise the amount of signalling, it is proposed to provide some flexibility by offering the possibility to signal for each PLMN a list of authorised/forbidden LAs/LA ranges. The structure of the Access Rights Information IE would be the following:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Access Rights in authorised PLMNs
	
	1 to <MaxPLMNs>
	
	

	>PLMN Identity
	M
	
	OCTET STRING (3)
	

	>Authorised Areas in PLMN
	
	0 to <MaxnbLAs>
	
	

	>>Start of LAC Range
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed

	>>End of LAC Range
	O
	
	OCTET STRING (2)
	0000 and FFFE not allowed

	>Forbidden Areas in PLMN
	
	0 to <MaxnbLAs>
	
	

	>>Start of LAC Range
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed

	>>End of LAC Range
	O
	
	OCTET STRING (2)
	0000 and FFFE not allowed


If the Authorised Areas in PLMN and the Forbidden Areas in PLMN IE are not present, then the UE has the right to access any LA in the concerned PLMN.

If the Authorised Areas in PLMN IE is present and the Forbidden Areas in PLMN IE is not present, then the UE has the right to access only the LAs of the concerned PLMN in the list provided by the Authorised Areas in PLMN IE.

If the Authorised Areas in PLMN IE is not present and the Forbidden Areas in PLMN IE is present, then the UE has the right to access any LA in the concerned PLMN except the LAs in the list provided by the Forbidden Areas in PLMN IE

If the Authorised Areas in PLMN and the Forbidden Areas in PLMN IE are both present, then the UE has the right to access only the LAs of the concerned PLMN present in the list provided by the Authorised Areas in PLMN IE and not present in the list provided by the Forbidden Areas in PLMN IE.

If the End of LAC Range IE in an instance of the Authorised/Forbidden Areas in PLMN IE is not present then the LAC Range is reduced to one LAC identified by the Start of LAC Range IE.

MaxnbLAs = 2^16 – 2.

MaxPLMNs = 32

8
Operation and maintenance aspects

The operators have the possibility to:

· Set IMSI->access rights data in the CN nodes.

· Set LA-> access rights in the RAN nodes.

Co-ordination of OAM between CN nodes from different operators only exists in the case where roaming agreements are modified, updating the IMSI classification. 

9
Function and information flows

9.1
Access rights management

The access rights identifiers (SAG or SNA), as given in subclause 6 shall be entered and modified by the network operator or the service provider.

9.2 Functions related to MS in idle mode

9.2.1
Equivalent PLMNs

The CN sends a list of equivalent PLMNs to the UE at each location update procedure; routing area update procedure and GPRS attach procedure. UE uses this list to stay in the correct PLMN. This is the old functionality from Rel-99.

9.2.2
Location Updating Reject

The MSC/VLR shall reject a location registration if the subscriber’s AR does not allow access in that LA. Registration is rejected with an appropriate cause. This is the old functionality from Rel-99. 

9.2.3
GPRS Attach/Routing Area Update Reject

SGSN shall reject a GPRS Attach/Routing Area Update if the subscriber’s AR does not allow access in that LA. Reject is sent with an appropriate cause. This is the old functionality from Rel-99. 

9.3
Functions related to connected mode

9.3.1
Handover/Relocation

9.3.1.1
Selection of target cell 

In case of handover, the RNC will for each neighboring cell of the active cell(s) compare the access rights information (see Section 4.2.1) for the concerned UE with the access rights information tied to the LA to which the neighboring cell belongs to. In case the access rights information matches, the neighboring cell is selected as a potential target cell for handover. 

Note 1 – the neighboring cell can belong to the same RNC (the RNC controlling the active cell) or belong to a different RNC. 

Note 2 – in case the active cell is controlled by the DRNC, access rights information is transferred as part of neighbor cell information to the SRNC. 

9.3.1.2
Indication of access rights to the target RNC

In case of inter RNC relocation; the access rights information for the connection shall be included in the relocation request message.

9.4
Overview of signalling in connected mode

In this overview, the messages required to implement the specified concept are identified and brief details are given of each message. These signaling flows are not normative, but provided as an illustration on possible signaling interworking (note that only those parts of the procedures that are relevant for the network sharing are included).


[image: image4.wmf]MSC

RNC

COMMON ID


Figure 2: Signalling information required

COMMON ID: RNC is provided with AR information for the subscriber.
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Figure 3: Signalling information required at handover

RELOCATION REQUEST: Target RNC is provided with the AR information for the subscriber.

Note 1: For inter MSC handovers, the RELOCATION REQUEST message with AR information is sent over the E-interface encapsulated in the MAP message. 

Note 2: For a handover from the shared network to a location area outside of the shared network, the AR information may have different meaning, so the non-anchor overwrites the AR information received from the anchor and sends it to the target RAN. 
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Figure 4: Signalling information required at handover

Neighbour cell information: Drift RNC provides the Serving RNC with the AR information for the neighbour cells.

MEASUREMENT CONTROL: SRNC informs the UE of which cells (handover candidates) to measure on. 


10 Comparison 

10.1
Signalling load comparison

In the SAG solution, the additional information exchanged over the Iu interface is always one bit string of fixed length (proposed 32).  For the Iur interface, the additional information exchanged is always one bit string of fixed length (proposed 32) per neighboring cell for which access restrictions apply.

For the SNA based solution, the additional information exchanged over the Iu interface scales with the number of Shared Network Areas that are defined. However, the SNA is a new identification, groups LAs together, and thus allocations can be optimized for network sharing, without taking other considerations into account. For the Iur interface, if SNAs cannot overlap each other, the additional information exchanged is always one INTEGER per neighboring cell for which access restrictions apply.

In LA based solution the signaling load is the highest compared to the other two solutions. Especially when taking into account the already deployed location areas in the existing GSM networks, it may be very difficult to signal all the necessary LAs or LA ranges efficiently. From the signaling load LA based solution is clearly the worst one.  

10.2 O&M Effort comparison

In SAG-based solution, it should be possible to configure the SAG access information in the UTRAN per cell (for cells which have different access rights for different users), and the SAG-member information mapping tables in every MSC/SGSN.

The table below provides an overview on the OAM actions that need to be taken in a few typical scenarios. Only the actions directly related to shared network support for connected mode are indicated, e.g. actions required to align the idle mode with connected mode behavior have not been indicated as they are common to all solutions. 

	Scenario
	SAG-based OAM Actions
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	-      No access right related action in 

        UTRAN (Note 1)
	No
	No
	No
	No

	Change access right for a cell
	· Update SAG access configuration

· Move cell to another LA (existing or new)
	Yes
	Yes (if new LA is needed)
	No
	No

	Change access rights for all cells in an LA
	-      Update SAG access configuration
	Yes
	No
	No
	No

	New roaming agreement added for own operator
	· Add new IMSI, and update mapping IMSI -> Groups (no new SAG needed)
	No
	Yes
	No
	Yes

	3rd operator joins shared network
	· Define new SAG’s, 

· Update SAG member mapping tables

· Update SAG access configuration
	Yes
	Yes
	Yes
	Yes


Note 1 - As indicated in Section 6.3 it is proposed to signal the SAG-access information per cell. This is because most/all radio attributes are signalled on cell level. Since the SAG-access information will be identical for all cells in an LA, the information only needs to be configured once per LA/DRNC.

As is clear from the table above, in the SAG based solution the actions one operator takes on cell and LA level do not require O&M actions in the networks of the sharing operators.  Co-ordination between networks is only required when the definition and mapping of groups needs to be changed (new roaming agreements, or new sharing partner).

In LA-based solution solution, it should be possible to configure the UE(LA-restriction mapping tables for all networks part of the shared network in every MSC/SGSN.

The table below provides an overview on the OAM actions that need to be taken in a few typical scenarios. Only the actions directly related to shared network support for connected mode are indicated, e.g. actions required to align the idle mode with connected mode behavior have not been indicated as they are common to all solutions. 

	Scenario
	LA-based OAM Actions
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	-      No access right related action in 

        UTRAN (Note 1)
	No
	No
	No
	No

	Change access right for a cell
	· Move cell to another LA, 
OR

· Define new LA for cell

· Take all necessary actions for new LA-Id change (Note 1)
	Yes
	Yes (if new LA is needed)
	No
	Yes (if new LA is needed)

	Change access rights for all cells in an LA
	· Allocate new LA-Id

· Take all necessary actions related to LA-Id change (Note 1)
OR

· Update MSC/SGSN mapping tables
	Yes
	Yes
	No
	Yes

	New roaming agreement added for own operator
	· Add new IMSI, and update mapping IMSI -> LAs
	No
	Yes
	No
	Yes

	3rd operator joins shared network
	· Potentially extensive re-allocation of LA-Id’s

· Take all necessary actions related to LA-Id change (Note 1)

· Update MSC/SGSN mapping tables
	Yes
	Yes
	Yes
	Yes


Note 1: 
In general changing LA-Id’s may have a lot of consequences (See Section 6.6.5).

As is clear from the table above, in the LA based solution, an operator can only take actions on cell level without the need for co-ordination with other sharing operators. All actions that require changes to LAs (LA definitions or access rights) require co-ordination between all sharing operators. 

In SNA-based solution, it should be possible to configure the SNA information in the UTRAN per cell (for cells which have different access rights for different users), and the UE(SNA-restriction mapping tables in every MSC/SGSN.

The table below provides an overview on the OAM actions that need to be taken in a few typical scenarios. Only the actions directly related to shared network support for connected mode are indicated, e.g. actions required to align the idle mode with connected mode behavior have not been indicated as they are common to all solutions. 

	Scenario
	SNA-based OAM Actions
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	-      No access right related action in 

        UTRAN (Note 1)
	No
	No
	No
	No

	Change access right for a cell
	· Move cell to another SNA, or

· Define new SNA for cell

· Move cell to another LA
	Yes 
	Yes(if new SNA is needed)
	No
	Yes (if new SNA is needed)

	Change access rights for all cells in an LA
	-      Assign another SNA id to LA
	Yes
	No
	No
	No

	New roaming agreement added for own operator
	· Add new IMSI, and update mapping IMSI -> SNAs (no new SNA needed)
	No
	Yes
	No
	Yes

	3rd operator joins shared network
	· Define new SNAs 

· Update SNA mapping tables

· Update SNA configuration
	Yes
	Yes
	Yes
	Yes


Note 1:
As indicated in Section 6.5 it is proposed to signal the SNA information per cell. This is because most/all radio attributes are signalled on cell level. Since the SNA information will be identical for all cells in an LA, the information only needs to be configured once per LA/DRNC.

As is clear from the table above, in the SNA based solution the actions one operator takes on cell and LA level (if all possible SNAs have been defined initially, so no new SNAs are required) does not require O&M actions in the networks of the sharing operators.  Co-ordination between networks is only required when the definition and mapping of groups needs to be changed (new roaming agreements, or new sharing partner).

10.3 Applicability of solution to GSM

In the future releases solutions for connected mode for Network Sharing can be applied for GSM. However due to the limitations on the A interface it can be foreseen that solutions that require transfer of higher amounts of data cannot be recommended. The SAG solution is the best choice here.

11 Future enhancements

SA1 has started a TR on Network Sharing for Rel-6. It is foreseen that access restrictions related to handover will be enhanced to be on per subscription basis. That means that the relevant information about subscribers rights to be handed over to different parts of the network will come from the HLR and will be stored in the VLR and SGSN. When it comes to the solutions described in this discussion paper it seems that both SAG and SNA solution can be easily combined with such subscription approach. On the other hand, mapping of different subscription categories to the lists of location areas can be problematic. 

Other foreseen enhancement is the applicability to handovers GSM to GSM and GSM to UMTS. For these handovers the limit of the BSSMAP (256+2 octets) has to be taken into account when selecting the solution. SAG solution seems to be the most suitable then second best is the SNA one. LA based solution may easily reach the BSSMAP limit and therefore should not be recommended.

12 Conclusion

After considering the analysis done in this discussion paper, we conclude that there are no impacts on the E i/f apart from the normal encapsulation of the RANAP message containing the Access Rights information. We foresee a limitation for future enhancements (G2G and G2U) if the SNA or LA solutions are used since the maximum length of the BSSMAP message is 256+2 octet and this might seriously limit the size of the Access Rights information. 

Additionally we conclude that for Rel-5 requirements there are no impacts on the HLR, but for future enhancements in further releases it may be impacted. Once the HLR is in the picture, providing the AR related information per subscription, there will be a need to store that information in the CN node and provide it to RAN on per subscriber basis. This is important to consider when selecting a solution for Rel-5.
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