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1. Introduction

In the last CN4 the version control was discussed. This paper proposes to keep the same model as used in the Diameter Base protocol [1]. However, it can be enhanced later by CN4 specific version control mechanism if required.

2. Discussion

The Diameter Base protocol describes following on the version control:

5.3  Capabilities Exchange

When two Diameter peers establish a transport connection, they MUST exchange the Capabilities Exchange messages, as specified in the peer state machine (see section 5.6). This message allows the discovery of a peer's identity and its capabilities (protocol version number, supported Diameter applications, etc.)
It shows that once the Diameter connection is established the peers should know the capabilities of the peer node. This mechanism is used also in 3GPP Diameter interfaces, i.e. Cx and Sh. If the existing Diameter mechanism is not enough in 3GPP Diameter interface then it still the logical place to do 3GPP specific versioning.

If the version is not done according to the Diameter protocol then it means that the versioning is done per Diameter command request. This means that there must be a fallback mechanism if the request is not supported. Fallback mechanisms are typically complex and add signaling. In addition, they are not needed if the capability exchange when the Diameter connection is established already informs peers of their capabilities.

2.1 Version control in the Capabilities Exchange messages

We further analyze the possibilities of performing the version control when the Capabilities Exchange messages, Capabilities-Exchange-Request and Capabilities-Exchange-Answer command, are used. 

There are several ways how the version control can be done in this case. The most straightforward mechanism is to use Diameter application version upgrade. This means that the whole application is upgraded and assigned with a new application number.

If more granularity is required for the version control, e.g. if the new release introduce different updates which can be supported independently from each other, then it may not be desirable that the whole application is updated indicating that the peers support all updates. Different vendors may support only part of the updates and not all of them.

Introducing different types of the version parameters, i.e. AVPs to the Capability exchange message, can support this kind of granularity. These parameters can be for example Multimedia-Auth-Version AVP indicating the version of the Multimedia-Auth-Request command, e.g. if a new authentication method is introduced or a general Version AVP. If new commands are introduced then CER/CEA exchange could contain an AVP containing the list of the commands, which the node supports. 

When the peer node receives the Capability exchange message with the additional AVPs indicating the added supported functionality of the requesting node, if the receiving node supports them it echoes them the requesting node, which then knows that the added capabilities the peer node supports. If the peer node does not recognize the additional capabilities it discards the AVPs and not echo then to the original requestor. 

Therefore, the exact mechanism and AVPs needed for the version control can be decided when the exact update to Cx application is needed.

3. Proposal

Based on the discussion the proposal for the version control specified into the TS 29.229 is following. 

Start of Modification
7.1 Version Control

It shall be possible to identify/negotiate which version of IMS the extension is supporting. The current Diameter draft does not support differentiation of versions within an application with the reasoning that for a new application version just a new application ID is required. The same approach can be followed by 3GPP.


If the new application ID mechanism for capability exchange is not enough in the future versions of the Cx specifications, the principle on how the version control is done is following. When the peer node receives the Capabilities-Exchange-Request message with the additional AVPs indicating the added supported functionality of the requesting node, if the receiving node supports some or all of the functionalities it shall send the corresponding AVPs indicating the supported functionality to the requesting node, which then knows that the added capabilities the peer node supports. If the peer node does not recognize some or all of the additional capabilities it shall discard the AVPs and it shall not send those AVPs to the original requestor. 

The exact mechanism and AVPs needed for the version control are decided when the exact update to the Cx application is needed.
End of Modification
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