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In document N4-020338, Nortel Networks opened the debate on how Version Control in IMS protocols should be handled.  In this document, Nortel proposed three levels of version control.  This document addresses Level 1 of these three, that being the Protocol version.

In discussion, it has been noted that when two Diameter peers establish a transport connection, they exchange Capability Exchange messages. This mechanism allows the peers to establish the Diameter connection with a clear understanding of what applications are understood be each end and so to only exchange messages available using those applications.  

The IP Multimedia Subsystem can use this mechanism to exchange information about what version of IMS protocols are supported.  For example, when setting up a Cx interface session, a HSS and CSCF shall advertise support of the Diameter Multimedia Application by including the value for 3GPP (10415) in the Vendor-Id AVP and the value of Cx-Multimedia-Application (1) in the Auth-Application-Id AVP, both in the Vendor-Specific-Application-Id AVP of the Capability Exchange Request (CER) and Capability Exchange Answer (CEA) commands.

If/when Cx-Multimedia-Application moves to version 2, the next available number to be used in the Auth-Application-Id AVP will be used to indicate the support of version 2 in the CER and CEA.  As more versions of the Cx-Multimedia-Application are created, so more Application Ids will be allocated.  The requirement on the two end devices in this situation is only to use the highest number of Authentication Id available on both devices.

It is anticipated that, by including a higher level of version control at the per message level, the need to have new Application Ids will be greatly reduced.  That said, until the method for incorporation of Level 2 version control is agreed, this level of version control will be sufficient for ensuring interoperability between devices.

Changes will need to be made to 29.228 and 29.229 for the Cx/Dx Application.  It is a matter for the meeting to decide whether these changes need to be reflected in 29.328 and 29.329 for the Sh interface.  The required changes are recommended below.

Changes to 29.228

9      Protocol version identification 
When establishing a Cx protocol session, the HSS and CSCF shall exchange information on the versions of the Cx-Multimedia-Application are supported, as part of the standard Diameter Base Protocol Capability Exchange procedure.

Included within the Capability Exchange Request and Answer messages are the Vendor-Id AVP and the Auth-Application-Id AVP.  In this case, the Vendor-Id AVP shall contain the 3GPP vendor Id and the Auth-Application-Id AVP shall contain the list of Application Ids representing the supported versions of the Cx-Multimedia-Application.

When the HSS and CSCF have identified the common set of Cx-Multimedia-Application versions supported by both nodes, sessions shall be established using the highest available version.
9.1 Cx-Multimedia-Application version to Application-Id mapping
Table 9.1.1 shows the mapping between Cx-Multimedia-Application version and the allocated Application-Id.

Table 9.1.1: Mapping between Cx-Multimedia-Application and Application-Id

	Cx-Multimedia-Application version


	Application-Id

	1
	1


Editor’s Note : The set of protocol elements described in this document shall be identified to support IMS in 3GPP release 5 .
Changes to 29.229

7         Special Requirements

7.1 Version Control and Version Negotiation


7.1.1 Cx-Multimedia-Application level

The methods used for Version Control on the Cx-Multimedia-Application are described in 29.228.
Potential Changes to 29.328 (based on v0.1.0)

10
Protocol version identification

When establishing a Sh protocol session, the HSS and AS shall exchange information on the versions of the Cx-Multimedia-Application are supported, as part of the standard Diameter Base Protocol Capability Exchange procedure.

Included within the Capability Exchange Request and Answer messages are the Vendor-Id AVP and the Auth-Application-Id AVP.  In this case, the Vendor-Id AVP shall contain the 3GPP vendor Id and the Auth-Application-Id AVP shall contain the list of Application Ids representing the supported versions of the Sh-Multimedia-Application.

When the HSS and AS have identified the common set of Sh-Multimedia-Application versions supported by both nodes, sessions shall be established using the highest available version.

10.1 Sh-Multimedia-Application version to Application-Id mapping

Table 10.1.1 shows the mapping between Sh-Multimedia-Application version and the allocated Application-Id.

Table 10.1.1: Mapping between Sh-Multimedia-Application and Application-Id

	Sh-Multimedia-Application version


	Application-Id

	1
	2


Potential Changes to 29.328 (based on v0.0.0)

7         Special Requirements

7.1      Version Control and Version Negotiation


7.1.1

Sh-Multimedia-Application level

The methods used for Version Control on the Sh-Multimedia-Application are described in 29.328.

