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At CN4 #11, a proposal was approved for inclusion in 29.228 describing the methodology to be used for S-CSCF selection by I-CSCF.  The proposal left a large amount of the definition of this process as ‘to be defined by the operator’.  

This contribution is intended to form the basis for a discussion that will lead to the writing of an Informative Annex to be included in 29.228, clarifying the areas in which the operator will have choices to make and to consider the probable options that they will have to choose from.

S-CSCF selection procedure

This document is to identify the options that operators will have when configuring their IP Multimedia Subsystem for S-CSCF selection by I-CSCFs.  It is not intended that this document be prescriptive, but rather highlights the decisions that the operator will need to make in order that the functionality of the IM Subsystem works correctly and the operator’s subscribers receive the services that they request in as many cases as possible.

In section 8.6, a number of areas are left open as ‘implementation dependent’.  These are;-

· definition of the S-CSCF capabilities Information Element contents.

· definition of the algorithm by which the I-CSCF picks the best fit S-CSCF for individual users.  This includes considerations of

· prioritisation of optional services when two ‘best fit’ S-CSCFs are identified.

· formulation of mechanism whereby the I-CSCF has an up-to-date record of all S-CSCF capabilities.

· configuration that allows for users to be steered to a specific S-CSCF.

Each of these has a number of different ways that it can be implemented.  Should the operator have a multi-vendor IM Subsystem in place, the operator will need to be sure that all vendors are able to achieve interoperability by using and/or expecting the same definitions for all of these factors.  This is necessary to ensure that the IM Subsystem within the operators network functions correctly and that their subscribers receive all (or as many as possible) of the services they subscribe to.

Each of the above factors is considered in more detail below.

1
S-CSCF Capabilities IE contents

The S-CSCF Capabilities IE is a 4 octet field that is to have it’s contents defined on an implementation specific basis.  This leaves a large amount of flexibility open to the operator in how services are specified and identified within that field.  

Separate IE’s are to be used for mandatory services and optional services and are defined as such in 29.229.  The remainder of the IE is left open as being implementation specific – the only thing that is determined is that the field is a 32-bit string, but the definition of the meaning of these bits is not described.

There are three obvious ways of identifying services with the S-CSCF Capabilities IE (although these may not be the only choices).  These are as follows.

1.1
Capabilities identified by decimal value

In this case each service enabled within the network would be allocated a decimal value.  This decimal value would then be carried within the S-CSCF Capabilities IE.  Dependent upon the number of services that are implemented within the network, one or more decimal values could be carried in the S-CSCF Capabilities IE.  For example, figure 1 shows the case where 3 service identifiers are carried within a S-CSCF Capabilities IE.  In this case the service identifiers are 1 octet in length, so 28 services could be deployed in this network. If the service divide between mandatory and optional services was explicit (ie there are no services that are mandatory for some users and optional for others), then reuse of identification numbers for services could be allowed across mandatory and optional capabilities.  This would increase the number of services that could be deployed in the network in the example illustrated in Figure 1 to 29 since all numbers could be duplicated.  

┌─────┬─────┬─────┬─────┬─────┬─────┬─────┬─────┬────────────┐
│  8     7     6     5     4     3     2     1  │            │
├─────┴─────┴─────┴─────┴─────┴─────┴───────────┼────────────┤
│                  Service 1                    │ octet 1    │
├───────────────────────────────────────────────┼────────────┤
│                  Service 2                    │ octet 2    │
├───────────────────────────────────────────────┼────────────┤
│                  Service 3                    │ octet 3    │
├───────────────────────────────────────────────┼────────────┤
│                  Service 4                    │ octet 4    │
└───────────────────────────────────────────────┴────────────┘

Figure 1 - S-CSCF Capabilities IE carrying 3 service identifiers

The safest implementation of this method would be to have a single number allocated to each service and for a binary encoding of that number to be carried within a S-CSCF Capabilities IE on a one-to-one basis.  Therefore, however many services are required by a subscriber, the same number of S-CSCF Capabilities IE’s would need to be sent.  The S-CSCF capabilities IE for this case is illustrated in Figure 2, and would allow 232 services in the network.

┌─────┬─────┬─────┬─────┬─────┬─────┬─────┬─────┬────────────┐
│  8     7     6     5     4     3     2     1  │            │
├─────┴─────┴─────┴─────┴─────┴─────┴───────────┼────────────┤
│          Service 1                            │ octet 1    │
├───────────────────────────────────────────────┼────────────┤
│          Service 1 (cont.)                    │ octet 2    │
├───────────────────────────────────────────────┼────────────┤
│          Service 1 (cont.)                    │ octet 3    │
├───────────────────────────────────────────────┼────────────┤
│          Service 1 (cont.)                    │ octet 4    │
└───────────────────────────────────────────────┴────────────┘

Figure 2 - S-CSCF Capabilities IE carrying 1 service identifier
1.2 
Capabilities package identified by decimal value

Where operators offer a specific set of services in individual service packages, these packages could be identified.  For example, a subscriber that is allowed Voice and Instant Messaging service only may be identifiable as having service package 1.  A subscriber with Voice, data and instant messaging service may be identifiable as having service package 2, and so on.  These values would then be carried within the S-CSCF Capabilities IE.  There may be service packages that identify all mandatory and optional services using one value or there may be separate values for identifying mandatory service packages and optional service packages.

1.3
Services identified by single bits

Within the S-CSCF Capabilities IE, individual bits are defined as identifying services.  The specific bits then act as flags to indicate whether the service is required on the S-CSCF as a capability or not.  This would potentially restrict the network to only 64 services in total if a format as in Figure 3 were to be adopted. 

┌─────┬─────┬─────┬─────┬─────┬─────┬─────┬─────┬────────────┐
│  8     7     6     5     4     3     2     1  │            │
├─────┼─────┼─────┼─────┼─────┼─────┼─────┼─────┼────────────┤
│ Sv8 │ Sv7 │ Sv6 │ Sv5 │ Sv4 │ Sv3 │ Sv2 │ Sv1 │ octet 1    │
├─────┼─────┼─────┼─────┼─────┼─────┼─────┼─────┼────────────┤
│ Sv16│ Sv15│ Sv14│ Sv13│ Sv12│ Sv11│ Sv10│ Sv9 │ octet 2    │
├─────┼─────┼─────┼─────┼─────┼─────┼─────┼─────┼────────────┤
│ Sv24│ Sv23│ Sv22│ Sv21│ Sv20│ Sv19│ Sv18│ Sv17│ octet 3    │
├─────┼─────┼─────┼─────┼─────┼─────┼─────┼─────┼────────────┤
│ Sv32│ Sv31│ Sv30│ Sv29│ Sv28│ Sv27│ Sv26│ Sv25│ octet 4    │
└─────┴─────┴─────┴─────┴─────┴─────┴─────┴─────┴────────────┘

Figure 3 - S-CSCF Capabilities IE with individual bits identifying service

Obviously, this would severely limit the network.  A more appropriate implementation would be to use a number of bits to identify a S-CSCF capabilities IE number.  This number would be sequential and bits within each of the successive S-CSCF capabilities IE’s would identify different services dependent upon what the S-CSCF capabilities IE number was.  An example of this format for the S-CSCF capabilities IE is shown in Figure 4.

┌─────┬─────┬─────┬─────┬─────┬─────┬─────┬─────┬────────────┐
│  8     7     6     5     4     3     2     1  │            │
├─────┴─────┴─────┴─────┴─────┴─────┴─────┴─────┼────────────┤
│         S-CSCF capabilities IE number         │ octet 1    │
├─────┬─────┬─────┬─────┬─────┬─────┬─────┬─────┼────────────┤
│ Sv8 │ Sv7 │ Sv6 │ Sv5 │ Sv4 │ Sv3 │ Sv2 │ Sv1 │ octet 2    │
├─────┼─────┼─────┼─────┼─────┼─────┼─────┼─────┼────────────┤
│ Sv16│ Sv15│ Sv14│ Sv13│ Sv12│ Sv11│ Sv10│ Sv9 │ octet 3    │
├─────┼─────┼─────┼─────┼─────┼─────┼─────┼─────┼────────────┤
│ Sv24│ Sv23│ Sv22│ Sv21│ Sv20│ Sv19│ Sv18│ Sv17│ octet 4    │
└─────┴─────┴─────┴─────┴─────┴─────┴─────┴─────┴────────────┘

Figure 4 - S-CSCF Capabilities IE with individual bits identifying service

and S-CSCF Capabilities IE number

This example would allow the network to support 28 x 24 services within the network.  This approach could however be adjusted by altering the length allowed for the S-CSCF capabilities IE number.

1.4 
Hybrid Solution

To add flexibility to the configuration options of the network, it could be possible for an operator using the Service package model described in 1.2 to combine this with either of the other two models described.  This would then require the use of an additional bit to identify which type of S-CSCF capabilities IE was being sent and would allow the operator to offer both standard service packages and tailored services should subscribers require them.  Bit 1 of octet one is selected in Figure 5 below to indicate whether the S-CSCF capabilities IE is of type Package or Tailored (P/T).

┌─────┬─────┬─────┬─────┬─────┬─────┬─────┬─────┬────────────┐
│  8     7     6     5     4     3     2     1  │            │
├─────┴─────┴─────┴─────┴─────┴─────┴─────┼─────┼────────────┤
│          S-CSCF capabilities            │ P/T │ octet 1    │
├─────────────────────────────────────────┴─────┼────────────┤
│          S-CSCF capabilities                  │ octet 2    │
├───────────────────────────────────────────────┼────────────┤
│          S-CSCF capabilities                  │ octet 3    │
├───────────────────────────────────────────────┼────────────┤
│          S-CSCF capabilities                  │ octet 4    │
└───────────────────────────────────────────────┴────────────┘

Figure 5 - S-CSCF Capabilities IE with Package/Tailored Flag

2
S-CSCF Selection algorithm

There are limitless options available to the operator for definition of a Best-Fit algorithm, and so it is impossible to consider options here.  However, when designing and selecting the algorithm there are some network configuration elements to consider.  It is assumed throughout this section that all S-CSCFs will support all mandatory services at all times.

2.1
Prioritisation of services

Within the definition of the S-CSCF Capabilities IE is the concept that some services will be defined as mandatory within the network whilst others are optional.  However, this degree of prioritisation is very coarse, and so it may be required by an operator that differing degrees of priority be attached to some services.  

This does then raise additional problems around who configures the priority that a service is designated.  Is prioritisation something that an operator can define or is it more sensible to allow the subscriber to configure this?  For example, a specialist interactive business application may be low priority generally in the network because very few people may use it, but for those people that do use the application, it may be essential to their job and so higher priority or even mandatory.

This would seem to point towards allowing the subscriber to place priority levels on some or all of the services that they use when S-CSCF selection is made.  However, that takes the prioritisation level data away from the core of the network since there is no longer the possibility to create generalised prioritisation level data for a service across all subscribers.  As a result the prioritisation level must be carried along with the service identifier in the S-CSCF Capabilities IE.  This type of additional information would not be possible within the examples of S-CSCF Capabilities IE formatting given in 1.2 and 1.3.  So prioritisation in the network will only be available using either approach in 1.1 or the hybrid approach described in 1.4.  

Thus, to include prioritisation of service in the network, the S-CSCF Capabilities IE would need to look something similar to that in Figure 6.  This example would allow for 128 priority levels and maximum of 224 services in the network.

┌─────┬─────┬─────┬─────┬─────┬─────┬─────┬─────┬────────────┐
│  8     7     6     5     4     3     2     1  │            │
├─────┴─────┴─────┴─────┴─────┴─────┴─────┼─────┼────────────┤
│          Priority                       │ P/T │ octet 1    │
├─────────────────────────────────────────┴─────┼────────────┤
│          Service N                            │ octet 2    │
├───────────────────────────────────────────────┼────────────┤
│          Service N (cont.)                    │ octet 3    │
├───────────────────────────────────────────────┼────────────┤
│          Service N (cont.)                    │ octet 4    │
└───────────────────────────────────────────────┴────────────┘

Figure 6 - S-CSCF Capabilities IE with Package/Tailored Flag

2.2
Two or more S-CSCF’s have equal best fit

In the case where a best-fit of S-CSCF algorithm identified two or more S-CSCF’s of equal best fit, there will need to be a mechanism defined that allows the I-CSCF to select one of these.  The most common likelihood that this would occur is where the S-CSCF’s in question have capabilities that match exactly all of those carried in the S-CSCF Capabilities IE’s for a subscriber.  In this case the I-CSCF can be configured to arbitrarily pick one of the S-CSCFs using any method (S-CSCF with least load would seem sensible).

However, there is also the case to consider where no S-CSCF matches the capability set requested for a subscriber, but does identify two or more that support the same subset of capabilities, or differing but equally well fitting subsets of capabilities.  The method to break these two cases could be the same or may need very distinct solutions.  

In the case where the subsets of services supported by the S-CSCF’s are identical, again it could be simply a case of arbitrarily selecting one of the S-CSCFs using some other less significant criterion.  

In the case where differing subsets are supported, if prioritisation of optional services is implemented, then the I-CSCF should probably select the S-CSCF that supports the highest priority of services.  The decision about which S-CSCF this actually is will require another algorithm and that in turn could well bring more problems to the fore.  For example, how is the situation where one S-CSCF supports the highest priority service for a given subscriber but none of the others services, whilst another S-CSCF supports a whole collection of lower priority services but not the highest priority service resolved?

These considerations will undoubtedly lead to a plethora of differing implementations and algorithms that will have profound impacts on the behaviours of all elements in the IM Subsystem and will place requirements on S-CSCF and HSS to be highly flexible and reactive in the behaviours they demonstrate in the network.  This will also require a significant amount of processing power to be in built in the I-CSCF and could potentially increase latency in the network as a whole.

A final note on the algorithm that will decide on best fit in the I-CSCF – in the situation where two S-CSCFs are identified with equal fit to the requirements of a subscriber, the algorithm itself will need to be designed in such a way as to make it robust against this situation.  Many algorithms of this type work in an iterative fashion, and once best fit is found they return a single answer.  If there are two answers however, the algorithm could potentially start to loop, resulting in no S-CSCF being allocated and so a ‘No service (no S-CSCF)’ message being returned.  

Similarly in the situation where there is no S-CSCF that matches all the capabilities requested by a subscriber, an iterative process might look at each service in turn and dismiss S-CSCF’s that do not have that service available.  This will result in the I-CSCF ending the process with no S-CSCF available to it, so a mechanism that doubles back and looks at what services are supported on which S-CSCF is essential for all of the other discussion in the subsection to work.

2.3
Conditions in Selection Criteria

There will often be interactions between services that will make the availability of one service wholly dependent on the availability of another, so that when an S-CSCF is selected, support of one of the two services may not be sufficient for that service to run correctly (for example, real time video telephony requires the support of both voice and moving image display).  

There may also be services that are alternatives to one another and so when S-CSCF selection takes place, support of either one or the other would be sufficient for a subscriber (for example, if a subscriber had a device supporting both Netscape and Internet Explorer).

The I-CSCF will need to be aware of any such conditions and interactions when selecting a best-fit S-CSCF.

3
Maintenance of Data on I-CSCF

The I-CSCF will need to have an accurate view of what services are available via which S-CSCF’s.  This could be accomplished in a number of ways.  

When an S-CSCF is upgraded or introduced into the IM Subsystem, the I-CSCFs will have to be made aware of the (new) capability set that is available on the S-CSCF.  This could be done in a number of different ways:

· S-CSCF sends an ‘Update Capabilities’ message direct to the I-CSCF

· S-CSCF sends an ‘Update Capabilities’ message to the HSS which holds a store of capabilities information for all S-CSCFs.  For each subscriber, the I-CSCF polls the HSS for information on specific S-CSCF that it is attached to in a ‘Send Capabilities Request’ and receives a ‘Send Capabilities Response’ from the HSS.

· I-CSCF polls individual S-CSCF’s with ‘Send Capabilities Request’ messages and receives ‘Send Capabilities Response’ messages direct from the S-CSCF.

· … and so on.

The messages that flow between the I-CSCF, S-CSCF and HSS will all be proprietary, either as proprietary extensions of existing messages within the Cx Interface Specifications, or as entirely proprietary messages that will need to be implemented on all devices in the IM Subsystem for that network.

As an alternative to this, the updates could take place as part of offline network maintenance procedures.  This has the advantage of taking up less in the way of network resource, but does mean that the updates will only take place on predetermined occasions rather than as a reactive mechanism that detects network change.  The flows of information for this approach would also need to be defined by the operator.

4
Steering to a specific S-CSCF

It is desirable to have the option to direct a subscriber to a specific S-CSCF regardless of whether that is the S-CSCF of best fit for the subscriber.  This is to facilitate services such as VLAN and VPN.  This would need to be done by the I-CSCF having prior knowledge of the nature of the user and being able to identify them by their User Identification.  In that case the I-CSCF will be able to override the selection algorithms and point that user directly at the relevant S-CSCF.

Conclusions
Much of this paper is concerned with the options that operators have with regard to implementing their IM Subsystem in their network.  The discussion highlights not only the areas where decisions will need to be made by operators, but also the extensive range of options that the operator will have to choose from.  Even considering the options identified in this paper, the number of combinations of all elements is large and as stressed in the paper also, there is nothing to preclude the operator from asking it’s vendors to come up with something different to these examples, and specific to that network.

The down side to this is that when installing equipment in a network for testing, vendors will not have the head start of having a specification to test their equipment against to take them part way down the road to interoperability if IM Subsystem for that operator is a multi-vendor environment.  Vendors will need to develop the individual operator’s requirements on a per case basis, and so will require a highly flexible software design on the I-CSCF, S-CSCF and HSS.

