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If there is any lesson that can be learnt from the development of MAP it is that there is a need to include version control within the structure of a protocol from its inception.  Whilst there is some degree of high level version control included in Diameter, there is currently little in the way of version control beyond this level.  This paper is intended to open the debate and suggest possible solutions for version control for Cx, Dx and Sh interfaces.

Much can be learnt from MAP, not only in the need for version control but also in how to implement a suitable hierarchical structure for identifying versions to allow the necessary level of granularity to ensure that there is no need for a wholesale increase in version number when only minor changes are made to limited parts of the protocol itself.

Policy

It is the opinion of Nortel Networks that there is a need for multiple levels of version control in the IMS protocols.  These should cover each layer of the protocol where changes might affect compatibility.

Level 1 – protocol level.

This version level should be increased on occasion of wholesale changes to the syntax of the protocol itself.

Level 2a – message major level

Increases on the occasion of significant upgrade of the message, such as the addition of one, or a number of mandatory parameters that may result in compatibility problems with previous versions of the message.  An alternative approach could be to cluster multiple messages together in a similar way to MAP Application Contexts, and have a version associated with each cluster.

Level 2b – message minor level

Increase in cases of alterations to minor parts of the operation i.e. addition of optional parameter.  

Level 3 – associated AVP content level

Where content of an AVP is not defined explicitly within that AVP and/or may be subject to change elsewhere in 3GPP bodies.  For example, User Profile (see separate contribution N4-020339).

Rationale behind inclusion of each level of Version Control

Level 1 – the need to include a version number on the entire protocol has been illustrated in MAP and should be maintained in the Cx, Dx and Sh interfaces.  With Cx and Dx being incorporated in one specification it is possible to combine these into a single protocol for version control purposes.

Level 2a and 2b – by placing version control on each message, such as LUA, LUR etc. it would be possible for receiving devices to easily determine the level of compatibility that is available with the sending device.  A major/minor version mechanism gives a degree of granularity to this compatibility.  Devices that support similar major level versions should be able to interwork, even if the minor version level does not agree.  The interface would not break in this case but some optional parameters may not be supported.  If major version levels do not agree there may be significant parts of the message that would not function correctly.

If messages were to be clustered together in a similar way to Application Contexts, this two tiered approach to version could still apply.

Level 3 – This level of version control should be applied to specific cases only.  The majority of AVPs used in Cx, Dx and Sh will not require this degree of version control as it would be covered by level 2b.  However, for some situations (ie User Profile, see contribution N4-020339) version control may be required within the AVP itself, to be carried within the data transported within the AVP or as a Parameter of the AVP.  This would apply to message contents that are defined by bodies outside of CN4, particularly in the usage of proprietary extensions.

Inclusion of Level 1 in the Cx protocol

Version Control of the Cx protocol at the highest level would need to be included in Diameter Multimedia Application work in the IETF (if that is on-going, otherwise in the considerations of CN4 on Cx, Dx and Sh interfaces).  This document does not propose a method for inclusion of this level of version control, since at the time of writing it is not clear whether IETF work has progressed the issue or whether the Cx Interface will continue to be tied to the DMA draft or will stand alone.  It is noted that there are two meetings of CN4 prior to next CN plenary, and so if required, further contribution on this matter can be made at CN4 #14.

Inclusion of Level 2a and 2b in Cx protocol

First, Version would need to be defined in Chapter 8 of 29.228 as an Information Element.  This would be done by the inclusion of the text below.

8.xx
Version
This information element contains the version of the message that is being sent.
Version would also need to be added to 29.229, section 6.3 as an AVP.  This could be achieved by inclusion of the text below.  Major and Minor version should both be specified to be one octet in length allowing 255 major versions, each with the possibility of 255 minor versions of each message. 
6.3.xx
Version AVP
The Version AVP (AVP code TBD) is of type grouped and contains the version information for the message that it is included within.
AVP format


Version ::= < AVP header : TBD >




{ Major-Version }



{ Minor-Version }

* [ AVP ]
6.3.yy
Major-Version

The Major-Version AVP (AVP code TBD) is of type OctetString and contains the Major Version information for the message that it is contained within.

6.3.zz
Minor-Version

The Minor-Version AVP (AVP code TBD) is of type OctetString and contains the Minor Version information for the message that it is contained within.
Let us consider a single message in the Cx protocol, for example User-Authentication-Request.  To include version control, the following changes would be required to the relevant section in 29.229 as indicated in the normal fashion.

6.1.1
User-Authorisation-Request (UAR) Command

The User-Authorisation-Request (UAR) command, indicated by the Command-Code field set to TBD and the ‘R’ bit set in the Command Flags field, is sent by a Diameter Multimedia client to a Diameter Multimedia server in order to request the authorisation of the registration of a multimedia user. The server shall validate whether the private and public identities belong to the same user. In addition, the server shall check whether the user is already registered and/or whether the user is authorised to register in the network where the user is roaming. 

Message Format

< User-Authorisation-Request> ::= < Diameter Header: TBD, R >





< Session-Id >




{ Version }




{ Auth-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]





{ Destination-Realm }

{ User-Name }

{ Public-Identity }

{ Visited-Network-Identifier }





*[ AVP ]





*[ Proxy-Info ]






*[ Route-Record ]



The following table contains the values for the Diameter Multimedia Application specific AVPs:

Table 6.1.1.1: AVP values for command UAR

	AVP
	Status
	Value

	Version
	M
	This AVP contains the version number of the message that has been sent.

	User-Name
	M
	This AVP contains the private user identity in the form of a NAI.

	Public-Identity
	M
	It contains the public user identity in the form of SIP-URL or TEL-URL.

	Visited-Network-Identifier
	M
	It contains an identifier that allows the home network to identify the visited network.

	Destination-Host
	C
	If the specific Diameter Multimedia server is known in the client then this AVP shall be present in the command. Otherwise, only Destination-Realm AVP shall be present and the command is routed to the next Diameter node, e.g. SLF, based on the Diameter routing table in the client.


These changes would need to be reflected for all messages included in 29.229, section 6.1.  Similar AVPs could be added for the Sh and Dx interfaces for version control on these interfaces.

Inclusion of Level 3 in relevant AVPs

Thi will be assessed and executed on a case by case basis.  The only application of Version Control of this level currently evident is on User profile.  Please refer to contribution N4-020xxx for detail of this.

Recommendation

Version Control be adopted on the Cx, Dx and Sh interfaces, with a number of layers incorporated.  There should be a Cx protocol version, a Message Major Version, a Message Minor Version and where appropriate an AVP content Version.

