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The current description of the User registration status query procedure is a mixture between description of functionality and description of behaviour. On one hand the description of the functionality can be better clarified and the description of behaviour is currently very poor. 

Some behavioral descriptions have been included in TS 29.229 in the lack of an appropriate place in TS 29.228.

Proposed changes to TS 29.228

6.1.1
User registration status query

This procedure is used between I-CSCF and HSS during SIP registrations. The procedure is invoked by the I-CSCF, corresponds to the combination of the functional level operations Cx-Query and Cx-Select-Pull (see TS 23.228 [5]) and is used:

-
To authorize the registration of the user, checking multimedia subsystem access permissions and roaming agreements.

-
To perform a first security check, determining whether the public and private identities sent in the message belong to the same user.

-
To obtain either the S-CSCF where the user is registered or the list of capabilities that it has to support.

This procedure is mapped to the commands User-Authorization-Request/Answer in the Diameter Multimedia Application specified in TS 29.229 [11]. Tables 6.1.1.1 and 6.1.1.2 detail the involved information elements.
Table 6.1.1.1: User registration status query

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity

(See 8.2)
	Public-Identity
	M
	User public identity to be registered

	Visited Network Identifier

(See 8.1)
	Visited-Network-Identifier
	M
	Identifier that allows the home network to identify the visited network

	Private User Identity

(See 8.3)
	User-Name
	M
	User private identity

	Routing Information (See 8.x)
	Destination-Host, Destination-Realm
	C
	If the I-CSCF knows HSS name Destination-Host AVP shall be present in the command. Otherwise, only Destination-Realm AVP shall be present and the command shall be routed to the next Diameter node, e.g. SLF, based on the Diameter routing table in the I-CSCF.


Table 6.1.1.2: User registration status response

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Registration status

(See 8.4)
	Result-Code
	M
	Result of the operation

	S-CSCF capabilities

(See 8.6)
	Server-Capabilities
	O
	Required capabilities of the S-CSCF to be assigned to the user. 

It may be present only if no public identity of the user is registered.

	S-CSCF Name

(See 8.5)
	Server-Name
	C
	Name of the assigned S‑CSCF.

It shall be present if any of the public identities of the user is already registered.








6.1.1.2

Detailed behaviour

The HSS shall, in the following order (in case of an error in any of the steps the HSS shall stop processing and return the corresponding error code, see TS 29.229 [11]):

-
Check that the user exists in HSS. If not Result-Code shall be set to DIAMETER_ERROR_USER_UNKNOWN.

-
Check that the private and public identities received in the request belong to the same user. If not Result-Code shall be set to DIAMETER_ERROR _IDENTITIES_DONT_MATCH.

-
Check that the user is allowed to roam in the visited network (if not Result-Code shall be set to DIAMETER_ERROR _ROAMING_NOT_ALLOWED) and authorized to register (if not Result-Code shall be set to DIAMETER_AUTHORIZATION_REJECTED). 

-
Check the registration status of the public identity received in the request:

+
If it is already registered, the HSS shall return the stored S-CSCF name and Result-Code set to DIAMETER_SUBSEQUENT_REGISTRATION. 

+
If it is not registered yet, the HSS shall check if the user has registered other public identities: 

--
If so the HSS shall return the S-CSCF name assigned for the user and Result-Code set to DIAMETER_SUBSEQUENT_REGISTRATION.

--
If there isn’t any other public identity registered, HSS shall return the list of S-CSCF capabilities, which enables the I-CSCF to select an S-CSCF. The returned capabilities must satisfy the most restrictive service profile of the user. The list of capabilities may be empty, to indicate to the I-CSCF that it can select any available S-CSCF. Result-Code shall be set to DIAMETER_FIRST_REGISTRATION.



Table 1: Cx-Query + Cx-Select-Pull messages

	
	
	
	
	
	
	

	

	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	




Table 2: Cx-Query + Cx-Select-Pull Resp messages

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


8.x
Routing information

This information element contains the information necessary for the routing of Diameter requests and responses between I-/S-CSCF and HSS.

Proposed changes to TS 29.229

6.1.1
User-Authorisation-Request (UAR) Command

The User-Authorisation-Request (UAR) command, indicated by the Command-Code field set to TBD and the ‘R’ bit set in the Command Flags field, is sent by a Diameter Multimedia client to a Diameter Multimedia server in order to request the authorisation of the registration of a multimedia user. 
Message Format

< User-Authorisation-Request> ::=


< Diameter Header: TBD, R >









< Session-Id >









{ Auth-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]









{ Destination-Realm }

{ User-Name }

{ Public-Identity }

{ Visited-Network-Identifier }









*[ AVP ]









*[ Proxy-Info ]











*[ Route-Record ]




Table 6.1.1.1: AVP values for command UAR

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


6.1.2
User-Authorisation-Answer (UAA) Command

The User-Authorisation-Answer (UAA) command, indicated by the Command-Code field set to TBD and the ‘R’ bit cleared in the Command Flags field, is sent by a server in response to the User-Authorisation-Request command. The Result-Code AVP may contain one of the values defined in section 6.2 in addition to the values defined in [12].



Message Format

< User-Authorisation-Answer> ::=


< Diameter Header: TBD, A >











< Session-Id >











{ Auth-Application-Id }











{ Result-Code }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

 








[ Server-Name ]

[ Server-Capabilities ]

*[ AVP ]

*[ Proxy-Info ]















*[ Route-Record ]



	
	
	

	
	
	

	
	
	

	
	
	



	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	









































