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1. Introduction

This paper discusses about the case where the user has already been registered and assigned a S-CSCF and HSS receives a Multimedia-Auth-Request or a Server-Assignment-Request commands including a S-CSCF name, which is not the same as the already assigned S-CSCF for the user. It is described that under which conditions the HSS overwrites the old S-CSCF name with the new S-CSCF name.

In addition, this paper introduces a new AVP to the User-Authorisation-Request command, which is used to request capability information from the HSS. This is needed in certain failure cases discussed in the paper.

2. Discussion

This section starts with a re-registration error failure for which a solution is proposed. Furthermore, other implications of this error case are described.

2.1 Reregistration – failure of reregistration

It is possible that in certain situations HSS receives a Multimedia-Auth-Request (MAR) command including a S-CSCF name, which is not the same as the previously assigned S-CSCF for the user. This can happen e.g. in case the new S-CSCF is selected due to a failure in the re-registration. The figure below is taken from the section 16.9.1 ”Reregistration – failure of reregistration” of the TS 24.228v202 [1] where it is shown the possibility to select a new S-CSCF if the previously assigned S-CSCF does not respond to REGISTER message after a timeout.
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Figure 16.9.1-1: Failure of previous S-CSCF during reregistration

This implies that when the new S-CSCF contacts the HSS in step 9, it sends MAR command with a new S-CSCF name. In order to perform the registration successfully, HSS must remove the information of the previously assigned S-CSCF and store the new S-CSCF name for the user.

The user may have more than one registrations in the old S-CSCF and therefore this leads to a situation that the service profile, which is being re-registered during the process, is assigned a new S-CSCF while the other registered service profiles are registered to the old S-CSCF. However, TS 23.228 [1] requires that only one S-CSCF is assigned for the user. 

There are two possibilities how the situation is handled. Either the registrations are moved from the old S-CSCF to the new S-CSCF or the registrations in the old S-CSCF are deregistered. There is no current mechanism to move registrations between S-CSCFs and it is not very straightforward operation to specify the mechanism. It requires that information from S-CSCF e.g. re-registration timers are moved to the new S-CSCF. Due to this and it is anticipated the error case very rare, it is proposed that the registrations in the old S-CSCF are deregistered.

When the new S-CSCF is assigned all the subsequent registration requests will be directed to the new S-CSCF. Therefore, the registrations may be cancelled in old S-CSCF locally by using the re-registration timers in which case the old S-CSCF will cancel its information after the re-registration timers expires and send Server-Assignment-Request messages to the HSS including Server-Assignment-Type equal to 4, i.e. TIMEOUT_DEREGISTRATION.

It is possible that HSS may de-register the registrations in the old S-CSCF by using standard Registration-Termination-Request command. The de-registration must be done in the following order:

1. Deregistration-Reason AVP value set to 1, i.e. NEW_SERVER_ASSIGNED, for the service profile, which is registered to the new S-CSCF.

2. Deregistration-Reason AVP value set to 2, i.e. SERVER_CHANGE
, for the service profiles, which are not registered to the new S-CSCF.    

2.2 Mobile terminate session failure

It may be possible that a similar error case happens in case of the terminating session setup, i.e. the assigned S-CSCF does not respond to INVITE message. However, in this case it is not possible to allocate a new S-CSCF, because if a new S-CSCF selected then it acts as if it session termination for unregistered user while the user is in registered state in HSS.  As it was described in the previous section that moving registrations between S-CSCFs inside the network is difficult, it even more difficult in this case if not impossible. 

2.2 S-CSCF name handling
In the registration, HSS needs to store the S-CSCF name in order to route the subsequent REGISTER messages to the same S-CSCF. Due to the error case described in the section 2.1, it is possible that in the re-registration or in a registration of the new service profile that a new S-CSCF is selected. Therefore, HSS needs to check when it receives MAR containing S-CSCF name whether there is already assigned S-CSCF for the user. If such a S-CSCF exists, HSS needs to store the new S-CSCF name in order to successfully complete the registration. In addition, it must de-register the registrations in the old S-CSCF as described in the section 2.1.

The conclusion from the discussion above is that:

· In case there is no S-CSCF assigned for the user, HSS shall store the S-CSCF name sent in the Multimedia-Auth-Request command or in the Server-Assignment-Request with Server-Assignment-Type set to UNREGISTERED_USER. 

· In case there is a S-CSCF assigned for the user, HSS shall overwrite the assigned S-CSCF name with the new S-CSCF name only if the new S-CSCF name is sent in the Multimedia-Auth-Request command. 

· In any other case the HSS shall not overwrite the assigned S-CSCF name but send a response to the S-CSCF indicating error. The Result-Code value is set to: 

· DIAMETER_ERROR_IDENTITY_ALREADY_REGISTERED if the S-CSCF name sent in the SAR command is different than assigned S-CSCF name, and therefore the request cannot be successfully processed.

· DIAMETER_ERROR_IN_ASSIGNMENT_TYPE if the S-CSCF name sent in the SAR command is the same S-CSCF name as the assigned S-CSCF name, but the Server-Assignment-Type is not allowed, e.g. the user is registered and S-CSCF sends Server-Assignment-Request indicating the assignment for the unregistered user.

User-Authorisation-Type AVP

The error case described in the previous section requires that I-CSCF is able to request S-CSCF capability information from the HSS. For this purpose, either a new command or a new AVP to UAR command may be defined. The Nokia N4-020367 contribution proposes a new AVP called User-Authorisation-Type AVP, which can be enhanced to contain a new value REGISTRATION_AND CAPABILITIES. Therefore, it is proposed that the new User-Authorisation-Type AVP is introduced and used in this case.

3. Proposal

Based on the discussion in the section 2 following change is proposed for TS 29.229.

Start of Modification
6.3.x
User-Authorisation-Type AVP

The User-Authorisation-Type AVP (AVP code TBD) is of type Enumerated, and indicates the type of user authorisation being performed in a User Authorization operation, i.e. UAR command. If this AVP is not present in the UAR command then HSS interprets that the User-Authorization-Type equals to REGISTRATION. The following values are defined:

REGISTRATION_AND CAPABILITIES

3
This value is used in case of the initial registration or re-registration and when the I-CSCF requests S-CSCF capability information from the HSS.
End of Modification
Start of Modification
6.2.2.4 DIAMETER_IDENTITY_ALREADY_REGISTERED (5xxx, TBD)

The identity being registered has already a server assigned and the registration status does not allow that it is overwritten.

6.2.2.5 DIAMETER_ERROR_IN_ASSIGNMENT_TYPE 

The identity being registered has already the same server assigned and the registration status does not allow the server assignment type.
End of Modification
The following change is proposed for TS 29.228.

Start of Modification
6.5
Registration handling
In case there is no S-CSCF assigned for the user, HSS shall store the S-CSCF name sent in the Multimedia-Auth-Request command or in the Server-Assignment-Request with Server-Assignment-Type set to UNREGISTERED_USER. 
In case there is a S-CSCF assigned for the user, HSS shall overwrite the assigned S-CSCF name with the new S-CSCF name only if the new and previously assigned S-CSCFs are different and the new S-CSCF name is sent in the Multimedia-Auth-Request command. 

In any other case the HSS shall not overwrite the assigned S-CSCF name if the new and previously assigned S-CSCFs are different but send a response to the S-CSCF indicating error. For detailed error code description see the section 9.1.
End of Modification
Start of Modification
9.1 Registration error cases
This section describes the handling of the error which can occur during the registration process.
9.1.1 Cancellation of the old S-CSCF
It is possible that in certain situations HSS receives a Multimedia-Auth-Request (MAR) command including a S-CSCF name, which is not the same as the previously assigned S-CSCF for the user. This can happen e.g. in case the new S-CSCF is selected due to a failure in the re-registration if the previously assigned S-CSCF does not respond to REGISTER message sent from I-CSCF after a timeout. 

In this case the new S-CSCF is assigned for the user and if registrations in the previously assigned S-CSCF exists for the user, these registrations in the old S-CSCF are handled locally in S-CSCF, e.g. re-registration timers in the old S-CSCF will cancel the registrations or HSS may de-register the registrations in the old S-CSCF by using standard Registration-Termination-Request command. In this case the de-registration must be done in the following order:

1. Deregistration-Reason AVP value set to 1, i.e. NEW_SERVER_ASSIGNED, for the registration, which is registered to the new S-CSCF.

2. Deregistration-Reason AVP value set to 2, i.e. SERVER_CHANGE, for the registrations, which are not registered to the new S-CSCF.
9.1.2 Error in S-CSCF name
In case the new and previously assigned S-CSCFs are different, HSS shall not overwrite the S-CSCF name if it is not send in the Multimedia-Auth-Request command (see the section 6.5) but send a response to the S-CSCF indicating error. The Result-Code value is set to: 

· DIAMETER_ERROR_IDENTITY_ALREADY_REGISTERED if the S-CSCF name sent in the SAR command is different than assigned S-CSCF name, and therefore the request cannot be successfully processed.

· DIAMETER_ERROR_IN_ASSIGNMENT_TYPE if the S-CSCF name sent in the SAR command is the same S-CSCF name as the assigned S-CSCF name, but Server-Assignment-Type is not allowed, e.g. the user is registered and S-CSCF sends Server-Assignment-Request indicating the assignment for the unregistered user.
End of Modification
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� Nokia’s contribution N4-020365 proposes SERVER_CHANGE value for the Deregistration-Reason AVP.
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