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1. Introduction

The purpose of this contribution is to clarify the use of the Destination-Host AVP in RAR, MAR, SAR and LIR commands.
2. Discussion

The current version of the TS 29.229 defines the Destination-Host AVP as a mandatory AVP in RAR and SAR commands. According to the Diameter Base protocol [1], the Destination-Host AVP identifies the specific Diameter endpoint, which handles the command. The section 6.1 “Diameter request routing overview” of the Diameter Base protocol says that:

· a request that needs to be sent to a home server serving a specific realm, but not to a specific server (such as the first request of a series of round-trips), MUST contain a Destination-Realm AVP, but MUST NOT contain a Destination-Host AVP.

· a request that needs to be sent to a specific home server among those serving a given realm, MUST contain both the Destination-Realm and Destination-Host AVPs.

In addition, the section 6.1 of the Diameter Base protocol says that:

The Destination-Host AVP is used as described above when the destination of the request is fixed, which includes:

· Authentication requests that span multiple round trips

· Server initiated messages that MUST be received by a specific Diameter client (e.g. access device), such as the Abort-Session-Request message, which is used to request that a particular user's session be terminated.
In all commands, i.e. RAR, MAR, SAR and MAR, it can be assumed cases where the specific HSS server endpoint is not necessarily known in S-CSCF or in I-CSCF. For example, the commands may be first sent to the Subscriber Locator Function (SLF) if the I-CSCF or S-CSCF cannot directly map from the private user identity or the public identity to the correct HSS server. The SLF returns the specific HSS server identity, which is then included into Destination-Host AVP.

In the future, it may be possible that the commands are proxied to the specific HSS server, which should be used for all subsequent command exchanges. In this case, the initiating node, e.g. S-CSCF, does not necessarily know the exact identity of the HSS server where the command is proxied, and therefore it cannot include the HSS server identity in the initial command, e.g. MAR.

Therefore, it is proposed that Destination-Host AVP should be optional AVP in the RAR, MAR, SAR and LIR commands. Following changes are proposed to TS 29.229:

Start of Modification
6.1.1
Registration-Authorisation-Request (RAR) Command

The Registration-Authorisation-Request (RAR) command, indicated by the Command-Code field set to TBD and the ‘R’ bit set in the Command Flags field, is sent by a Diameter Multimedia client to a Diameter Multimedia server in order to request the authorisation of the registration of a multimedia user. The server shall validate whether the private and public identities belong to the same user. In addition, the server shall check whether the user is already registered and/or whether the user is authorised to register in the network where the user is roaming. 

· Visited-Network-Identifier

Message Format

< Registration-Authorisation-Request> ::=
< Diameter Header: TBD, R >





< Session-Id >





{ Auth-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }






{ Destination-Realm }

{ User-Name }

{ Public-Identity }

{ Visited-Network-Identifier }





[ Destination-Host ]

*[ AVP ]





*[ Proxy-Info ]







*[ Route-Record ]

The following table contains the values for the Diameter Multimedia Application specific AVPs:

Table 6.1.1.1: AVP values for command RAR

	AVP
	Status
	Value

	User-Name
	M
	This AVP contains the private user identity in the form of a NAI.

	Public-Identity
	M
	It contains the public user identity in the form of SIP-URL or TEL-URL.

	Visited-Network-Identifier
	M
	It contains an identifier that helps the home network to identify the visited network.

	Destination-Host
	O
	If the specific Diameter Multimedia server is known in the client then this AVP shall be present in the command. Otherwise, only Destination-Realm AVP shall be present and the command is routed to the next Diameter node, e.g. SLF, based on the Diameter routing table in the client.


End of Modification
Start of Modification
6.1.3
Server-Assignment-Request (SAR) Command

The Server-Assignment-Request (SAR) command, indicated by the Command-Code field set to TBD and the ‘R’ bit set in the Command Flags field, is sent by a Diameter Multimedia client to a Diameter Multimedia server in order to request it to store the name of the server that is currently serving the user.

In case that there may be an S-CSCF already assigned for the user the decision that the HSS takes to overwrite or not the existing S-CSCF name depends on the registration status of the user, as defined in TS 29.228 [3].

Message Format

<Server-Assignment-Request> ::=< Diameter Header: TBD, R >





< Session-Id >




{ Auth-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]



{ Destination-Realm }

[ User-Name ]

{ Public-Identity }

[ Server-Name ]

{ Server-Assignment-Type }






*[ AVP ]






*[ Proxy-Info ]






*[ Route-Record ]

The following table contains the values for the Diameter Multimedia Application specific AVPs:
Table 6.1.3.1: AVP values for command SAR

	AVP
	Status
	Value

	User-Name
	O
	If present, this AVP contains the private user identity in the form of a NAI.

	Public-Identity
	M
	It contains the public user identity in the form of SIP-URL or TEL-URL.

	Server-Name
	O
	It contains the SIP URL of the S-CSCF where the user is being registered. Depending on the concrete value of Server-Assignment-Type AVP this AVP may be absent.

	Server-Assignment-Type
	M
	This AVP indicates the situation under which the operation is being issued, from the point of view of the S-CSCF (e.g. first registration, re-registration, authentication failure). See 6.3.13.

	Destination-Host
	O
	If the specific Diameter Multimedia server is known in the client then this AVP shall be present in the command. 

This information is available if the SAR belongs to already existing registration, e.g. in case of the re-registration, where the specific Diameter Multimedia server identity is stored in the S-CSCF. The Diameter Multimedia server identity is stored from the Origin-Host AVP, which is received from the HSS, e.g. included in the MAA command.

This information may not be available if the command is sent in case of the terminating the session for unregistered user. In this case the Destination-Host AVP is not present and the command is routed to the next Diameter node, e.g. SLF, based on the Diameter routing table in the client. 


End of Modification
Start of Modification
6.1.7
Multimedia-Auth-Request (MAR) Command

The Multimedia-Auth-Request (MAR) command, indicated by the Command-Code field set to TBD and the ‘R’ bit set in the Command Flags field, is sent by a Diameter Multimedia client to a Diameter Multimedia server in order to request security information. 

Message Format

< Multimedia-Authentication-Request > ::= < Diameter Header: TBD, REQUEST >

< Session-Id >

{ Auth-Application-Id }

[ Auth-Session-State ]

{ Origin-Host }

{ Origin-Realm }

{ Destination-Realm }

[ Destination-Host ]

[ User-Name ]

[ Public-Identity ]

[ Authentication-Scheme ]

[ Authentication-Parameters ]

[ Number-Authentication-Items ] 

[ Server-Name ]

* [ AVP ]

* [ Proxy-Info ]

* [ Route-Record ]

The following table contains the values for the case where the S-CSCF request one or more authentication vectors:

Table 6.1.9.1: AVP values for command MAR

	AVP
	Status
	Value

	User-Name
	M
	It contains the private user identity in the form of a NAI

	Public-Identity
	M
	It contains the public user identity in the form of SIP-URL or TEL-URL.

	Authentication-Scheme
	M
	EAP

	Authentication-Parameters
	M
	EAP-Response/Identity packet containing the private user identity, base64 encoded.

	Number-Authentication-Items
	M
	It indicates the number of authentication vectors that are requested.

	Server-Name
	O
	When this AVP is present in the request, it is to indicate that the user has not been authenticated by the S-CSCF yet.

In case that there may be an S-CSCF already assigned for the user the decision that the HSS takes to overwrite or not the existing S-CSCF name depends on the registration status of the user, as defined in TS 29.228 [3].

	Destination-Host
	O
	If the specific Diameter Multimedia server is known in the client then this AVP shall be present in the command. 

This information is available if the MAR belongs to already existing registration, e.g. in case of the re-registration, where the specific Diameter Multimedia server identity is stored in the S-CSCF. The Diameter Multimedia server identity is stored from the Origin-Host AVP, which is received from the HSS, e.g. included in the MAA command.

This information may not be available if the command is sent in case of the initial registration. In this case the Destination-Host AVP is not present and the command is routed to the next Diameter node, e.g. SLF, based on the Diameter routing table in the client.  


The following table describes the AVP’s for the case where the S-CSCF reports a synchronisation failure and requests fresh authentication vectors:

Table 6.1.9.2: AVP values for command MAR – synchronization failure
	AVP
	Status
	Value

	User-Name
	M
	It contains the private user identity in the form of a NAI.

	Public-Identity
	M
	It contains the public user identity in the form of SIP-URL or TEL-URL.

	Authentication-Scheme
	M
	EAP

	Authentication-Parameters
	M
	EAP-Response packet containing AUTS and RAND, base 64 encoded.

	Number-Authentication-Items
	M
	It indicates the number of authentication vectors that are requested.

	Destination-Host
	M
	Destination-Host AVP shall be present. In this case the MAR belongs to already existing registration, where the specific Diameter Multimedia server identity is stored in the S-CSCF. The Diameter Multimedia server identity is stored from the Origin-Host AVP, which is received from the HSS, e.g. included in the MAA command. 


End of Modification
Start of Modification
6.1.5
Location-Info-Request (LIR) Command

The Location-Info-Request (LIR) command, indicated by the Command-Code field set to TBD and the ‘R’ bit set in the Command Flags field, is sent by a Diameter Multimedia client to a Diameter Multimedia server in order to request name of the server that is currently serving the user. 

Message Format

<Location-Info-Request> ::=
< Diameter Header: TBD, R >





< Session-Id >




{ Auth-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]



{ Destination-Realm }

{ Public-Identity }

*[ AVP ]






*[ Proxy-Info ]






*[ Route-Record ]

The following table contains the values for the Diameter Multimedia Application specific AVPs:

Table 6.1.7.1: AVP values for command LIR

	AVP
	Status
	Value

	Public-Identity
	M
	It contains the public user identity in the form of SIP-URL or TEL-URL.

	Destination-Host
	O
	If the specific Diameter Multimedia server is known in the client then this AVP shall be present in the command. Otherwise, only Destination-Realm AVP shall be present and the command is routed to the next Diameter node, e.g. SLF, based on the Diameter routing table in the client.


End of Modification
3. Proposal

It is proposed that the changes presented in the section 2 are included into the TS 29.229.
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