Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG CN WG4#11

Tdoc N4-011376

Cancún, México, 26th – 30th November, 2001

Source:
Ericsson

Title:
Optimization of registration flows

Agenda item:
CSCF-HSS, Cx interface

Document for:


Approval


LS from SA2 N4-011341 (S2-013078) asks CN4 to study the feasibility of the combination of the Cx-Put and Cx-Pull messages issues during the registration of a multimedia user.

This contribution proposes that both procedures are effectively combined by the addition of the User-Name AVP to the answer of the command that implements Cx-Put in TS 29.229 (Location-Update-Request). Such AVP would be optional in this command (in case that the command is issued to inform HSS of a failure of authentication, the answer should not contain such AVP). 

To preverve the semantic of the current User-Data-Request command, the addition of an extra value for the Server-Assignment AVP (NO_ASSIGNMENT) is proposed. Such operation could be invoked by a S-CSCF that needs to obtain the user profile for whatever reason different for a registration of re-registration, and does not want to modify the registration status of the user in the HSS.

Changes in TS 29.228

6.1.2
S-CSCF registration/deregistration notification

On registering/deregistering a user the S-CSCF shall inform the HSS that the user has been registered/deregistered at this instance. The HSS shall update/clear the assigned S-CSCF to the user in its database according to this information.
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Figure 3: S-CSCF registration/deregistration notification

The response sent to the S-CSCF contains an acknowledgement of the operation and, in case of a positive acknowledgement, the user data and service related information.

6.2.1
User Profile download

As part of the registration procedure (3GPP TS 23.228 [5]) S-CSCF downloads user data and service related information contained in the Cx-Put Resp operation (see 6.1.2).




7.6
Cx-Put Resp

Table 6 shows the message content for the Cx- Put Resp message sent from HSS to S-CSCF.

Table 6: Cx- Put Resp message

Message source & destination
Information element name
Mapping to Diameter AVP
Information element required
Description
Reference
Note

HSS to S‑CSCF
Registration result

M
This information element indicates the result of registration.
8.7



User profile

O
This information element contains the user profile.
8.8
























































A.4.1
Registration with (proposed) authentication – user not registered
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A.4.2
Re-registration – user currently registered
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A.4.6
Initiation of a session to a non-registered user
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Changes in TS 29.229

6.1.4
Server-Assignment-Answer (SAA) Command

The Server-Assignment-Answer (SAA) command, indicated by the Command-Code field set to TBD and the ‘R’ bit cleared in the Command Flags field, is sent by a server in response to the Server-Assignment-Request command. The Result-Code AVP may contain one of the values defined in section 6.2 in addition to the values defined in [12]. In case that Result-Code does not inform about an error, the User-Name AVP with the information that the S-CSCF needs to give service to the user.
Message Format

<Server-Assignment-Answer> ::=

< Diameter Header: TBD, A >











< Session-Id >









{ Auth-Application-Id }









{ Result-Code }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }
[ User-Name ]
*[ AVP ]

*[ Proxy-Info ]














*[ Route-Record ]

The following table contains the values for the Diameter Multimedia Application specific AVPs:

Table 6.1.4.1: AVP values for command SAA

AVP
Status
Value

Result-Code
M
See Table 6.1.4.2

User-Name
O
This AVP contains the data stored in the HSS to serve the user, which exact content is described in TS 29.228 [3].
























































































6.3.13
Server-Assignment-Type AVP

The Server-Assignment-Type AVP (AVP code TBD) is of type Enumerated, and indicates the type of server update being performed in a Server-Assignment-Request operation. The following values are defined:

NO_ASSIGNMENT






0

REGISTRATION






1
RE_REGISTRATION





2
UNREGISTERED_USER




3
TIMEOUT_DEREGISTRATION


4
USER_DEREGISTRATION



5
AUTHENTICATION-FAILURE


6
Proposal

To accept the changes detailed in the previous chapters in TS 29.228 and 29.229. 

SA2 may be informed that this change has been implemented.
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