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Document Summary:
This contribution is a proposed liaison statement on the Functions of Key Distribution and Key Administration for MAP security. This document is an updated version of Tdoc S5-00223.
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Title:
Liaison Statement on Functions of Key Distribution and Key Administration for MAP security 


TSG-SA WG5 recognises that the functions of key distribution and key administration for MAP security are within the scope of TSG-SA WG5. SA5 accepts responsibility for the work and will coordinate the work with TSG-CN WG4, TSG-SA WG2 and TSG-SA WG3.

TSG-SA WG5 will make any necessary updates to the documents “3G Telecom Management principles and high level

requirements” (3G TS 32.101) and “3G Telecom Management architecture” (3G TS 32.102). 

TSG-SA WG5 understands that the target date for the completion of this work by the TSG SA meeting #8 26-28 June 2000. TSG-SA WG5 feel we should point out that member companies and other 3GPP groups must support TSG-SA WG5 in order to achieve this date. Without additional resources and support the work is unlikely to be completed on schedule.

TSG-SA WG5 believes the requirements for the functions of key distribution and key administration for MAP security need to be further defined, for example the expected frequency of key updates needs to be properly documented. TSG-SA WG5 asks TSG-SA WG3 to further refine the requirements as soon as possible.

TSG-SA WG5 asks TSG-CN WG4 for their advice on how to achieve the functions of key distribution and key administration for MAP security.  To assist TSG-CN WG4 with this the document “3G Security; Security Architecture” (3G TS 33.102) has been attached to this liaison. Siemens have presented a proposal on MAP security to TSG-SA WG5; TSG-SA WG5 understands a more detailed proposal will be submitted to TSG-CN WG4. In TSG-CN WG4’s analysis of key distribution and key administration for MAP security, TSG-SA WG5 requests TSG-CN WG4 consider Siemens’s proposal. TSG-SA WG5 also request that TSG-CN WG4 inform TSG-SA WG5 of the schedule for any proposal for TSG-CN WG4’s work on key distribution and key administration.

It is expected that by working together and communicating effectively the groups TSG-CN WG4, TSG-SA WG2, TSG-SA WG3 and TSG-SA WG5 will achieve the target date for this work.
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